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1. Preface

Intended Audience

This document is intended for the following audience:
e  Customers

° Partners

Documentation Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle Accessibility Program
website at http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc.

Access to Oracle Support

Oracle customers have access to electronic support through My Oracle Support. For information,
visit

http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info or visit

http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs if you are hearing impaired.

Structure

This manual is organized into the following categories:

Preface gives information on the intended audience. It also describes the overall structure of the
User Manual.

Introduction provides brief information on the overall functionality covered in the User Manual.
The subsequent chapters provide information on transactions covered in the User Manual.
Each transaction is explained in the following manner:

e Introduction to the transaction

e  Screenshots of the transaction

e The images of screens used in this user manual are for illustrative purpose only, to provide
improved understanding of the functionality; actual screens that appear in the application may
vary based on selected browser, theme, and mobile devices.

e  Procedure containing steps to complete the transaction- The mandatory and conditional fields
of the transaction are explained in the procedure. If a transaction contains multiple
procedures, each procedure is explained. If some functionality is present in many
transactions, this functionality is explained separately.

Related Information Sources

For more information on Oracle Banking Digital Experience Patchset Release 21.1.2.0.0, refer to
the following documents:

e  Oracle Banking Digital Experience Licensing Guide

e Oracle Banking Digital Experience Installation Manuals

-1 ORACLE
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Transaction Host Integration Matrix

2. Transaction Host Integration Matrix

Legends
NH No Host Interface Required.
v Pre integrated Host interface available.
X Pre integrated Host interface not available.
Sr. Transaction Name / Oracle FLEXCUBE Oracle Oracle Banking
No. Function Name Core Banking FLEXCUBE SCF 14.5.0.0.0/
11.10.0.0.0 Universal Oracle Banking
Banking Cash
14.5.0.0.0 Management
14.5.0.0.0
1 Corporate NH NH NH
Administrator
Dashboards
2 Limits Definition
Limits Definition — View NH NH NH
Limits Definition — NH NH NH
Create
Limits Definition - NH NH NH
Delete Limit
Limits Package
3 Management
Limit Package NH NH NH
Management — View
Limit Package NH NH NH
Management — Create
Limit Package NH NH NH
Management - Edit
Limit Package NH NH NH
Management — Delete
4 Party Preferences
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Transaction Host Integration Matrix

Sr. Transaction Name / Oracle FLEXCUBE Oracle Oracle Banking
No. Function Name Core Banking FLEXCUBE SCF 14.5.0.0.0/
11.10.0.0.0 Universal Oracle Banking
Banking Cash
14.5.0.0.0

Party Preferences- v v NH
View
Party Preferences for NH NH 4
non-customer- View

5 User Management
User Management- v v NH
Create
User Management- v v NH
View
User Management- Edit v v NH
User Management — NH NH 4
Non Customer
Corporate

6 Party Account Access
Party Account Access - v v NH
Create
Party Account Access- v v NH
View
Party Account Access - NH NH NH
Edit
Party Account Access - NH NH NH
Delete

7 User Account Access
User Account Access - v v NH
Create
User Account Access- v v NH
View
User Account Access - NH NH NH

Edit

2-2
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Transaction Host Integration Matrix

Sr. Transaction Name / Oracle FLEXCUBE Oracle Oracle Banking
No. Function Name Core Banking FLEXCUBE SCF 14.5.0.0.0/
11.10.0.0.0 Universal Oracle Banking
Banking Cash
14.5.0.0.0
User Account Access - NH NH NH
Delete
Party Resource
8 Access
Party Resource Access v v NH
- Mapping (Create)
Party Resource v v NH
Access- View
Party Resource NH NH NH
Access- Edit
Party Resource NH NH NH
Access- Delete
User Resource
9 Access
User Resource Access v v NH
- Mapping (Create)
User Resource Access v v NH
- Search
User Resource Access NH NH NH
— Edit
User Resource Access NH NH NH
- Delete
10 Party to Party Linkage
Party to Party Linkage- v v NH
View
User Group
11 Management
User Groups - v v NH
Summary
User Groups — Create v v NH

2-3
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Transaction Host Integration Matrix

Sr. Transaction Name / Oracle FLEXCUBE Oracle Oracle Banking
No. Function Name Core Banking FLEXCUBE SCF 14.5.0.0.0/
11.10.0.0.0 Universal Oracle Banking
Banking Cash
14.5.0.0.0
User Groups - View v v NH
User Groups - Edit NH NH NH
Group
User group NH NH
Management for v
Corporate — Non
Customer
12 Approvals
Workflow
12.1 Management
Workflow Management v v NH
— Summary
Workflow Management v v NH
- Create
Workflow Management v v NH
- View
Workflow Management NH NH NH
- Edit
Workflow Management NH NH
- for Corporate — Non v
Customer
12.2 | Approval Rules
Approval Rules — v v NH
Summary
Approval Rules — v v NH
Create
Approval Rules — View v v NH
Approval Rules - Edit NH NH NH
Approval Rules - Delete NH NH NH

2-4
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Transaction Host Integration Matrix

Sr. Transaction Name / Oracle FLEXCUBE Oracle Oracle Banking
No. Function Name Core Banking FLEXCUBE SCF 14.5.0.0.0/
11.10.0.0.0 Universal Oracle Banking
Banking Cash
14.5.0.0.0
Approval Rules-for NH NH
Corporate Non 4
Customer
13 Alerts Subscription v v NH
File Upload
14 Maintenance
File Identifier NH
Maintenance — v v
Summary
File ldentifier v v NH

Maintenance - Create

File Identifier v v NH
Maintenance - View

File Identifier NH NH NH
Maintenance - Edit

User File ldentifier
15 Mapping

User File Identifier NH
Mapping - User v v

Interface Details

User File Identifier v v NH
Mapping - Summary

User File Identifier v v NH
Mapping - Create

User File Identifier NH NH NH
Mapping — Edit

Mailbox — Alerts NH NH NH

(Summary and
16 Details)

16.1 Notifications NH NH NH

17 Reports
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Transaction Host Integration Matrix

Sr. Transaction Name / Oracle FLEXCUBE Oracle Oracle Banking
No. Function Name Core Banking FLEXCUBE SCF 14.5.0.0.0/
11.10.0.0.0 Universal Oracle Banking
Banking Cash
14.5.0.0.0

17.1 | Report Generation

View Scheduled v v NH
Reports
Edit Schedule Reports NH NH NH

17.2 My Reports

My Reports - Adhoc v v NH

My Reports - Schedule v v NH

18 User Report Mapping

User Report Mapping - v v NH
Create
User Report Mapping - v v NH
Summary
User Report Mapping — v v NH
View
User Report Mapping — NH NH NH
Edit
19 Session Summary NH NH NH
20 Audit Log v v NH
21 My Profile NH NH NH

22 Security Settings

Change Password NH NH NH
Set Security Questions NH NH NH
23 Forgot Password NH NH NH
24 Forgot Username NH NH NH

Home

2-6 ORACLE



Corporate Administrator

3. Corporate Administrator

In large corporate organizations, there is a need to have user(s) with an admin role to carry out

certain administrative functionalities for the corporate party.

Such delegated user with an administrator role will have restricted scope over these administration
functionalities and scope will be restricted to manage the corporate to which they belong.

Following administrative functions are extended for Corporate Administrator.

User Management

Party Preferences

Approval Workflow Maintenance
Approval Rules Maintenance
Account Access

Resource Access

Alerts Subscription

User Group Management

File Upload

Transaction Limit Maintenance

Reports Generation and Mapping

ORACLE



Corporate Administrator Dashboard

4. Corporate Administrator Dashboard

Corporate Administrator Maker’s role involves the maintenances which are mainly required for day
to day maintenances like onboarding the users on Digital Platform and providing them the account

and transactions access, approval related maintenances etc.

Limits

Summary
Corporate
Administrator
On-boarding ‘ Approvals Account Access Resource Access File Upload ‘ ‘{ Reports ‘ ~‘ Others
User workflow Party Account Party Resource File Identifier Report User Group
Management Management Access Access Maintenance Generation ™| Management
Party Rules User Account User Resource User F‘_‘E _‘ My Reports ‘ Alert
Preference Management Access Access identifier Subscription
Party To Party User Report Audit Lo
i g
Linkage Mapping

Corporate Admin Dashboard — Overview
The Corporate Administrator dashboard comprises of

e Quick Links
e Other Options accessed via Toggle Menu

e Activity Log

= (pfutura bank

Quick Links
Onboarding Approvals Account Access
§ E9 £
)

Party Name

Administrator Maker

Q 8 Welcome, Su

Resource Access

o,

Copyright @ 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

ATM/Branch English

Corpadmin
Lest login 08 May 06:18 PM

File Upload

ORACLE



Corporate Administrator Dashboard

Dashboard Overview
Icons
Following icons are present on the corporate administrator dashboard:

o 'rp: Clicking this icon takes you to the dashboard.

o l\”@ : Clicking this icon takes you to the Mailbox screen.

o O*- : Click this icon to search the transactions.

Welcome, Sweta Thakur
. Lestlogin 04May D244PM - Click this icon to get option to log out from the application.
Displays the welcome note with last login details. Click this icon to view the logged in user’'s
profile or log out from the application.

e — :Click the toggle menu to access the transaction.

Menus

Following menus are present on the dashboard:

@ Onboarding

: Click this menu to manage users.

@ Approvals . . .
: Click this menu to access Approval related transactions.

B umits

: Click this menu to manage limits.

i

Access Management . .
. Click this menu to set up account access rules on the

transactions.

File Upload . . il i ifi i
m Sl Click this menu to create a file identifier and map it to the user.

i

Report . . .
sl Click this menu to generate reports and view the generated reports.

eoo  (thers

: (User Group Management, Alert Subscription, Audit Log)

o E5 Mail Box : Click this menu to view the Mails, Alerts and Notifications.
0 My Profile . . . . .
o = : Click this icon to view the profile of the logged in user.

Session S . . . - .
[ : Click to view the login details like start date and time, end date and
time, Channel and IP address of the last sessions of the logged in user.

ATM/Branch Locat . . .
L@l R Click to view the address and location of the ATMs and the

branches of the Bank.
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Corporate Administrator Dashboard

o : Click here for security settings.
o : Click this to launch the online help.

About . . . . . L . .
o : Click this to view the information about the application like version number,
copyright etc.

Quick Links
Onboarding

(a) User Management
The Corporate Administrator can search and view users, create users, modify and delete users.
He can reset passwords of the users. Administrator can lock / unlock a user, through this option
and grant access to various channels.

(b) Party Preferences

Corporate Administrators can view the preferences set for his party by accessing the Party
Preferences screen.

Approvals

(&) Workflow Management
Approval workflows are created to support requirements where multiple levels of approval are
required in a specific sequence for a transaction/maintenance. Each workflow can be configured to
have up to five levels of approval with a specific user or a user group configured at each level.
The Corporate Administrator can search and view approval workflows maintained and create new
workflows. As part of creating workflows, Administrator can add various levels of approvals and
map users or user groups to each level. Administrator can also modify workflows maintained.

(b) Rules management
The Corporate Administrator can set up rules for approvals. Applying a rule makes the requirement
for an approval more customized. For instance, through this screen, the corporate administrator

can create a rule, so that all admin maintenances initiated by a certain user-group, always require
approval.

Account Access

(a) Party Account Access

4-3 ORACLE



Corporate Administrator Dashboard

Corporate Administrator can set up account and transaction access rules at the corporate party
level. The corporate administrator can provide access to accounts held by the party with the bank
as available in the core banking system. Corporate Administrator maker can search & view own
accounts & transactions mapped, as well as those of linked parties. Administrator can create,
modify and delete mapping.

(b) User Account Access

Using this option the Corporate Administrator can set up account and transaction access for user(s)
of the corporate party. This maintenance can be done only after the Party Account Access is setup
for the party of the user(s). Corporate Administrator maker can search & view own accounts &
transactions mapped to a user. Administrator can create, modify and delete mapping of a user to
an account / transaction.

Resource Access
(a) Party Resource Access

As part of Resource Access Management, corporate administrator can define access on resources
other than CASA, TD Loan accounts like Remitter List from Virtual Account Management for his
Corporate Party.

(b) User Resource Access

As part of Resource Access Management, corporate administrator can define access on resources
other than CASA, TD Loan accounts like Remitter List from Virtual Account Management for users
associated to his party ID.

File Upload
(a) File Identifier Maintenance

The Corporate Administrator — Maker, can create file identifiers (FI) for a corporate entity. A File
Identifier is always mapped to a specific single file template. Maintenance permits configuration of
corporate preferences like approval type (file level/ record level) for a particular type of file. This is
a pre-requisite for the File Uploads functionality, for a corporate.

(b) User File Identifier Mapping

Through this option the Corporate Administrator — Maker, can map a file identifier to a user to grant
access rights to the user, for this specific file type. This maintenance enables a user to upload a
specific file, approve the uploaded file and view its status. The Corporate Administrator maker can
map / un-map an Fl to a User. Further, an administrator can enable or disable the sensitive data
check. This is a pre-requisite maintenance, for the File Uploads functionality, for a corporate.
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Corporate Administrator Dashboard
Options accessible only via Toggle Menu
Onboarding
(a) Party to Party linkage
Party to Party linkage is required by medium and large corporate if the user(s) of the parent

company need to access accounts of the subsidiary companies. The Corporate Administrator can
view the parties already linked to the parent party ID.

Limits
(a) Limit Definition

Limits are defined by the bank to set up amount and duration based restrictions on the transactions
that can be carried out by the user.

As part of Limits Definition maintenance, the Corporate Administrator can define:

» Transaction Limits: It is the transaction initiation limit with minimum and maximum
amount, defined typically for a user with role ‘Maker’.

> Cumulative Limits: It is the collective transaction amount limit for all the transactions

that can be performed during a day and the maximum number of transactions permitted in
a day.

This Option allows the Corporate Administrator to search and view limits, create limits and edit /
delete existing limits.

(b) Limits Package

As part of the Limits Package definition, the created limits can be mapped to relevant transactions
and/or roles.

The Limits Packages once created can be associated at User Level.

This Option allows the Corporate Administrator to search and view Limit Package, create a new
Limit Package, and edit / delete existing Limit Package.

Reports

(&) Report Generation
Using this option, the Corporate Administrator, can generate various adhoc and scheduled banking

reports. Application provides an option to generate and schedule reports using Oracle Analytics
Publisher and / or by using an internal application.
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(b) My Reports
On accessing ‘My Reports’ menu, the Corporate Administrator, can view the last 10 reports
generated with the respective report status. He can choose to search a specific report using the
search criteria or can opt to view/ download detailed report.

(c) User Report Mapping
The user report mapping maintenance allows the Corporate Administrator to map the report or set
of reports to a specific corporate user. The corporate users can generate and view the reports of
which they have an access to.
Corporate Administrator searches a corporate user based and view the reports mapped to him,

administrator can also un-map the reports from specific corporate user so that access of the specific
report/ s can be removed to that corporate user.

Others

(a) User Group Management
The Corporate Administrator can create User Groups with two or more users. Administrator can
search and views already maintained groups and also update them. The maintained user groups
are used for further maintenances like — User Group Subject Mapping or while creating approval
rules.

(b) Audit Log

The Corporate Administrator can search and view the Audit Log for the transactions initiated by the
users of the corporate party.

(c) Alert Subscription
The Corporate Administrator can subscribe users to non-mandatory alerts, through this option. The

corporate Administrator processes the subscription request, as required by various users of his
party (for non- mandatory alerts).

Note:

1) If the setup requires an approval workflow, initiated transaction/maintenance will be sent for
approval. Once approved by the required number of approvers, the maintenance will be effective.
2) If the setup does not require an approval workflow or is self / auto approved, the maintenance
will come into effect on saving & confirming.
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Activity Log

The Corporate Administrator can view the log of activities here. For ease of use, he can provide a
Date Range to search.

Icons

: Click this icon to search the transactions that are performed on a particular date.
It has two fields From and To, you can select the start and end date to search the
transaction.

(a) Corporate Activity Log

In the Corporate activity log, the Corporate Administrator, can view the activities done by a user
with regards to a corporate maintenances. The following fields are displayed.

» Date: Date of the maintenance

» Description: Description of the maintenance

» Party Name: Party Name

» Reference Number: Reference Number of the maintenance.
» Status: Status of the maintenance

Activity Log

Activity Log (1)

Corporate

Date Description Party Name Reference No Status

02 Jan
421 PM

Page 1 of1 (1o0of1items)

Modify User HP INDUSTRIES 0201E72B2779 (‘f) Processed

Click the Reference no. link, it will navigate the user to the transaction journey page wherein he
can view the transaction details, current status of the transaction whether it is initiated / approved
Jlocked or processed.
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Transaction Details

Administrator Maker ATM/Br:

English

= elcome, Sweta Corpadmin
= (ipfutura bank Qe e T

Modify User

corporateuser

Party IC wrrEAT

HP INDUSTRIES

143CorpAdmU1

Title Mr
Donald
R

Lopes

26 Jan 1991

Contact Details

D donalad.lopes@example.com

9786543456

Cannes Street

Mumbai

Zip Code 401105

Limits & Roles

Limit No Limit attached to the user

Roles

Touch Points

Selected Touch Points

Device Registration

Android Devices

i0S Devices

Push Notification

Android Devices

i0S Devices

Transaction Journey

Initiation Approval Completion
Donald Lopes Processed
02 Jan 04:21 PM 02 Jan 0421 PM

Copyright © 2006, 2017, Oracle and/or its affiiates. All rights reserved. | Security Information | Terms and Conditions
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Transaction Details

This section displays the name of the transaction for which the transaction is being viewed

Transaction Journey

This section displays the status of transactions that has been initiated by the maker.
Transaction journey displays the status as:

e Initiation
e Approval
e Locked

e Completion

1. Click Back to navigate to the Dashboard.
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5. User Management

User Management function enables Corporate Administrator to onboard and manage users along
with their login credentials for channel banking access. This module facilitates channel banking
access to corporate users of a party that the Corporate Administrator belongs to.

This function also lets the Corporate Administrator to define the various touch points from which
the user can access the channel banking and assign the limit package applicable for the same.

Prerequisites:
e Application roles and child roles are maintained
e Transactions are associated with each Application role
e Corporate Administrator is maintained for a party.
e Transaction (User Management) access is provided to Corporate Administrator.
e Approval rule set up for Corporate Administrator to perform the actions.

e Party Preference is maintained for corporate user

Workflow:
F-
\ . l Access User

U A Management = Edit User Details

)-I Search User I :a-i Wiew User Details I 1

— Reset Password

Corporate Adminsstrator

Features supported in application

The User Management module allows the Corporate Administrator to:
e Create User
e Search User
e Edit User

How to reach here:

Corporate Administrator Dashboard > Quick Links > OnBoarding > User Management
OR
Corporate Administrator Dashboard > Toggle menu > OnBoarding > User Management

Note: Non Customer Corporate users (for which the linked party id is not maintained in UBS or in
Core banking system), can also be on boarded on OBDX. For such cases i.e. for non customer
corporate users (counterparties on boarded by Corporates) the system will look for the party ID in
OBSCF/OBCMS.
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User Management — Create User

Corporate Administrator logs into the system and navigates to the User Management screen. This
function allows the administrator to create corporate type of user for a party ID mapped to
administrator.

As a part of create user, administrator captures following details of user:

Personal Information
Contact Details

Assign Transaction Limits
Assign Child Roles

Define User Status

Note: In case of multi entity implementation, if the corporate administrator has access to multiple
entities, then the administrator can select the entity from the entity switcher on which the user needs
to be on boarded. The selected entity of the user as part of onboarding will be the default/home
entity of the user being created.

To create a new user:

1.

In the User Management screen, click Create. The User Management screen with
mapped party appears.

User Management — Create New User

Administrator Maker v

= (@ futura bank Q@ Weicome S

User Management

Copyright © 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description
User Type User type is always defaulted to ‘Corporate User’.
Party ID Party ID mapped to the logged in Corporate Administrator.
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Field Name Description
Party Name Party name of the party mapped to the logged in Corporate
Administrator.

2. Click Create to create new corporate user. The Create New User screen appears.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to previous screen.

User Management — Create New User

Administrator Maker ATM/Branch English
e Q Welcome, Sweta Corpadmin
= 'FIfqura bank s \0 Last login 11 May 09:32 AM e

User Management

User Type Corporate User

est CL & CF Linked

Personal Information

Corpuser(2 Available
THe Mr

First Name Nick

\ame Thomas

Date of Birth 01 Jan 1990

Contact Details

Metro sub stan

London
United Kingdom
London

Zp Code 321244
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Limits & Roles
User Groups
Limit ~

Touch Points / Group Package Actions
APl Access Please select Limit .. 5]
Internet Please select Limit.. [S]
Missed Call Banking Please select Limit.. ™~ o
Mobile Application Please select Limit ~ %]
Mobile (Responsive) Please select Limit v |5}
Siri/Chatbot Please select Limit .. (5]
SMS Banking Please select Limit . 9/
snapshot Please select Limit ~ 5}
Soft Token Application Please select Limit . %]
Wearables Please select Limit .~ (S
Internal Access Point Group for AID Please select Limit ~ o
Global Please select Limit .. <

Touch Points

Copyright @ 2006, 2020, Oracle and/or its affiliates. Allrights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description
User Type User type is always defaulted to ‘Corporate User’.
Party ID Party ID mapped to the logged in Corporate Administrator.

Note: For Non Customer Corporates (counterparties on
boarded by Corporates) the system will look for the party ID
in OBSCF/OBCMS

Party Name Party name of Party ID mapped to the logged in Corporate
Administrator.

Personal Information
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User Name

Title

First Name
Middle Name
Last Name
Date of Birth
Contact Details
Email ID

Contact Number
(Mobile)

Contact Number
(Land Line)

Address Line 1-4
Country

City

Zip Code

Limits & Roles

User Management

Description

Define the name of the user (login ID) which is to be created. It is
case insensitive.

Note: Usernames are case insensitive i.e. User can login in
OBDX with any case.

Title of the user.

The options are:

e Mr

e Mrs

o Miss

e Ms

e Dr

e Master

Specify first name of the user.
Specify middle name of the user.
Specify last name/ surname of the user.

Specify date of birth of the user.

Specify an email ID of the user.

Specify mobile number of the user.

Specify phone number (land line) number of the user.

Address of the user.
Country of the user.
Specify city in which the user resides.

The postal code of the city in which the user resides.
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Field Name Description
User Groups Indicates an option to add the user being onboarded to existing user
groups.

Limits — Touch Point/Group

If limit check is required, assign a limit package for applicable touch points. All the touch
points and touch point groups maintained in the system are listed. Packages can be mapped
for each touch point and for touch point group. Also an option is provided to map the limit
package at Global level (a system created group with all internal and external touch points).

Touch Points/ Group Name of touch points/ groups under a specific entity to which the
limit packages are to be mapped. Also an option is provided to map
the limit package at Global level (a group created with all internal
and external touch points).

Package List of the packages which can be mapped to touch points/ groups.
Only limit packages maintained for the selected touch point/group
will get listed here.

Roles Application roles like maker, checker etc. maintained under
respective user type are listed.

Multiple application roles can be mapped to the user.

Application roles mapped to the corporate in Party preference
screen will be available for selection here.

Touch Points

Select Touch Points  The touch points (banking channels) allows a user to perform
transactions using the touch points.

The touch points could be:
e Mobile Application
e Mobile (Responsive)
e Internet
e Missed Call Banking
e SMS Banking
e Wearables
e Snapshot
e Siri/ Chatbot
e API Access
e Soft Token Application

3. In the User Name field, enter the name of the user.

4. Click Check Availability to check the uniqueness of the user ID, to ensure that it has not
already been used.
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In the Personal Information section, enter the relevant information.
In the Contact Details section, enter the relevant information.

Add the user groups to be assigned to the user in the User Groups field.

© N o 0

In the Limits section, select the limit packages to be mapped to touch points from the
limit package list.

'
a. Click to reset the limit package assigned.

b. Click to view the details of touch points group. The View Details -Touch
Point Group popup window appears. For more information, refer the Touch
Point Group - View Details section below.

9.  Select the roles to be mapped from the Roles section.

10. Select the touch points to be mapped to the user from the Touch Points section.

Touch Point Group - View Details

View Details

GroupCode g7

Group

e Internal Access Point Group for All
escription

Touch Point

Group Type

Touch Internal

Peints Mobile Application
Mobile (Responsive)
Internet
Siri/Chatbot

APl Access

Field Description

Field Name Description

Group Code Group code defined for touch point group.

Group Description Group description defined for touch point groups.

Group Type Type of touch point i.e. whether touch point is of type internal or
external.

Touch Points List of the internal or external touch points.

11. To enable the various touch points (banking channels) to a user, select the Select Touch
Points check box.
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12. Click Save to save the user details.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to previous screen.

13. The Create New User - Review screen appears. Verify the details, and click Confirm.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to previous screen.

14. The success message of user creation appears along with the transaction reference
number.
Click OK to complete the transaction.

User Management — Search/ View User

Using this option, Corporate Administrators can search and view details of the existing users.
Administrator can search only those users who are associated with the same party ID mapped to
him.

Corporate administrators can also change the user status or the channel access permission for a
user using this screen.

Default search is available with User Name, whereas user can be searched by providing other
details also.

User Management - Search User

Administrator Maker ATM/Branch English v

= i@ futura bank Q @ vieloome,

User Management

Corporate User

Gopyright © 2006, 2020, Oracle and/or its affiiates. All rights reserved. | Security Information | Terms and Gonditions
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Field Description

Field Name Description
User Type User type is always defaulted to ‘Corporate User’.
User Name Enter the user ID /User name.

Partial search is allowed. The User ID is case insensitive.

To search and view details of the existing users

1. Click the More Search Options link; screen will be displayed with additional user search
criteria.

User Management — Search User - More Search Options

Administrator Maker ATM/Branch

= i@ futura bank

User Management
Type Corporate User
a
search Optior
(. f o F -]

Copyright @ 2006, 2020, Oracle and/or its affiliates. Al rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description
User Type User type is always defaulted to ‘Corporate User’.
User Name To search the user with the user name/user ID.

Partial search is allowed. The User ID is case insensitive.

First Name Allows to search based on first name of the user.
Last Name Allows to search based on last name of the user.
Email Allows to search based on email id of the user.
Mobile Number Allows to search based on mobile number of the user.
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2. Enter the search criteria, click Search.
The search results appear on the User Management screen based on the search
parameters.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Clear to clear the input search parameters.

User Management - Search Results

Administrator Maker ATM/Branch English

= Q

= i futura bank

User Management

User Typ Corporate Use:
-

w clear

Search Results

Full Narr ser Nam staw A

Sweta Corpadmin 2 unlc Granted &2

Sweta OBCL sweab Unlocked Granted s

Sweta obcl 2 nlocked £ Granted

sweta obci3 sweobcl3 ocked £ Granted ¢
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Field Description

Field Name Description

Search Results

Full Name First name and last name of the user.

User Name User Name of the user.

Partial search is allowed. The User ID is case insensitive.

Status Status of the user, Locked or Unlocked.
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Field Name Description

Channel Access ) ) 7
Indicates whether channel access is granted. Click

access rights.

to grant / revoke

Note: Channel access feature will only be available with DB
authenticator as Identity Management System.

If the search results are more than five, pagination will be enabled.

3. Click the User Name link to view the user details.

To view the user details:

4. In the User Management - Search Results section, click the User Name link of the
record for which you want to view the details.
The User Management - View screen appears.
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= (@ futura bank Q

User Management

Personal Informatior

mits & Roles

Touch Points

Fesel Passwed m =

Copyright ® 2006, 2020, Oracle and/or its affilistes. All rights reserved | Security Information | Terms and Conditions

Field Description
Field Name Description

User Type User type is always defaulted to ‘Corporate User’.
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Party ID

Party Name

Personal Information
User Name

Title

First Name

Middle Name

Last Name

Date of Birth

Contact Details

Email ID

Contact Number (Mobile)

Contact Number (Land
Line)

Address Line 1-4
Country

City

User Management

Description

Party ID mapped to the user.

Party ID is defaulted to the mapped Party ID of the Corporate
Administrator.

Party name of Party ID mapped to the user.

Party name of Party ID mapped to the logged in Corporate
Administrator.

Name (login ID) of the user.

Title of the user.

o Mr

e Mrs

o Miss

e Ms

e Dr

e Master

First name of the user.
Middle name of the user.
Last name/ surname of the user.

Date of birth of the user.

Email id of the user.
Mobile number of the user.

Phone number (land line) number of the user.

Address of the user.
Country of the user.

City in which the user resides.

5-13 ORACLE



User Management

Field Name Description

Zip Code The postal code of the city in which the user resides.
Limits & Roles

User Groups Displays the user groups that are assigned to the user.

Limits — Touch Point/Group

If limit check is required, assigned limit packages for applicable touch points get displayed here.

Touch Points/ Group Name of touch points/ groups maintained for which the Ilimit
packages are mapped.

Package Name of the limit package mapped against specific touch points
/touch point groups

Roles Application roles mapped to the user.
Touch Points

Select Touch Points The touch points (banking channels) allows a user to perform
transactions using the touch points.

The touch points could be:
e Mobile Application
e Mobile (Responsive)
e Internet
¢ Missed Call Banking
e SMS Banking
e Wearables
e Snapshot
e Siri/ Chatbot
e API Access
o Soft Token Application

Device Registration
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Field Name

Android Devices

iOS Devices

Push Notifications

Android Devices

iOS Devices

User Management

Description

This option lets the administrator to deregister the android
devices/s. Enabling of the device happens when the user installs
and registers on the app on the android device. Administrator
cannot manually enable the device.

If the Administrator deregisters the device, the user gets logged out
from all the android devices and his alternate login gets disabled
from all the android devices on which the user has installed the
application.

This option lets the administrator to deregister the iOS devices/s.
Enabling of the device happens when the user installs and registers
on the app on the iOS device. Administrator cannot manually
enable the device.

If the Administrator deregisters the device, the user gets logged out
from all the iOS devices and his alternate login gets disabled from
all the iIOS devices on which the user has installed the application.

This option lets the administrator disable push notifications for
android devices. Enabling of the push notification is done by user
himself and administrator cannot do the same.

If the administrator disables this, the user will stop getting
notifications as a pop-up message (push notification) on the user's
registered mobile number.

This option lets the administrator disable push notifications for iOS
devices. Enabling of the push natification is done by user himself
and administrator cannot do the same.

If the administrator disables this, the user will stop getting
notifications as a pop-up message (push notification) on the user's
registered mobile number.

Note: To receive push notifications (for both iOS and android) user will have to allow the same on

the device settings

5. Click Edit to edit the user details. The User Management - Edit User screen appears.

OR

Click Reset Password to reset user’s password. A warning message ‘Do you want to
reset the password?’ appears on the screen. If user clicks ‘Yes’, a reset password
confirmation screen is displayed. New password gets communicated to the user on
registered email address (if the alert for the same is maintained) and the record for that
user gets available in the Print password screen, from where it can be printed. If user
clicks ‘No’, the action gets cancelled.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

OR

Click Back to go back to the previous screen.
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OR

T Download Profile

Click to download the user details.
User Management - Change user status

This section allows you to lock and unlock a user.

To lock or unlock a user:

1. Enter the search criteria, click Search.

The search results appear on the User Management screen based on the search
parameters.

Lock / Unlock User

= (i@ futura bank Q=@ Welcome

User Management

Corporate Use

Search Resul

lame User Name Status Channel Access

Sweta Corpadmin Unlockec Grantec

Copyright © 2006, 2020, Oracle and/or its affilistes. All ights reserved. | Security Information | Terms and Conditions

2. Click J/?

appears.

in the Status column to lock / unlock a user. The User Status Maintenance window
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User Status Maintenance

User Status Maintenance

Lockstatus €@ ook

Invalid User

3. In the Lock Status field move the slider to lock / unlock a user.
4. In the Reason field enter the appropriate description.

Click Submit to save.
OR
Click Cancel to close.

User Management - Channel Access Permission

This section allows the administrator to grant / revoke channel access for a user. In case
administrator changes the channel access from grant to revoke; user will not be able to access his
channel banking.

Note: Channel Access feature is only available and displayed if the Application is configured on
DB Authenticator as Identity Management system.

To grant or revoke channel access:

1. Enter the search criteria, click Search.
The search results appear on the User Management screen based on the search
parameters.
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Channel Access

= (@ futura bank Q = Welcome, Sweta Corpadmin .

Lastlogin 11 May 09:32 AM

User Management

User Type Corporate User
—-
usemame swea =
f—
—-—
More Search Options ™
Note

manage users, their personal information
and their login credentials for channel
banking access.

You can also define the various Touch
Points from which the user can access the
application and limit package applicable for

Search Results

the same.
Full Name User Name status GChannel Access
User Status change (lock/unlock) and
Sweta Corpadmin sweadmin2 Unlocked & Granted & whether the channel access has o be given
10 the user can be simply be managed and
updated from the search results
Page 1 oft (1of1 tems .
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2. Click & in the Channel Access column to grant / revoke channel access to a user.
The User Channel Access screen appears.

User Channel Access

User Channel Access

cramnelaccess @) Revoked

. User Access Revoked

M

3. In the Channel Access field move the slider to grant / revoke channel access rights for a
user.

4. In the Reason field enter the appropriate description.

Click Submit to save.
OR
Click Cancel to close.

5.3 User Management — Edit User

This function enables Corporate Administrator to edit the existing user details.

To edit or update user details:
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1. In the User Management - Search Results section, click the User Name link of the
record for which you want to edit the details.
The User Management - View screen appears.

2. Click Edit. The User Management - Edit User screen appears.

User Management - Edit User

= @ futura bank

User Management

Corporate User

00041

Sweta Corpadmin

Personal Information

Contact Details

e.com
h testZ
test:
testd
Jnited Kingdom
London
B 400063
Limits & Rol
Limit v
v A ~ A
Device Registration
\ndroid Devices «
103 Devices o«
o«
Device: «
Touch Points
T v le A, v le (R Iw| Internet

Accessible Entity Details
= =
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Field Description

Field Name Description

User Type User type is always defaulted to  ‘Corporate  User'.
This field is non-editable.

Party ID Party ID mapped to the user.
Party ID is defaulted to the logged in Corporate Administrator.

This field is non-editable.

Party Name Party name of Party ID mapped to the logged in Corporate Administrator.

This field is non-editable.
Personal Information

User Name Name (login ID) of the user.

This field is non-editable.

Title Title of the user.

e Mr

e Mrs

e Miss

e Ms

e Dr

e Master
First Name First name of the user.
Middle Name Middle name of the user.
Last Name Last name/ surname of the user.
Date of Birth Date of birth of the user.

Contact Details

Email ID Email id of the user.
Contact Number Mobile number of the user.
(Mobile)

Contact Number (Land Phone number (land line) number of the user.
Line)

5-20 ORACLE



User Management

Field Name Description

Address Line 1-4 Address of the user.

Country Country of the user.

City City in which the user resides.

Zip Code The postal code of the city in which the user resides.

Limits & Roles
User Groups Indicates the user groups assigned to the user.

Limit
If limit check is required, update a limit package for applicable touch points. All the touch points
and touch point groups maintained in the system are listed. Packages can be mapped for each

touch point and for touch point group. Also an option is provided to map the limit package at Global
level (a system created group with all internal and external touch points).

Touch Points/ Group  Name of touch points/ groups under a specific entity to which the limit
packages are to be mapped.

Package List of the packages which is to be mapped to the touch point/group. Only
limit packages maintained for the selected touch point will get here.

Roles Application roles like maker, checker etc. maintained under respective
user types are listed.

Multiple Application roles can be mapped to the user.

Application roles mapped to the corporate in Party preference screen will
be available for selection here.

Touch Points
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Field Name

Select Touch Points

Device Registration

User Management

Description

The touch points (banking channels) allows a user to perform
transactions using the touch points.

The touch points could be:
e Mobile Application
e Mobile (Responsive)
e Internet
e Missed Call Banking
e SMS Banking
e Wearables
e Snapshot
e Siri/ Chatbot
e API Access
e Soft Token Application

This section does not appear if you select Administrator option from User Type list.

Android Devices

iOS Devices

Push Notifications

Android Devices

This option lets the administrator to deregister the android devices/s.
Enabling of the device happens when the user installs and registers on
the app on the android device. Administrator cannot manually enable the
device.

If the Administrator deregisters the device, the user gets logged out from
all the android devices and his alternate login gets disabled from all the
android devices on which the user has installed the application.

This option lets the administrator to deregister the iOS devices/s.
Enabling of the device happens when the user installs and registers on
the app on the iOS device. Administrator cannot manually enable the
device.

If the Administrator deregisters the device, the user gets logged out from
all the iIOS devices and his alternate login gets disabled from all the iOS
devices on which the user has installed the application.

This option lets the administrator disable push notifications for android
devices. Enabling of the push notification is done by user himself and
administrator cannot do the same.

If the administrator disables this, the user will stop getting naotifications as
a pop-up message (push notification) on the user's registered mobile
number.
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Field Name Description

iOS Devices This option lets the administrator disable push notifications for iOS
devices. Enabling of the push notification is done by user himself and
administrator cannot do the same.

If the administrator disables this, the user will stop getting notifications as
a pop-up message (push notification) on the user's registered mobile
number.

Note: To receive push notification user will have to allow the same on
the device settings

3. In the User Name filed, enter the required details. Click Check Availability to check the
uniqueness of the user ID, to ensure that it has not already been used.

In the Personal Information section, enter the required details.
In the Contact Details section, enter the required details.

Add the user groups to be assigned to the user, in the User Groups field.

N o o A

In the Limit section, select the limit packages to be mapped to touch points from the limit
package list.

s
a. Click to reset the limit package assigned.

b. Click to view the details of touch points group. The View Details popup window
appears. For more information, refer the Touch Points Group — View Details
section below.

Select the roles to be mapped to the user from the Roles section.

9.  Select the touch points to be mapped to user from the Touch Points section.

Touch Points Group - View Details

View Details

Group Code 001

Group Internal Access Point Group for All
Description

Touch Paint

Group Type

Touch Internal

Points Mobile Application

Mobile (Respansive)
Internet
Siri/Chatbot

API Access
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Field Description

Field Name Description

Group Code Group code defined for touch point group.

Group Description Group description defined for touch point groups.

Group Type Type of touch point i.e. whether touch point is of type internal or external.
Touch Points List of the internal or external touch points.

10. Click Save to update the changes.

11.

12.

OR

Click Cancel to cancel the transaction.
OR

Click Back to navigate to previous screen.

The Review User Details screen appears. Verify the details, and click Confirm.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The success message of updates appears.
Click OK to complete the transaction.
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Can | edit the party id mapped to the user?

No, party ID mapped to the user cannot be edited. It is defaulted to the party id mapped to
Corporate Administrator.

When does the system update a user status as ‘locked’?
When administrator needs to temporarily block access for any user, ‘Lock user

functionality can be used. Also if there are multiple unsuccessful login attempts, the user’s
status will get updated as ‘Locked’.

Can | set the user name which is already used in the application?

No, uniqueness of a user ID is checked while creating or modifying a user.

Can one assign multiple Application roles to a user?
Yes, multiple  Applicaton roles can be assigned to the user.

e.g. Corporate user is acting as maker of few transactions and approver of few other
transactions.

What are the different child roles available out of box?

Following are the child role associated with corporate user role out of box.

User Type Application Roles
Corporate User Maker

Checker

Viewer

Corporate Admin Maker

Corporate Admin Checker

Corporate Non Customer (This falls under

Corporate User Type) Non Customer Maker

Non Customer Checker
Non Customer Viewer
Non Customer Corp Admin Maker

Non Customer Corp Admin Checker
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Can | update the limit package associated with a user, If Yes, what will happen to
the in-flight transactions?

Yes, new limit package can be mapped to a user. Limits get applied from an immediate
effect if the effective date is less than or equal to current date. And if the effective date is
future date, the limit package will be applied from the date available in the package.

If l update the child role associated to a user, what will happen to the in-flight
transactions?

In case of any update of child roles mapped to the user as edit user functionality, the
privileges associated with new child roles get applied to the user with an immediate effect.
So if any transaction is pending with approver for approval, user can view and approve
those transactions only if checker role is mapped to him. As soon as checker role is
unmapped, then user will not be able to view and approve the transactions which were
pending for his approval.

Can a corporate administrator create a corporate user and assign multiple
entities?

No, currently corporate administrator cannot create a corporate user with multiple entities.

If a user’s User ID is locked and he/she has requested for a reset password, does
the admin needs to unlock it separately ?

No, the user ID will automatically get unlocked at the time of resetting the password by
Admin.

Home
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6.1

6. Party Preference

Party Preferences maintenance enables the Bank to define certain parameters for a party like limits,
approval flow, channel access permission etc. This maintenance is done only for corporate type of
parties and is not applicable for retail type of parties.

Corporate Administrators can only view the preferences set for a corporate party by accessing the
Party Preferences screen. Corporate Administrator does not have the rights to maintain or edit the
party preferences

Parameter values maintained against a corporate party defines the system behavior for the
following:

e Cumulative daily limits per transaction for the corporate party
e User Transaction Limits Transaction limits for the users

e Type of Approval flow applicable

e Channel Access Preferences

e Availability of Corporate Administrator facility

Prerequisites
e Party preference is maintained by the Bank administrator
e Approval rule set up for Corporate Administrator
e Corporate Administrator is maintained for a party

e Transaction access is provided to Corporate Administrator

Features Supported In Application

Party Preference maintenance available for Corporate Administrator users in the application
includes;

e View Party Preferences

How to reach here:

Corporate Administrator Dashboard > Toggle menu > OnBoarding > Party Preferences
OR
Corporate Administrator Dashboard > Quick Links > OnBoarding > Party Preferences

Party Preferences - View

Corporate Administrator logs into the system and navigates to the Party Preferences screen.

System displays the preferences maintained for the Party linked to the Corporate Administrator.
Corporate administrator can view the details but cannot edit anything in the screen.
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= (@ futura bank

Party Preferences

Details

Party Preference

Administrator Maker ATM/Branch English

Q 4 Welcome, S Corpadmin ~

Last login 11 May 09:32 AM

ame Sean Jiminez Hayes

Field Description
Field Name
Party 1D

Party Name

Grace Period

Grace Period Expiry
Alert

nMaker
nChecker
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Description
Party ID mapped to the logged in Corporate Administrator.
Party name of Party ID mapped to the logged in Corporate Administrator.

Provision of time period is made to allow user to approve the transaction
after the actual due date.

Note: The tooltip with information will appear on dashboard in the
Pending for Approvals section only when the user hovers on grace
period.

Displays the days prior to Grace Period Expiry ,to alert Maker and
Approver regarding transaction approval expiry period.
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Field Name
Occurrence

Alert on Transaction
Expiry

Approval Flow

Channel Access

Forex Deal Creation

Corporate
Administrator Facility

Accessible Roles

Party Preference

Description

Displays the alert preference set is recurring or needs to be sent once.

Displays the alert is required to be sent on the transaction expiry date or
not.

The approval type for the party.

It can be one of the following options:
e Sequential
o Parallel
e No Approval

Whether the corporate user can transact through channel banking. It can
be one of the following:

e Enable : Allows corporate administrator to enable the party for
channel access

o Disable: Allows corporate administrator to disable the party for
channel access

Whether users associated with a party can create forex deals. It can be
one of the following:

e Enable: If this option is enabled, corporate user associated with
this party can create forex deals.

¢ Disable: If this option is disabled, corporate user associated
with this party cannot create forex deals.

Whether the corporate has Corporate Administrator rights and can one
of the user perform the administrator functionalities on behalf of Party. It
can be one of the following:

e Enable

e Disable

This field lists the type of roles that will be available to the Corporate
Administrator while on-boarding a user for the corporate party.

Corporate administrator will be able to onboard, modify, reset password,
enable/disable user ID and grant/deny channel access (using User
Management screen) only for the users having the roles assigned in this
field.

Corporate Administrator will be able to view the details of all the users
using User Management screen) associated to his party irrespective of
the roles assigned here.
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Field Name Description

Out of the box Application roles available for a corporate are:

Corporate Admin Maker — If this is selected, Corporate
Administrator will be able to onboard a user in corporate admin
maker role.

Corporate Admin Checker — If this is selected, Corporate
Administrator will be able to onboard a user in corporate admin
checker role.

Maker — If this is selected, Corporate Administrator will be able
to onboard a user in corporate maker role.

Checker - If this is selected, Corporate Administrator will be
able to onboard a user in corporate maker role.

Viewer — If this is selected, Corporate Administrator will be able
to onboard a user in corporate viewer role.

For Non Customer Corporate, the options are:

Cumulative Limit

Non Customer Corporate Admin Maker — If this is selected,
non-customer corporate administrator will be able to onboard a
user in non-customer corporate admin maker role.

Non Customer Corporate Admin Checker — If this is selected,
non-customer corporate administrator will be able to onboard a
user in corporate non-customer admin checker role.

Non Customer Corporate Maker — If this is selected, non-
customer corporate administrator will be able to onboard a user
in corporate maker role.

Non Customer Corporate non-customer Checker — If this is
selected, corporate administrator will be able to onboard a user
in non-customer corporate maker role.

Non Customer Corporate Viewer — If this is selected, corporate
administrator will be able to onboard a user in non-customer
corporate viewer role.

This displays the cumulative daily limits (CCL) package associated to the party. All the touch points
and touch point groups for which the limit package is associated are displayed here.

Touch Points/ Group Name of touch points/ groups maintained, for which the limit package is
to be mapped. Also the limit package mapped at Global level can be seen
(a system created group with all internal and external touch points).

Package Limit packages mapped for the selected touch point will get listed here.
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Field Name Description

User Limits

This field displays customer user level limits (CUL) mapped to the party. All the touch points and
touch point groups for which the limit package is associated are displayed here. Also an option is
provided to show the limit package mapped at Global level (a system created group with all internal
and external touch points).

Touch Points/ Group  Name of touch points/group maintained, for which the limit packages are
mapped.

Package List of the packages mapped to touch points/ group are listed here.

1. Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.
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What is sequential type of approval flow?

Under Sequential approval flow, the approval can be done only in the sequence as
mentioned in approval workflow. So, at the first level of approval, users/ user groups who
are assigned to authorize only can view and approve the transaction. After the transaction
is approved by level 1 user, the users/ user groups having rights for second level of approval
will be able to view and authorize the transaction. The transaction is marked as approved
only after the user at the last level approves/ authorizes it.

What is Parallel type of approval flow?

It is “Non-Sequential” type of approval flow which doesn’t follow any specific sequence. Any
user (who is part of the approval flow) from any approval level can pick up the
transaction/maintenance and approve it. The transaction/maintenance is marked as
approved if one user from each approval level (as configured) has approved/ authorized the
transaction.

What is cumulative daily limit package?

This limit package acts as a cumulative limit for all users of a corporate party and is utilized
as and when any user authorizes the transaction as a final approver. The daily limit per
transaction and number of transactions allowed limit is checked and updated against the
cumulative limit set. It is mandatory to assign a cumulative daily limit package to each party
preference created.

What is User limit package?

This limit package is applicable for all users of the party (Users to whom this party ID is
mapped as primary Party ID). This package will be overridden by User level limits package,
if defined, at User Maintenance.

Can corporate administrator view the party preference maintained for a linked
party?

No, preferences can be viewed only of a primary party ID mapped to a logged in corporate
administrator.
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7. Party to Party Linkage

Party to Party linkage is required by medium and large corporates if the user(s) of the parent
company needs to access accounts of the subsidiary companies. For e.g. consider a case wherein
say ‘ABC Industries’ is the parent company with a subsidiary company ‘PQR Enterprises’ and the
users of ABC Industries needs to access accounts of PQR Enterprises to carry out transactions
and/or inquiries. The corporate will provide a mandate/ board resolution to the bank for creation of
Party to Party linkage. Bank Administrator will setup a Party to Party linkage by selecting the parent
party and the parties to be linked.

Corporate Administrators can only view party to party linkage. They do not have the rights to
maintain or edit the party linkages.

Pre-Requisites
e Party preferences should be maintained for the parent as well as the party to be linked

e Channel Access should be enabled for both the parent as well as the party to be linked

Workflow

fq‘: —p | Party to Party Linkage Ly  Parent Party = View Linked Parties

b

Corporate Administrator

Features Supported In Application
The following options are available as part of P2P linkage maintenance

e View an existing Party to Party Linkage

How to reach here:
Corporate Administrator Dashboard > Toggle menu > OnBoarding > Party To Party Linkage
Once the logged in user navigates to the Party to Party Linkage screen, they can view linkages that

have been maintained for the parent party. A corporate admin user can only view the linkages.
Linkage creation rights are not provided.
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Party to Party Linkage- View

The Corporate Administrator can view the details of the linked parties to the parent party id.

To view the party to party linkage:

1. Navigate to the Party to Party Linkage screen.

Party to Party Linkage

Administrator Maker ATM/Branch English

= (@futura bank Q=0 wee

Party To Party Linkage

Party ID Party Name

***409 TestCL&CF
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Field Description

Field Name Description
Parent Party ID Parent party Id of the corporate user to which you want to link other party.
Parent Party Name Name of the parent party.

Linked Parties
Party ID A party ID which is linked to parent party ID.

Party Name Name of the parent party which is linked to parent party ID.

2. The Party To Party Linkage screen with search results with parent party identified and
list of linked parties appears. It will have party ID and party name of the linked party.
OR
Click Cancel to cancel the transaction.
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8. Limits Definition

Limits are defined by the bank to set up amount and duration based restrictions on the transactions
that can be carried out by the user.

As part of limits definition maintenance, following limits can be defined:
e Transaction: It is the initiation limit with minimum and maximum amount defined

e Cumulative: It is the collective transaction amount limit for all the transactions that can be
performed during a day and maximum number of transaction in a day

Limit package maintenance allows the administrator to map these definitions to every transaction.
Pre-Requisites
e Transaction access is provided to Corporate Administrator.

e Approval rule set up for Corporate Administrator to perform the actions.

Workflow
Limit Definition
< > — Maintenance . Cumulative
Corporate Administrator

Features supported in application

Using this option Corporate Administrator can perform the following actions:
e Search/ View Limits
e Create Limit

e Delete Limits

How to reach here:

Corporate Administrator Dashboard > Toggle menu > Limits > Limits Definition
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8.1 Limits Definition - View

Using this option, Administrator can search for particular limit based on different search parameters.
The search results displays a limit list based on different search filters selected.

To search and view limits:

1. In the Limits Definition screen, enter the search parameters and click Search. The
Limits Definition screen with search results appears based on the searched criteria.
OR
Click Cancel to cancel the search process.
OR
Click Clear to reset the search parameters.

Limits Definition - Search

= (ipfutura bank QoA Vo, Suet B

Limit Definition

Limit Definition

Limit Code Limit Description Limit Type Updated On
SGAJTL3 Transaction 08 Apr 2020
Transaction Limit 2 Transaction 08 Apr 2020
tionLimitd Transaction Limit 4 Transaction 08 Apr 2020
INF TLAJINRSZ Transaction 08 Apr 2020
tionLir Transaction Limit 1 Transaction 08 Apr 2020
Transaction Limit 3 Transaction 08 Apr 2020
AJTLZ Transaction 08 Apr 2020
Field Description
Field Name Description
Limit Code Name/unigue identifier of the limit.
Limit Description Description of the limit.
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Field Name Description

Limit Type Types of limits are:

e Transaction — It is the initiation limit with minimum and
maximum amount

e Cumulative — It is a duration based limit with maximum
amount and number of transactions for a day / month

Search Results

Limit Code Name/unique identifier of the limit.
Limit Description Description of the limit.
Limit Type The limit type are:

e Transaction — It is the initiation limit with minimum and
maximum amount

e Cumulative — It is a duration based limit with max amount

2. Click the Limit Code of the record for which you want to view the details. The Limits
Definition -View screen appears.

Limits Definition - View

= (@ futura bank Q

Limit Definition

Limit Details

€110.000.00
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3. Click Delete to delete the limit.
OR
Click Cancel to cancel the transaction and navigate back to dashboard.
OR
Click Back to navigate to the previous screen.
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8.2 Limits Definition - Create

Using this option, Corporate Administrator can create a limit as required.

To create a transaction limit:

1. In the Limits Definition screen, click Create. The Limits Definition - Create screen with
Transaction tab appears.

Limits Definition - Transaction - Create

Administrator Maker ATM/Branch English

= (@ futura bank Q =@ Welcome, Sweta Cor,

Last login 11 May

Limit Definition

cumulative | Gooling Period

Limit 001

Corporate Limit 10
Create Limit Definition

Copyright © 2006, 2020, Oracle and/or its affiliates. Al rights reserved. | Security Information | Terms and Conditiens

Field Description

Field Name Description

Limit Type The limit type for selection are:

e Transaction — It is the initiation limit with minimum and
maximum amount

e Cumulative — It is a duration based limit with maximum
amount and number of transactions for a day / month

Limit Code Name/unigue identifier of the limit.

Limit Description Description of the limit.

Currency The currency to be set for the limit.

Minimum Amount The minimum amount for a transaction in local currency.

Maximum Amount The maximum amount for a transaction in local currency.
2. In the Transaction tab screen, enter the code in the Limit Code field.
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In the Limit Description field, enter the description of the limit.
From the Currency field, select the appropriate currency for the limits.

In the Minimum Amount and Minimum Amount field, enter the minimum and
maximum amount for a transaction in local currency.

Click Save to save the created limit.

OR

Click Cancel to cancel the transaction and navigate back to dashboard.
OR

Click Back to navigate to previous screen.

The Review screen appears. Verify the details, and click Confirm.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to previous screen.

The success message of transaction submission appears.
Click OK to complete the transaction.

Limits Definition - Cumulative - Create

P TR
utura pParnk -

Administrator Maker ATM/Branch English '

Q 8 Welcome, Sweta Co
Last login 11 May 0

Limit Definition

Tanssction Cootng Feriod

Limit 002
=
-

Limit 02

Create Limit Definition

following types of limits on

mum and maximum
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Field Description
Field Name

Limit Type

Limit Code

Description

Limit type for selection are:

e Transaction — It is the initiation limit with minimum and
maximum amount

e Cumulative — It is a duration based limit with maximum
amount and number of transactions for a day / month

Name/unique identifier of the limit.
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Field Name Description
Limit Description Description of the limit.
Frequency The specific duration for which the limits can be utilized and

available.

The options are:

e Daily

e Monthly
Currency The currency to be set for the limit.
Cumulative The collective amount in local currency for transactions that can be
Transaction Amount performed in a day.
Maximum The maximum number of transactions that can be performed per
Transactions day.

To create a
1.

o~ b

cumulative limit:

Click the Cumulative tab. The Limits Definition - Create screen with Cumulative
tab appears.

Enter the relevant information in Limit Code and Limit Description field.
From the Frequency field, select the appropriate duration for the limits.
From the Currency field, select the appropriate currency for the limits.

In the Cumulative Transaction Amount field, enter the collective amount of
transaction in local currency.

In the Maximum Transactions field, enter the value for maximum number of
transactions.

Click Save to save the created limit.

OR

Click Cancel to cancel the transaction and navigate back to dashboard.
OR

Click Back to navigate to previous screen.

The Review screen appears. Verify the details, and click Confirm.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to previous screen.

The success message of transaction submission appears.
Click OK to complete the transaction.
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8.3 Limits Definition - Delete Limit

Using this option, Corporate Administrator can delete a created limit. Limit definition can be deleted
only if it is not in use (available as a part of any limit package).

To delete a limit:

1. In the Limits Definition screen, enter the search parameters and click Search. The
Limits Definition screen with search results appears based on the searched criteria.
OR
Click Cancel to cancel the search process.
OR
Click Clear to reset the search parameters.

Limits Definition - Search

Administrator Maker ATM/Branch English v

me, Sw Corpadmin

= futura bank Q Fa s en 32

Limit Definition
LMIT 10

Limit Definition

Limit Code Limit Description Limit Type Updated On

Limit 100 Limit 10 Transaction 11 May 2020

Cancel
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2. Click the Limit Code of the record for which you want to view the details. The Limits
Definition -View screen appears.
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Limits Definition

Administrator Maker ATM/Branch English

= @futura bank
Limit Definition

Limit Code

Limit 100
Limit Type Transaction
Limit Description Limit 10
Currency GBP
Minimum Amount £1.00
Maximum Amount £1,000,000.00

sack
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Q = Welcome, Sweta Corpadmin «,

Lastlogin 11 May 09:32 AM

Limit Details

You may delete the definitions, by clicking
on Delete button. Ensure this definition is
not in user before you proceed You can
choose to go back 1o the previous screen or
cancel the operations.

3.  Click Delete. The Delete Warning message appears.

OR

Click Cancel to cancel the transaction and navigate back to dashboard.

OR

Click Back to navigate to the previous screen.

Delete Limit

Limit Deletion

Are you sure you want to delete this Limit?

i

4, Click Yes to confirm the deletion.
OR

Click No to cancel the deletion process.

5.  The success message of transaction submission appears.

Click OK to complete the transaction.
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9. Limits Package Management

Limit package is a group of transaction limits. As part of the limit package management, defined
limits (created through ‘Limit Definition’) can be mapped to each transaction or to a transaction
group (Created using Transaction Group Maintenance). Each package is associated with a specific
channel/touch point or with a group of touch points.

The limits packages once created can be mapped to
e User Type — using System Rules maintenance
e Party —using Party Preferences (Cumulative User Limits and Cumulative Customer limits)

e User — using User Management

Prerequisites:

Required Limits (i.e. Transaction/ Cumulative) should be defined for association to transactions in
limits package

Workflow

Create

+ Mapping tochannel/ tguch point or

PN T
N imit with a group of touch points
4D — Maintenance = grop P -

¢ Mapping limits to transaction or
Corporate Transaction group Edit
Administrator
Clone
Delete

Features supported in application

The administrator can perform the following actions:
e  Search/ View Limit Package

e Create Limit Package

e Edit Limit Package

e  Clone Limit Package

e Delete Limit Package

How to reach here:

Corporate Administrator Dashboard > Toggle Menu > Limit > Limit Package Management
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9.1 Limit Package Management - View

Using this option, Corporate Administrator can search for particular limit package created for a
specific channel/ touch point based on different search parameters. The search results displays a
list or particular limit package based on different search filters selected.

If the search parameters are not specified, records of all the packages maintained in the application
are displayed.

To search and view limit package:

1. Inthe Limit Package Management screen, click Search. The Limit Package
Management screen with search results appears based on the searched criteria.
OR
Click Clear to reset the search parameters.

OR
Click Cancel to cancel the search process.

Limit Package Management - Search

Administrator Approver ATM/Branch English

= (pfutura bank Q

rpadmin
/ 09:32 AW

Limit Package Management

tions L

- Limit Package
‘Search Clear

mit package for

Package Code Package Description ouch Point Currency Updated On

Limit Packages 001 APINTERNET GBP 11 May 2020

Page 1 of1 (10f1ems [1]
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Field Description

Field Name Description

Package Code The unique code /name of the limit package.
Package Description  Description of the limit package.

Role The limit is applicable to specific party or role (s).
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Field Name

Touch Point / Touch
Point Group

Currency

Updated On

Search Results
Package Code
Package Description
Touch Point
Currency

Updated On

Roles

Description

Limits Package Management

Touch Point and the group of Touch Points mapped with the limit

package.
The options are:

e Touch Point

e Touch Point Group
Currency in which the limit package is created.

Date range in which limit package were updated.

The unique code of the limit package.

Description of the limit package.

Name of the touch point mapped to the limit package.

Currency in which the limit package is created.

Date on which limit package was updated.

The limit is applicable to specific party or role (s).

2. Click the Limit Package Code of the record for which you want to view the details. The
Limits Package Management - View screen appears.

Limit Package Management - View

= ifpfutura bank

Limit Package Management

Limit Pkg 0

TLAJZGBP - TLAJZGBP

Limit Packages 001

Limit Package Details

coolLimit - coolLimit
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Field Description
Field Name
Limit Package Code

Limit Package
Description

Touch Point Group

Currency

Transaction Name /
Transaction Group
Name

Effective Date

Cumulative Limit
Daily

Cumulative Limit
Monthly

Transaction Limit

Cooling Limit

Limits Package Management

Description
The unique code /name of the limit package.

Description of the limit package.

Name of the Touch Point or Touch Point group mapped to the limit
package.

The currency to be set for the limit package.

Name of the transaction/transaction group that is mapped to the limit
package.

The date from which the limit package is effective for the
transaction.

Daily Cumulative Limit Definition set for the specific transaction.

It displays the limit name and description.

Monthly Cumulative Limit Definition set for the specific transaction.

It displays the limit name and description.

Transaction Limit Definition set for the specific transaction.

It displays the limit name and description.

The cooling limit set for the specific transaction.

3. Click Clone to make another copy of details.

OR

Click Edit to edit the limit package.

OR

Click Delete to delete the limit package.

OR

Click Cancel to cancel the transaction and go back to Dashboard.

OR

Click Back to navigate to the previous screen.
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9.2 Limit Package Management - Create

Using this option, Corporate Administrator can create a limit package for a specific channel/ touch
point based on the details given as per the fields.

To create a limit package:

1. In the Limit Package Management screen, click Create. The Limit Package
Management - Create screen appears.

Limit Package Management - Create

= @@ futura bank Q@ Weicome Sweta Comadmin

Limit Package Management
Limit Pkg 02
Limit Package 002

B GBP
e Bill
1 May 2020
limit
thlyC
BP - T
LAJ2GBP - CP [0}
(=]
Field Description
Field Name Description

Limit Package Code  The unique code /name of the limit package.

Limit Package Description of the limit package.
Description
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Field Name

Touch Point

Touch Point

Touch Point Group

Currency

Transaction Name/
Transaction Group
Name

Effective Date

Cumulative Limit
Daily

Cumulative Limit
Monthly

Transaction Limit

Limits Package Management

Description

Touch points and the group of touch points mapped with the limit
package.

The options are:
e Touch Point
e Touch Point Group
e Global: This a group of touch points created automatically
(default touch point group has all internal and external touch
points).
Touch points mapped to the limit package.

This field is displayed and enabled if you select Touch Point option in the
Touch Point field.

Touch point group mapped to the limit package.

This field is displayed and enabled if you select Touch Point Group
option in the Touch Point field.

The currency to be set for the limit package.

Transaction or Transaction Group name, to which the limit has to be
assigned.

The effective date of the limit package, for the selected transaction.

Select the Cumulative Limit Definition for the selected
transaction/transaction group for daily limits.

Select the Cumulative Limit Definition for the selected
transaction/transaction group for monthly limits.

Select the Transaction Limit Definition for the selected transaction/
transaction group for daily limits.

N

In the Limit Package Code field, enter the code for the limit package.

In the Limit Package Description field, enter the description of the limit package.

In the Touch Point field, select the appropriate option.

a. If you select Touch Point;

i. From the Touch Point list, select the appreciate option.

b. If you select Touch Point Group;

i. From the Touch Point Group list, select the appreciate option.

5. From Currency list, select the appropriate currency to be associated with the Limit
Package. It enables the Transactions / Transaction Group - Limits section.
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6. Click the Add Transaction Group link to assign limits to a transaction group. By default
system displays Transactions option for assigning the limit.

7. From the Transaction Name/Transaction Group Name list, select the appropriate
option.

Note: Click View Details link to view transaction group details.

View Details -Transaction Group Details

View Details

Group Code OBPMTxns
Group Description All Txns for OBPM

SrNo. Vv | Transactions
Self Transfer
Internal Transfer
International Transfer
Domestic Draft
International Draft
Domestic SEPA Payment - CARD
Domestic SEPA Payment - CREDIT

Adhoc Domestic Payment - SEPA
Credit

Adhoc Domestic Payment - SEPA

Field Description

Field Name Description
Group Code Unique code/name of the transaction group.
Group Description Description of the transaction group.

List of Transactions It lists all the transactions available under the transaction group

8. Select the Effective Date from the calendar for the limit package in the Transactions /
Transaction Group - Limits section.

9. From the Cumulative Limit Daily, Cumulative Limit Monthly, Transaction Limit and
Cooling Limit lists, select the appropriate limits.

10. Click Add Transaction and repeat the steps 4 to 6, if you want to assign limits for more
transactions.
OR
Click Add Transaction Group and repeat the steps 4 to 6, if you want to assign limits for
more transactions groups.

11. Click Save to save the limit package.
OR

-7 ORACLE
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12.

13.

Limits Package Management

Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

The Review screen appears. Verify the details, and click Confirm.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The success message of transaction submission appears. Click OK to complete the
transaction.

ey

Note: You can click oy to delete a transaction limit of a transaction.

Limit Package Management - Edit

Using this option, Corporate Administrator can update or edit a limit package.

To edit a limit package:

1.

In the Limit Package Management screen, click Search. The Limits Package
Management screen with search results appears based on the searched criteria.
OR

Click Clear to reset the search parameters.

OR

Click Cancel to cancel the search process.

Limit Package Management - Search

Administrator Approver ATM/Branch English
= (pfutura bank QD Vielcome Sweta Corpadmin
Limit Package Management
a
ons ™ -
Limit Package

2.

Package Code Package Description ouch Point Currency Updated On

age for

Limit Packages 001 APINTERNET GBP 11 May 2020

[1]
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Click the Limit Package Code of the record for which you want to view the details. The
Limits Management-View screen appears.
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Limit Package Management - View

Administrator Approver

= (P futura bank

Limit Package Management

Limit Pkg 0

Limit Packages

CLDAJzGBP - CLDAJzGBP

CLMAJ22GBP - CLMAJ22GBP

b

Copyright © 2006, 2020, Oracle and/of its affiliates. All rights reserved. | Security Information | Terms and Conditions

Limits Package Management

English ™

eta Corpadmin
gin 11 May 09:32 AM

3. Click Edit. The Limit Package Management - Edit screen appears.

Limit Package Management - Edit

Administrator Approver

= @futura bank

Limit Package Management

Limit Package:

GBP

11 May 2020

P-CLDAJZGEP

2GBP - CLMAJ2zGBP

Transaction Limit TLAJZGBP - TLAJzGBP

=

coolLimit - coolLimit

Add Transaction

Copyright @ 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions
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Field Description
Field Name
Limit Package Code

Limit Package
Description

Touch Point / Group

Touch Point

Touch Point Group

Currency

Transaction Name/
Transaction Group
Name

Effective Date

Expiry Date

Cumulative Limit
Daily

Cumulative Limit
Monthly

Transaction Limit

Limits Package Management

Description
The unique code /name of the limit package.

Description of the limit package.

Touch points and the group of touch points mapped with the limit
package.

The options are:
e Touch Point
e Touch Point Group

Touch points mapped with the limit package.

This field is displayed and enabled if you select Touch Point option
in the Touch Point field.

Touch point group mapped with the limit package.

This field is displayed and enabled if you select Touch Point Group
option in the Touch Point field.

Currency in which the limit package is created.

Name of the Transaction/ transaction group that is mapped to the
limit package.

The date from which the limit package is effective for the
transaction.

Expiry date of a specific limit linked to a transaction.

This field will be displayed only if expiry date is maintained for each
transaction.

Daily Cumulative Limit definition set for the specific transaction.

It displays the limit name and description.

Monthly Cumulative Limit definition set for the specific transaction

Transaction Limit definition set for the specific transaction.

It displays the limit name and description.

4. Edit the required details, e.g. Touch point, Touch point group, roles, cumulative and
transaction limits and Transaction Group.

9-10
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Note: Click View Details link to view transaction group details.

View Details -Transaction Group Details

Field Description

Field Name

View Details

Group Code OBPMTxns
Group Description All Txns for OBPM

SrNo. v | Transactions
Self Transfer
Internal Transfer
International Transfer
Domestic Draft
International Draft
Domestic SEPA Payment - CARD
Domestic SEPA Payment - CREDIT

Adhoc Domestic Payment - SEPA
Credit

Adhoc Domestic Payment - SEPA

Description

Group Code
Group Description

List of Transactions

Unique Code/Name of the Transaction Groups.
Description of the transaction group.

List of all the transaction names available under the transaction
group.

5. Click Add Transaction, if you want to add a new transaction.

OR

Click Add Transaction Group, if you want to add a new transaction group.

OR

Click to delete an existing transaction.

6. Click Save to save the changes made to the limit package.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate back to previous screen.

7. The Review screen appears. Verify the details, and click Confirm.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate back to previous screen.
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Limits Package Management

8. The success message of transaction submission appears. Click OK to complete the

transaction.

Limit Package Management - Clone

To speed up the process of creating new limit package, Corporate Administrator can clone/copy
an existing limit package. Administrator is allowed to make changes in it and save with different

name.

To clone a limit package:

1. Inthe Limit Package Management screen, click Search. The Limits Package
Management screen with search results appears based on the searched criteria.

OR
Click Clear to reset the search parameters.
OR
Click Cancel to cancel the search process.

Limit Package Management - Search

Administrator Approver ATM/Branch English

= (i@ futura bank

Limit Package Management

e

Package Code Package Description Touch Point Currency Updated On

Limit Pkg O Limit Packages 001 APINTERNET GBP 11 May 2020

[

Copyright @ 2006, 2020, Oracle and/or its affiiates. Allrights reserved. | Security Information | Terms and Conditions
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=~ Welcome, Sweta Corpadmin
Lest login 11 Mey 09:32 AM

Limit Package

2. Click the Limit Package Code of the record for which you want to clone the details. The

Limits Package Management-View screen appears.
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Limit Package Management - View

Administrator Approver ATM/Branch English

= (@futura bank

Limit Package Management

Limit Pkg 0
Limit Packages 001 a
- o Internet =
-
=]

Limit Package Details

TLAJZGBP - TLAJZGEP

coolLimit - coolLimit

Copyright @ 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

3. Click Clone. The Limits Package Management-Create screen appears with existing
limit package details.

Limits Package Management - Create

Administrator Approver V' ATM/Branch English ™/

ome, Sweta Corpadmin
Lastlogin 11 May 0%:32 AM

= (@ futura bank Q

Limit Package Management

Limit 003

~ a
Limit 03

—m
— 8| T h Point Tol -—
Create Limit Package
- - qe for
GEP
Touch Point for
e Create Forex Dea
1 May 2020

CLDAJzGBP - CLDAJzGBP
CLMAJ2zGBP - CLMAJ2zGBP

aeaetien L TLAJZGBP - TLAJZGEP

B

oling Limit coolLimit - coolLimit
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4. Update limit package with required changes.

Click Save to save the limit package.
OR
Click Cancel to cancel the transaction.
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OR
Click Back to navigate back to previous screen.

6. The Review screen appears. Verify the details, and click Confirm.
The user will be navigated back to the create screen.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate back to previous screen.

7. The success message of transaction submission appears.
Click OK to complete the transaction.

9.5 Limit Package Management - Delete

Using this option, Corporate Administrator can delete a limit package.

To delete a limit package:

1. In the Limit Package Management screen, click Search. The Limits Package
Management screen with search results appears based on the searched criteria.
OR
Click Clear to reset the search parameters.
OR
Click Cancel to cancel the search process.

Limit Package Management - Search

Administrator Approver ATM/Branch English

= (fpfutura bank QA Welcome S

Limit Package Management

ans L ¥

- Limit Package
Search Clear

Package Code Package Description Touch Point Currency Updated on

Limit Packages 001 APINTERNET GBP 11 May 2020

Limit 003 Limit 03 APINTERNET GBP 11 May 2020

Cancel

Copyright @ 2006, 2020, Oracle and/or its affilistes. All ights reserved. | Security Information | Terms and Conditions

2. Click the Limit Package Code of the record for which you want to view the details. The
Limits Package Management-View screen appears.
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Limit Package Management - View

Administrator Apj

= (fpfutura bank QA Welcome Swet Corpadmin

Limit Package Management

Limit Package Code Limit Pkg 01
Limit Package Description Limit Packages 001 =n
Touch Point Internet »
Currency cap
Limit Package Details
Transaction Name Create Forex Deal ‘You can edit the parameters set for each
transaction available in a package or ¢an
Cumulative Limit Daily CLDAJzGBP - CLDAJzGBP delete the package by clicking on Delete
button. Ensure this package is not in user
Cumulative Limit Monthly CLMAJ22GBP - CLMAJ22GEP before you proceed to delete. To speed up
the process you can clone an existing limit
Transaction Limit TLAJZGER - TLAJZGER package. You may also choose to go back to
the previaus screen or cancel the operation.
Cooling Limit coolLimit - coolLimit

Clone
ook

Copyright @ 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

3. Click Delete. The Delete Warning message appears.

Delete Limit Package

Limit Package Deletion

Are you sure you want to delete?

4, Click Confirm to confirm the deletion.
OR
Click Cancel to cancel the deletion process.

5. The success message of transaction submission appears.
Click OK to complete the transaction.
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Can | delete transaction and/ or cumulative limits against a transaction in limit
package?

No, existing limits against a transaction cannot be deleted; it can only be edited if effective
date is starting from a future date.

Why am | unable to delete a limit through limit definition screen?

There is a possibility that the limit that you are trying to delete is associated in the limit
package against a transaction(s) and therefore the system is not allowing you to delete the
same.

Why am | unable to delete limits package through limit Package?

There is a possibility that the limit package that you are trying to delete is associated with a
user.

As part of edit, what can | update in the limits package maintenance?

You can edit the transaction and/ or cumulative limits against the transaction.
You can delete the transaction(s) from the limits package and/or you can also add new
transaction(s) as part of the limits package?

Have created/ edited/ deleted Limits and/ or Limits package but it is not reflecting in
the system even after a successful maintenance save message?

There is a possibility that the maintenance is saved but the status is ‘Pending Approval’.
For the maintenance, if there is an approval required then the changes will reflect only once
the approver(s) approve the submitted request.
If the setup does not require an approval workflow or is self / auto approved, then the same
will reflect immediately.

Home
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10. Approvals

In a Corporate each user is assigned a particular task to perform as per their role in the
organization. For instance, some user(s) may be given rights to do data entry for transactions such
as domestic fund transfer, draft issuance by logging in to channel banking. Transaction created by
initiator in the system is routed to the appropriate authorized signatory or group of signatories for
approval depending upon the rules configured. A transaction once approved by all the required
approvers gets processed.

Approval Management function enables the Corporate Administrator to configure approval flows
for various financial and non-financial transactions on channel banking for the linked corporate

party.

Approval flow includes configuration of rules for the users with following access types:

e  Maker/ Initiator — User who is a creator of the transaction.

e  Authorizer/ Approver — User who authorizes the transactions created by the maker. His
authorization rights are maintained by an administrator.

Features supported in application

Approval management supported for Corporate Administrator users in OBDX includes;

e  Workflow Management

¢  Rule Management

Business scenario

AES Corporation wants to enable approval workflow for all financial transactions. The requirement
is — All the financial transactions will be initiated by ‘Officers’ of the corporate. The transactions
initiated by ‘Officers’ should be sent to ‘Assistant Managers’ for 1st level approval. After the
transaction is approved by any one user from a group of ‘Assistant Managers’ then the transaction
should be sent to ‘Managers’ for final level of approval. The transaction processing should happen
only after final approval.

\ 3 freitEesL(J:ser Grotups | Create Approval | Create Approval
U or orporate - Workflow | Rule
Corporate Administrator Wy W
Create workflow1 as — Create rule with initiators
Create Group N . e \
Py 1=tlevel approval by Assistant as ‘Officers’ for all
Officers’ and add . .
IManager financial transactions.
users
2nd level approval by

} Managers

Create Group ‘Assistant
Managers' and add
users

Specify amount range and
aftach workflow1

Create Group
‘Managers’ and add
users
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Approvals

10.1 Workflow Management

The Approval workflow management is maintaining series of approval levels that are necessary to
complete an approval flow. It is triggered when initiators initiate a transaction. As per the approval
workflow maintenance, the transaction will follow the levels of approvals and complete the
transaction only when one of user from all the approval levels approves the transaction.

The Workflow Management allows Corporate Administrator to:
e  Create Workflow Management
e  View Workflow Management

e  Edit Workflow Management

Prerequisites:

e  Party preference is maintained

e  Corporate Administrator is maintained for the party

e Transaction access is provided to Corporate Administrator

e  Multiple corporate users are maintained under a party

e  Approval rule set up for Corporate Administrator to perform the actions

e Necessary user groups are maintained

Workflow

J Create Workflow I

ﬁ’ Access Approval

\

—>] Workflows
U él View Workflow H Edit Workflow

Corporate Administrator

How to reach here:

Corporate Administrator Dashboard > Quick Links > Approvals > Workflow Management
OR

Corporate Administrator Dashboard > Toggle Menu > Approvals > Workflow Management

Note:

1) Once a transaction is initiated by the Corporate maker, system checks for the account access
of all the approver/s (found as part of approval rule/workflow maintained). In case approver/s
at one or more level does not have the required account access for the account/s involved in
the transaction, system rejects the transaction and an alert will be triggered to initiator notifying
the same.

2) Approval Workflow can also be maintained for Non Customer Corporate users (for which the
party id is not maintained in UBS or in Core banking system). For such cases i.e. non customer
corporates (counterparties on boarded by Corporates) the system will look for the party ID in
OBSCF/OBCMS.
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10.1.1 Workflow Management — Summary

Corporate Administrator logs into the system and navigates to the Approval Workflow screen;
workflows maintained (if any) under a party mapped to the user are displayed on the screen. User
can opt to view the details of existing workflows or can create new approval workflow using this
screen.

Workflow Management

Administrator Approver ' ATM/Branch English v

Q = Welcome, Sweta Corpadmin «,
Last login 11 May 09:32 AM

= (@ futura bank

Workflow Management

Workflow Code werkflow Description Approval Levels

obell 1

obel2 2
Field Description

Field Name Description

Party ID Party ID mapped to the logged in Corporate Administrator.

Party Name Party name of Party ID mapped to the logged in Corporate

Administrator.

Workflow Code Unique code of the already maintained approval workflow.

(This field will be displayed only if there are existing approval
workflows available under a party).

Workflow Description Description of the already maintained approval workflow.

(This field will be displayed only if there are existing approval
workflows available under a party).

Approval levels Number of approval levels in each workflow.

(This field will be displayed only if there are existing approval
workflows available under a party).
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1. Click the Workflow Code link to view details of the selected Approval Workflow.
OR
Click Create to create new Approval Workflow.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

10.1.2 Workflow Management - View

On accessing ‘Workflow Management’ menu option, summarized view of all the approval workflows
maintained (if any) for the party mapped to Corporate Administrator is displayed on the screen.
Further drill down is given on the each workflow to view the details of the users/user groups who
are the part of workflow.

To view the approval workflow:

1. Inthe Workflow Management screen, click the Workflow Code link, for which you want
to view the details. The Workflow Management — View screen appears.

Workflow Management — View

System Administrator v ATM/Branch English v UBS OBPM 14.4 HEL Branch v

= (@futura bank search Q @ Welcome, Jack Nikon

Last login 24 Aug 05:22 PM

Workflow Management

Party ID 462
a
Party Name ABZ Solutions -—
Workflow Management
Workflow Code

100_PMG
. You can now create workflows with

multiple levels of approvals. Each workflow
can be configured to have up to five levels

Pmg Gl of approval with a specific user or a user
group configured at each level

Workflov Description

Workflows can be created independently
and can be attached to a specific
transaction/maintenance as part of the
approval rule configuration. Ensure to

Approval Details

Level1 Level 2 Level 3 maintain necessary users groups before
you procesd
o
Jane J0e 100_pmg Kim Martin
corpchecker! corpchecker2
o [LuserGiouo ]

m m Sack

Copyright ® 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Securityinformation| Terms and Conditions
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User Group

Group Name

Group Description

Field Description

100_pmg

pmg gl

User D

corpcheckers

corpcheckerd

oft  (1-20f2items)

Approvals

Field Name Description

Party ID Party ID mapped to the logged in Corporate Administrator is
displayed.

Party Name Party name of Party ID mapped to the logged in Corporate

Administrator is displayed.

Workflow Code Workflow code is displayed.

Workflow Description Workflow description is displayed.

Approval Details

Approval Level Approval levels for a user / user group. There can be up to five levels

of approval levels.

User / User Group User or a user group maintained at each level of approval.

On Approval -Workflow screen, Corporate Administrator can click
on the Name of the user group that is part of the workflow to see the
list of users which are part of that Group

User can search specific user name, by using the search window

on Group Details overlay.

2. Click Edit to edit the workflow. The Workflow Management - Edit screen with values in

editable form appears.
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OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR

Click Back to go back to the previous screen.

10.1.3 Workflow Management - Create

Corporate Administrator can create approval workflows for the corporate users. By default, user
can specify minimum one and maximum five levels of approvals as a part of workflow.

Administrator can set either an individual user or user group of a corporate as a part of each level
of approval. Approval type (sequential/non-sequential/no authorization) is defined at the party
preference.

To create an approval workflow:

1. Click Create. The Workflow Management — Create screen appears.

Workflow Management — Create

Administrator Approver ATM/Branch English

rpadmin «
9:32 AM

= (@ futura bank Q A Vielcome Suets

Workflow Management

411
Party Name Test CL & CF Linked a
Workflow100

Workflow 100

Approval Details

;. ]

Sweta Corpadmin (sweadmin2

= il
ez B -

sweta obol3 (sweobcl3)
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Field Description

Field Name Description
Party 1D Party ID mapped to the logged in Corporate Administrator is
displayed.

Note: For Non Customer Corporates (counterparties on
boarded by Corporates) the system will look for the party ID
in OBSCF/OBCMS.

Party Name Party name of Party ID mapped to the logged in Corporate
Administrator is displayed.

Workflow Code To specify the approval workflow code.
Workflow Description To specify the approval workflow description.
Approval Details

Approval Level Approval levels for a user / user group. You can click Add for adding
another level of approval process.

User / User Group User group name or code who is a part of user group.

2. Inthe Workflow Code field, enter the workflow code.
In the Workflow Description field, enter the name and description of the workflow.

In the Approval Details section, from the Level 1 field, click appropriate user / user
group.
5. From the User / User Group list, select the approver user name.

6. Click Add to add the selected user/ user group at specific level of approval.
OR

Click (I icon to remove specific approval level.

7. Click Save to save the Approval Workflow.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to previous screen.

8. The Workflow Management — Create - Review screen appears post necessary
validations. Verify the details, and click Confirm.
OR
Click Cancel to cancel the operation and navigate back to the ‘Dashboard’.
OR
Click Back to go back to previous screen.

9. The success message of saving the approval level group creation appears along with the
transaction reference number and status.
Click OK to complete the transaction and navigate back to the ‘Dashboard’.
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10.1.4 Workflow Management - Edit

This function enables the Corporate Administrator to update the description of the workflow and
also to remove existing and add the new approval levels. Edited workflows are applicable for new
transactions initiated post workflow update, whereas the previously initiated and pending approval
transactions follow the old workflow.

To edit an approval workflow:

1. Inthe Workflow Management screen, click the Workflow Code link, for which you want
to edit the details. The Workflow Management - View screen appears.

2. Click Edit. The Workflow Management - Edit screen appears.

Workflow Management - Edit

= (@ futura bank
Workflow Management
Test C -
kflo
kflow 1
Approval Details
Sweta Corpadr
= -
Sweta OBCL |
=

Field Description

Field Name Description

Party ID Party ID mapped to the logged in Corporate Administrator is
displayed.

Party Name Party name of Party ID mapped to the logged in Corporate

Administrator is displayed.
Workflow Code Workflow code is displayed.
Workflow Description Workflow description is displayed in editable form.

Approval Details
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Field Name Description

Approval Level Approval levels for a user / user group.

Administrator can remove or add approval levels in a workflow.

User / User Group User or a user group maintained at each level of approval.

Administrator can edit an existing user/user group maintained at
each level and can also specify user/user group for additional
approval level.

Edit the required details.

Click Add to add the selected user/ user group at specific level of approval.
OR

Click W icon to remove specific approval level.

Click Save to save Approval Workflow.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR

Click Back to go back to previous screen.

The Workflow Management - Edit - Review screen appears post necessary validations.
Verify the details, and click Confirm.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

OR

Click Back to go back to previous screen.

The success message of saving the approval level modification appears along with the
transaction reference number and status.
Click OK to complete the transaction and navigate back to ‘Dashboard’.

10.2 Rules Management

This function enables the Corporate Administrator to set up conditions for approval as per the bank/
corporate requirements. Rule can be set up for financial transactions, non-financial transactions

and

for maintenances. Flexibility exists to define approval rules with conditions stating that

‘specific transaction’ if initiated by a ‘specific user/user group’ has to be approved by a ‘specific
approver/approver group’ along with other attributes like amount range etc.

Prerequisites:

Party preference is maintained for setting up rules for corporates

Corporate Administrator is maintained for a party

Transaction access is provided to Corporate Administrator

Corporate users are maintained under a party

Workflow configuration is maintained if approval required is to be set as ‘Yes’

Approval rule set up for Corporate Administrator to perform the actions
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o Necessary user groups and approval workflows are maintained

Workflow

J Créate Rule ]

ﬂ Access Approval Edit Rule
o Aules
U . )I View Rule lr

Corporsie Admingtrator

Features supported in application

The Approval Rule maintenances allow the Corporate Administrator to:
e Create Approval Rules

e  View Approval Rules

e  Edit Approval Rules

e Delete Approval Rules

How to reach here:

Corporate Administrator Dashboard > Quick Links > Approvals > Rules Management
OR
Corporate Administrator Dashboard > Toggle Menu > Approvals > Rules Management

Note:

1) Once a transaction is initiated by the Corporate maker, system checks for the account access
of all the approver/s (found as part of approval rule/workflow maintained). In case approver/s
at one or more level does not have the required account access for the account/s involved in
the transaction, system rejects the transaction and an alert will be triggered to initiator notifying
the same.

2) Approval rules can also be maintained for Non Customer Corporates (for which the party id is
not maintained in UBS or in Core banking system). For such cases i.e. non customer corporate
(counterparties on boarded by Corporates.

10.2.1 Rules Management— Summary

Corporate Administrator logs into the system and navigates to the Rules Management screen,
approval rules maintained (if any) for the party mapped to the user are displayed on the screen.
User can view the details of existing rules or can create new approval rule using this screen.
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Approvals

= (@ futura bank

Rules Management

Field Description
Field Name

Party 1D

Party Name

Rule Code

Maker

Approval Required

Workflow Code

Maker Approval Required
sweobcl1 Yes

sweobcl2 No

Q D Welcome, Sweta Corpadmin
b Lastlogin 11 May 09:32 AM

sweobell Yes

Copyright ® 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Description
Party ID mapped to the logged in Corporate Administrator.

Party name of Party ID mapped to the logged in Corporate
Administrator.

Code of the already maintained approval rule.

(This field will be displayed only if existing approval rules are
available under a party).

Initiator (User ID or User Group Code) of the transaction.

(This field will be displayed only if existing approval rules are
available under a party).

Whether approval is required for each rule maintained.

The approval workflow code.

1. Click the Rule Code link to view details of the selected Approval Rule.

OR

Click Create to create new approval rule.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
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10.2.2 Rules Management - View

On accessing ‘Rules Management menu option, summarized view of all the approval rules
maintained if any under a party are shown on the screen. Further drill down is given on the each
rule to view the details of approval rule.

To view the approval rules:

1. In the Approval Rules screen, click the Rule Code link, for which you want to view the
details. The Approval Rules - View screen appears.

Approval Rules View

Administrator Approver ATM/Branch English

= (@ futura bank Q

Rules Management

Initiator

Accounts
Workflow Details
-]
Field Description
Field Name Description
Party ID Party ID mapped to the logged in Corporate Administrator.
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Field Name

Party Name

Rule Type

Rule Code
Rule Description
Initiator

Initiator Type

Transactions
Transactions
Accounts

Accounts

Currency

Approvals

Description

Party name of Party ID mapped to the logged in Corporate
Administrator.

Transaction rule type for which the approval rule is set up.
The transaction rule types for a corporate user are:
e Financial
e Non Financial
e Maintenance
e Non Account Financial
The transaction rule types for a non-customer corporate user are:
e Maintenance
e Non Account Financial

Approval rule code.

Approval rule description.

Initiator type specified while creating a rule, whether it is User or
User Group or All Users

Name of the user or user group defined as initiator for the rule
condition.

Transactions for which the rule is set up.

Field will display the account for which rule being viewed is set up.

This field appears if you select Financial and Non Financial in the
Rule Type field.
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Field Name Description
Currency Currency type in which the financial approval rule for a corporate is
defined.

This field appears if you select Financial and Non Account
Financial in the Rule Type field.

Note:

1) Entity’s base currency (maintained in System Configuration)
will be defaulted in the currency field.

2) User will be able to select the currency other than the default
currency from the currency list.

Amount Range

From Amount Transactions allowed for the user from (beginning of the amount
ranges).

This field appears if you select Financial and Non Account
Financial in the Rule Type field.

To Amount Transactions allowed for the user to (end of the amount ranges).

This field appears if you select Financial and Non Account
Financial in the Rule Type field.

Workflow Details
Approval Required Field displays whether approval is required or not.

Workflow Details Field displays the approval workflow details along with the defined
approval levels.

This field appears if you select Yes in the Approval Required field.

1. Click Edit to edit the approval rule. The Rules Management - Edit screen with values in
editable form appears.
OR
Click Delete to delete the approval rules.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to previous screen.

10.2.3 Rules Management- Create

Corporate Administrator can create approval rules for the corporate users. Administrator is allowed
to create an approval rule only if the party preference is maintained and is in active status.

Rules management can be done based on the following parameters.

Type of Transactions
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Financial Transactions
e To set the rules for the transactions, which involves exchange of money
e E.g. Money Transfer, Draft Issuance, Redeem Term Deposit etc.

Non Financial Transactions

e To set the rule for the transaction which are for an account, but does not involve
exchange of money

e E.g. Cheque Book Request, Statement Request, Stop Cheque etc.
Maintenance

e To set the rule for the transaction which are at the party level and not for a specific
account

e E.g. Payee Maintenance, Biller Maintenance etc.

Non Account Financial Transactions: This option is used to setup approval rules for the
transaction with amount range and no debit account

e E.g. Initiate LC, Supply Chain Finance related transactions i.e. Create Invoice.

Initiator

Specific User
User Group

e All Users

Accounts

Transactions

Currency

Amount Range

Administrator can create multiple approval rules for party users. In a scenario when a transaction
is initiated and multiple rules are applicable as per set conditions, then the complex rule amongst
all the applicable rules is applied for approval.

User can further define if for a condition, the transaction should be auto approved (which means
there is no approval workflow and the transaction gets approved as soon as initiator submits it) or
should follow a set approval workflow and should get approved by the defined set of approvers.
The same is achieved by attaching a workflow maintained for the corporate party.

To create an approval rule:

1. Click Create. The Approval Rules - Create screen appears.
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Rules Management - Create

Administrator Approver ATM/Branch English ™

= (ipfutura bank Q

Rules Management

Rule Type Non Financia Maintenance | Non Account Financial
=

Rule Finacial_001

nitiator

Transactions

Accounts

Currency

Amount Range

Sweta obel sweobel2

= -

Field Description
Field Name Description

Party ID Party ID mapped to the logged in Corporate Administrator.

Note: For Non Customer Corporate (counterparties on
boarded by Corporates) the system will look for the party ID
in OBSCF/OBCMS.
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Field Name

Party Name

Rule Type

Rule Code
Rule Description
Initiator

Initiator Type

Transactions

Transactions

Accounts

Accounts

Currency

Approvals

Description

Party name of Party ID mapped to the logged in Corporate
Administrator.

Transaction rule type for which the approval rule needs to be set up.
The transaction rule types for a corporate user are:
e Financial
e Non Financial
e Maintenance
e Non Account Financial
The transaction rule types for a non-customer-corporate user are:
e Maintenance

e Non Account Financial
To specify approval rule code.

To specify approval rule description.

Initiator type who initiates the transaction.
This has options as ‘User’ , ‘User Group’ and ‘All Users’
Name of the user or user group as initiator.

If initiator is selected as User, then all the users belongs to the party
will be listed for selection.

If initiator is selected as User Group, then all the user groups
belongs to the party will be listed for selection.

If Initiator is selected as ‘All Users’, then the rule which is being
created is applicable for all users of Corporate Party.

Type of transactions to set the approval rules.

Type of transactions depends on the selection of rule type.

List of accounts.

This field appears if you select Financial and Non Financial in the
Rule Type field.
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Field Name Description
Currency Name of currency in which the financial approval rule for a corporate
is defined.

This field appears if you select Financial and Non Account
Financial in the Rule Type field.

Note:

1) Entity’s base currency (maintained in System Configuration)
will be defaulted in the currency field.

2) User will be able to select the currency other than the default
currency from the currency list.

Amount Range

From Amount/ Transactions allowed for the user from (beginning of the amount

ranges).

This field appears if you select Financial and Non Account
Financial in the Rule Type field.

To Amount Transactions allowed for the user to (end of the amount ranges).

This field appears if you select Financial and Non Account
Financial in the Rule Type field.

Workflow Details

Approval Required Option to decide whether approval is required or not for the set
condition.
Workflow Field has description of the approval workflow. All workflows

maintained for the party are listed here along with the defined
approval level for each of them.

This field appears if you select Yes in the Approval Required field.

o kM 0D

o

In the Rule Type field, select the appropriate transaction rule type.
In the Rule Code field, enter the code.
In the Rule Description field, enter the rule name.

From the Initiator Type field, click appropriate user / user group and select the user/ user
group or Select ‘All Users’

From the Transaction list, select the transactions to be mapped to the rule.

From the Accounts list, select the appropriate account, if you have selected Financial
option in the Rule Type field.

From the Currency list, select the appropriate account currency, if you have selected
Financial option in the Rule Type field.

In the Amount Range section, enter the appropriate amount if you have selected
Financial and Non Account Financial option in the Rule Type field.
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11.

12.

13.

Approvals

In the Workflow Details section, select whether approval is required for the mapped
transactions.

a. If you select Yes option, select the appropriate Workflow.

Click Save to create the approval rule.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR

Click Back to go back to previous screen.

The Rules Management - Create - Review screen appears post necessary validations.
Verify the details, and click Confirm.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

OR

Click Back to go back to previous screen.

The success message of saving the approval rule creation appears along with the
transaction reference number and status.
Click OK to complete the transaction and navigate back to ‘Dashboard’.

10.2.4 Rules Management - Edit

Corporate administrator can edit the approval rules. Administrator is allowed to change the
description of the rule and is also allowed to change the parameters associated with the specific
approval rule.

Modifications in approval rules are allowed only if the party preference is in active status.

Edited rules are applicable for new transactions that are initiated post rule updation. Previously
initiated transactions which are pending approval will follow a rule which was applied at the time of
transaction initiation.

To edit an approval rule:

1.

2.

In the Rules Management screen, click the Rule Code link, for which you want to view
the details. The Rules Management - View screen appears.

Click Edit. The Rules Management - Edit screen appears.
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Approvals

Approval Rules - Edit

Administrator Approver ATM/Branch English ™

= pfutura bank QA Velome, Suet

Rules Management

fina

Initiator

Transactions

Transa s All Financial Transactions

Accounts

Currency

Amount Range

Fi 1 £50.0

Norkflow Details

sweobcl2
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Field Description

Field Name Description

Party ID Party ID mapped to the logged in Corporate Administrator will
be displayed.

Party Name Party name of Party ID mapped to the logged in Corporate
Administrator will be displayed.
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Field Name

Rule Type

Rule Code
Rule Description
Initiator

Initiator Type

Transactions

Transactions

Accounts

Accounts

Currency

Approvals

Description

Transaction rule type for which the approval rule is set up will be
displayed.

The transaction rule types for a corporate user are:
e Financial
¢ Non Financial
e Maintenance
e Non Account Financial

The transaction rule types for a non-customer-corporate user
are:

e Maintenance

e Non Account Financial
Approval rule code provided by the user.

Approval rule description provided by the user in editable form.

Initiator type who initiates the transaction will be displayed and
it will be one of these User / User Group Name of the user or
user group as initiator will be displayed in editable form.

If initiator is selected as User, then all the users belonging to the
party will be listed for selection.

If initiator is selected as User Group, then all the user groups
belonging to the party will be listed for selection.

If Initiator is selected as ‘All Users’, then the rule which is being
created is applicable for all users of Corporate Party.

Type of transactions to set the approval rules will be displayed
in editable form.

Type of transactions depends on the selection of rule type.

List of accounts will be displayed in editable form.

This field appears if you select Financial and Non Financial in
the Rule Type field.
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Field Name

Currency

Amount Range

From Amount

To Amount

Workflow Details

Approval Required

Workflow Details

Description

Name of Currency in which the financial approval rule for a
corporate is defined.

Transactions allowed for the user from (beginning of the amount
ranges).

This field appears if you select Financial and Non Account
Financial in the Rule Type field.

Transactions allowed for the user to (end of the amount ranges).

This field appears if you select Financial and Non Account
Financial in the Rule Type field.

Whether approval is required or not will be displayed in editable
form.

Details of the approval workflow along with the defined approval
levels for a condition will be displayed in editable form.

This field appears if you select Yes in the Approval Required
field.

Approvals

Edit the required details.

4, Click Save to save the approval rule.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

OR

Click Back to go back to previous screen.

5. The Rules Management - Edit - Review screen appears post necessary validations.
Verify the details, and click Confirm.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

OR

Click Back to go back to previous screen.

6. The success message of saving the approval rule modification appears along with the
transaction reference number and status.
Click OK to complete the transaction and navigate back to ‘Dashboard’.

10.2.5 Rules Management - Delete

Using this option, Corporate Administrator can delete the approval rules.

To delete an approval rule:
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1. In the Rules Management screen, click the Rule Code link, for which you want to view
the details. The Rules Management - View screen appears.

2.  Click Delete to delete the approval rules. The application will prompt the Corporate
Administrator with a deletion message, Click Yes to confirm.
User is directed to Rules Management — Delete confirmation page.

Rules Management - Delete

Delete

£\ Are you sure you want to delete this Approval Rule?

1. Can user be a part of multiple user groups created under a party?

Yes, same user can be part of multiple user groups. Whereas creating a user group without
any user is not allowed.

2. Maximum how many levels of approvals one can set up?

Administrator can set up minimum one and maximum five levels of approvals as a part of
approval workflow.

3. Which approval rule will get applied when multiple applicable approval rules are
found for specific transaction?

In a scenario when a transaction is initiated and multiple rules are applicable as per set
conditions, then the complex rule amongst all the applicable rules is applied for approval.

4. What happens to the approval process when approval rule gets edited when a
transaction is pending with one of the approver for approval?

Edited rules are applicable for new transactions initiated post rule modification. Previously
initiated transactions which are pending for approval will follow a rule which was already
applied at the time of transaction initiation.
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11. Account Access

Access management enables the Corporate Administrator to enable access of accounts of the
corporate party for channel banking. With this access defined, users of the corporate party can
transact on their own or linked party accounts through internet banking. They can view accounts,

statements, initiate payments, upload files, and various other transactions available for corporate
users.

Account access management maintenance is designed to allow and/ or restrict the corporate
accounts for online access. Typically, there are multiple users from different departments who
transact on behalf of the corporate using specific accounts and specific transactions.

e  Party Account Access
e  User Account Access
e Party Resource Access

° User Resource Access

-1 ORACLE



Party Account Access

12. Party Account Access

Corporate Administrator can set up account and transaction access rules at the corporate party
level. The Corporate Administrator can provide access to accounts held by the party with the bank
as available in the core banking application.

Upon navigating to the specific category tab viz. Demand Deposits, Term Deposits, Loans etc., the
administrator can select a global check box of ‘Map all accounts’ to enable all the existing accounts
under the selected category for channel banking. If specific accounts are required to be given
access then the user needs to select the respective check boxes preceding the account number.

As part of this maintenance, own accounts and transaction mapping as well as accounts of the
linked parties can be mapped to the parent party.

The Corporate Administrator can only provide access to the party to which the corporate
administrator is associated to.

Corporate Administrator cannot provide access to the party to which the administrator is not
associated to.

Note: 1) Access Management for Loan Accounts are for accounts fetched from Core Banking
System i.e. FCUBS. ltis not supported for accounts from Oracle Banking Corporate Loan (OBCL)
system.

2) Linked Party Access Management can be provided to parent party or users of the parent party
only for Account Types CASA, TD and Loans.

3) Linked party account mapping is not supported for Account Types ‘VAM-Real Accounts, Virtual
Accounts and Liquidity Management'.

If there is any party to party linkage maintained in the mid-office system ‘OBLM’, then those
accounts will appear in own account linkage itself on the OBDX side for access management.

Pre-Requisites

e Corporate Administrator has the required rights to provide account and transaction access to
the corporate party

o Party preferences should be created for the party of the user for which access is to be
maintained

e Channel Access should be enabled for party for which account access is to be maintained

e Account access maintenance for linked party accounts can be done once there is a party to
party linkage maintained.

Workflow

Create
Own Account(s) and
Transaction(s) Mapping

View

(ﬁs Party Account 5 Party details of corporate admin

U Access are displayed along with user list

Corporate
Administrator

Edit

Linked Party Account(s) and
Transaction(s) Mapping

Delete

Features Supported In Application

The following options are available as part of this maintenance:



12.1

Party Account Access

e  Party Account Access - Mapping (Own accounts and linked party accounts)
e  Party Account Access — View (Own accounts and linked party accounts)
e Party Account Access - Edit (Own accounts and linked party accounts)

e Party Account Access - Delete (Own Accounts and linked party accounts)

How to reach here:

Corporate Administrator Dashboard > Account Access > Party Account Access

OR

Corporate Administrator Dashboard > Toggle menu > Access Management > Account Access >
Party Account Access

Party Account Access - Mapping (Create)

The Corporate Administrator can map list of account(s) and transactions for which access needs
to be provided to the party.

Party ID and Party Name of the corporate administrator are defaulted and not allowed for input.

To provide the party with account and transaction access:

1. Navigate to the screen, account access summary page with two sections Own Account
Mapping Summary and Linked Party Account Mapping Summary appears.
Linked party account mapping will only be available if the selected party has Party to
Party Linkage maintained.

2. Click on Map to map the transactions and account
OR
Click Cancel to cancel the transaction.
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Party Account Access

= i futura bank QA welcome.

Party Account Access

)wn Account Mapping Summary

Linked Party Account Mappir

TestCL & CF

Field Description

Field Name Description
Party ID The party ID of the corporate administrator.
Party Name The name of the party.

Own Account Mapping Summary

Click on Account Type to view the respective mapping details.

Account Type All account types available under the party. The account type can
be:

e Current & Savings

e Term Deposits

e Loans

¢ Liquidity Management

e Virtual Account Management — Real Account

e Virtual Account

Total Number of Total number of accounts available under the party.
Accounts

Number of Accounts Number of accounts mapped to the particular account type.
Mapped
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Field Name Description

Linked Party Account Mapping Summary

Click on Account Type to view the respective mapping details.

3. If there is no mapping done for a party (own/ linked), there will be a message No
Accounts mapped for the party with Map.

4. Click Map. The Party Account Access - Create screen appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

5. All the accounts held by the selected party as a relationship with the bank as available in
the core banking system or the respective mid office system will be fetched and displayed
in the respective categories i.e. Current and Savings, Term Deposits, Loans, Liquidity
Management, Virtual Account Management — Real Account, Virtual Account..

In case of mapping of linked party accounts to the parent party, user will select the parent
party as part of party search section and click Map against the linked party of which
account access is to be provided.

6. Navigate to the specific category tab viz. Current Savings, Term Deposits, Loans,
Liquidity Management, Virtual Account Management — Real Account, Virtual Account
etc., and select a global check box of Map all accounts to enable all the existing
accounts under the selected category for channel banking (on screen, it will serve as a
Select All function).

OR
If specific accounts are required to be given access then the user needs to select the
respective check boxes preceding the account number.

7. To map the new accounts, select appropriate option from Map Accounts field;
Select Auto if you wish to allow access to all future Current and Savings/Term Deposits/
Loans, Liquidity Management/ Virtual Account Management — Real Account/ Virtual
Account.
OR
Select Manual if you wish to explicitly map new accounts and transactions.

8. The cookie message appears at the bottom of the category tab indicating the
administrator that account mapping for other category tabs can be done by visiting the
respective tabs.
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Party Account Access - Account Mapping (Own Account Mapping) - Create

= (@ futura bank

Party Account Access

Account Mapping

Current & Savings | Term Deposit

New Accounts

Existing Accounts

Test CL & CF Linked

Loans  Liquidity Management

m Ve

Virtual Account Management - Real Account

Administrator Approver ATM/Branch English

eta Corpadmin
qin 26 Apr 08:51 PM

Virtual Account

Account Number Currency Product Name Account Status
v AT30041100028 GBP ACTIVE
v AT30041100017 GBP Regular Account ACTIVE

m It
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Party Account Access - Account Mapping (Linked Account Mapping) - Create

Party Account Acc

nked Party Account Mapping

Current & Savings Term Deposit

New Accounts

ap A ts ()
Hans

Existing Accounts

Account Numbe Currency Product Name Account
& AT30040900029 EUR ACTIVE
) AT30040900040 GBP ACTIVE
L AT30040900018 GBP - ACTIVE
AT30040000038 usp Regular Account ACTIVE

o =3
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9. Click Next. The Party Account Access - Create (Transaction Mapping) screen appears.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

Party Account Access - Transaction- Account Mapping (Own Account Mapping) - Create

= W@ futura bank

Party Account Access

Gurrent & Saving: Term Deposit Loan: Liquidity Management
| wiap All Transactions to All Accaunts
Jumbe
- AT30430800100 EUR
- Il Tranza.
-
@ L
@ Loan Re
“ & sarant
@ v
@ Domest
@ Domest
@ orp
W Self Transfe
@ Lettar
@ Initiste Le
@ Repart
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@ File Uplead
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- [
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® vaF \
- rmat Dra
@ var t Dratt
C] If Tra
& t
@ Registe taRte;
w g s
# D
@ Al inguiry Trar
C:
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- ¢ ;
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“ r
@ el i1 Paymmer
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Party Account Access - Transaction- Account Mapping (Linked Account)- Create

Administrator Ap ATM/Branch English ~

Party Account Access

et Party ID waa11 > Linked Barty 1D 000409
t Party Na Test CL & CF Linked U Party Na Test CL & €
Current & Savings | Term Deposit  Loans
| Map All Transa:
Account Number Gurrency Product Name Aceount Statu
4 ¥ AT30040900029 EUR - ACTIVE
@ allT
e - # e “
@ Lo
N
@ Ba
@
@ P
. @ inter f C
@ Do @ Inten @ e
- # inter - E
@ s ) Instruct
@ Letter
@ oF
@l Reports
CH t Uiser R A
@ File Upl
# Domest Levs
o
# aym
A @ Fil Fils I
al
@
@ vab e @ o Transfe
@ v2Paer @
e t
@ R AuteR @ de-register e @ e GG AutoR
@ e
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@
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C o @ Reset Del P
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# ! F ]
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@
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10. To map the transactions to the account, click L4 against the particular account number
to view the transaction mapping.
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11.

12.

13.

14.

Party Account Access

Select the respective check boxes preceding the transaction to be mapped.
OR
Select Map All Transactions, if you want to map all the transactions to all accounts.

Click Save to save the changes.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The Party Account Access - Review screen appears. Verify the details, and click
Confirm.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The screen with success message appears. Click OK to complete the transaction.
After following above steps the summary of mapped accounts and transactions available
for party.

12.2 Party Account Access- View

The Corporate Administrator can view the list of account(s) and transactions for which access has
been provided to the party.

Account(s) and transactions for which access has been provided to the corporate party.

Party ID and Party Name of the corporate administrator are defaulted and not allowed for input.
User list of the corporate party is displayed with details like user ID, user name and mapping details.

Field Description

Field Name Description
Party ID Party Id of the corporate user.
Party Name Party name of the corporate user.

To view the party account and transaction access:

1.

Navigate to the screen, account access summary page with two sections Own Account
Mapping Summary and Linked Party Account Mapping Summary appears.

Linked party account mapping will only be available if the selected party has Party to
Party Linkage maintained.

OR

Click Cancel to cancel the transaction.

Click Account Type i.e. Current and Savings / TD / Loans/ Liquidity Management/ Virtual
Account Management — Real Account/ Virtual Account in the summary details for the
party, which will navigate to the view page.

OR

Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.

OR

Click Back to navigate to the previous screen.
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Party Account Access - Summary

Administrator Approver ATM/Branch English

Q=@ Welcome, Sweta Corpadmin
Last login 26 Apr 08:51 PM

= (pfutura bank

Party Account Access

Own Account Mapping Summary g a
:
Account Type Total Number of Accounts Number of Accounts Mapped —
Note
2 2
3 3

Linked Party Account Mapping Summary

Test CL & CF

Aecount Type Total Number of Accounts Number of Accounts Mapped

a 3
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Field Description

Field Name Description
Party ID The party id of the corporate administrator.
Party Name The name of the party.

Own Account Mapping Summary
Click on Account Type to view the respective mapping details.

Account Type All account types available under the party. The account type can
be:

e Current & Savings

e Term Deposits

e Loans

¢ Liquidity Management

e Virtual Account Management — Real Account

e Virtual Account

Total Number of Total number of accounts available under the party.
Accounts
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Field Name Description

Number of Accounts  Number of accounts mapped to the particular account type.
Mapped

Linked Party Account Mapping Summary

Click on Account Type to view the respective mapping details.

3. Click Account Type i.e. Current and Savings / TD / Loans/ Liquidity Management/ Virtual
Account Management — Real Account/ Virtual Account, all the accounts held by the
selected party as a relationship with the bank as available in the core banking system will
be fetched and displayed in the respective categories i.e. Current and Savings, Term
Deposits, Loans, Liquidity Management, Virtual Account Management — Real Account,
Virtual Account..

In case of mapping of linked party accounts to the parent party, select on the account
type in the linked party summary section.

4. Navigate to the specific category tab viz. Current and Savings, Term Deposits, Loans,
Liquidity Management, Virtual Account Management — Real Account, Virtual Account
etc., the administrator can view both the accounts for which access has been provided
and the ones for which access is not provided.

Can also view the selection done for New Accounts mapping i.e. Auto/Manual.

5. The cookie message appears at the bottom of the category tab indicating the
administrator that account mapping for other category tabs can be done by visiting the
respective tabs.

6. Click Next. The Party Account Access — View (Transaction Mapping) screen appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.
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Party Account Access — View (Own Account Mapping Summary)

trator Approver ™

aQ @

ATM/Branch English V'

= (P futura bank

a Corpadmin
ogin 30 Apr 01:25 PM

Party Account Access

0
D

o
&

Test CL & CF Linked

Account Mapping

Current & Savings | Term Deposit ~ Loans  Liquidity Management  Virtual Account Management - Real Account  Virtual Account
New Accounts
e @ .
Existing Accounts
A Number Product Name
AT30041100028 GBP ACTIVE
AT30041100017 GBP Regular Account ACTIVE

mm pack
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Party Account Access - View (Linked Party Account Mapping Summary)

= (@ futura bank Q ©

Party Account Access

Linked Party Account Mapping

Current & Savings Term Deposit  Loans

New Accounts

Existing Accounts

0900029 EUR

E ACTIVE
AT30040900018 == ACTIVE
AT30040900040 GEP ACTIVE
AT30040900038 usD Regular Account ACTIVE

oocIEs
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Field Description

Field Name

Party Account Access

Description

Current and Savings / Term Deposits/ Loans

New Accounts

Map Accounts

Existing Accounts

Map All Accounts

Account Number
Currency
Product Name

Account Status

Mapping of the accounts.
The options can be:

e Auto: gives default access to the all future newly added
accounts and transactions of the party as soon as the
account is opened.

e Manual: gives specific access to future accounts. This is to
explicitly map new accounts and transactions if access
needs to be provided

Mapping all the existing accounts under the selected category to
enable for channel banking.

List of account numbers present in a particular account type.
Account currency.
Name of the product available under the party.

Status of the account access for the party

7. Click Next. The Party Account Access- View screen for account selected and
transactions enabled for the selected account appears.

OR

Click Edit to modify the account access.

OR

Click Delete to delete the Party Account Access setup.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.
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Party Account Access - Transaction- Own Account Mapping- View
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Party Account Access - Transaction- Account Mapping (Linked Account Mapping) - View
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8. Click | * against the particular account number to view the mapped transactions.

OR
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Click Edit to update transaction mapping.
OR
Click Cancel to cancel the transaction.

Click Edit to update the Party Account Access account mapping for new accounts and
existing accounts.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

12.3 Party Account Access - Edit

This option enables the corporate administrator to edit the transaction access for the party.

Party ID and Party Name of the corporate administrator are defaulted and not allowed for input.

To edit account and transaction access for the party:

1.

Navigate to the screen, account access summary page with two sections Own Account
Mapping Summary and Linked Party Account Mapping Summary appears.

Linked party account mapping will only be available if the selected party has Party to
Party Linkage maintained.

OR

Click Cancel to cancel the transaction.

Click Account Type i.e. Current and Savings/ Term Deposits/ Loans/ Liquidity
Management/ Virtual Account Management — Real Account/ Virtual Account in the
summary details for the party, which will navigate to the view page.

OR

Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.

OR

Click Back to navigate to the previous screen.

If there is no mapping done for a party (own/ linked), the message No Accounts
mapped for the party with Map appears.

Click Account Type i.e. Current and Savings/ Term Deposits/ Loans/ Liquidity
Management/ Virtual Account Management — Real Account/ Virtual Account in the
summary details for the party, which will navigate to the view page.

All the accounts held by the selected party as a relationship with the bank as available in
the core banking system or respective mid-office system will be fetched and displayed in
the respective categories i.e. Current and Savings, Term Deposits, Loans, Liquidity
Management, Virtual Account Management — Real Account, Virtual Account.

OR

Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.

OR

Click Back to navigate to the previous screen.

In case the selected party is mapped as a parent party to another party, select on the
account type in the linked party summary section.

Click on Account type link to view/edit the details.

Navigate to the specific category tab viz. Current and Savings, Term Deposits, Loans, the
administrator can view both the accounts for which access has been provided and the
ones for which access is not provided.
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8. Click Edit. The Party Account Access - Edit screen appears.
This enables the selection and de-selection option against the accounts and also allow
changing the map accounts from Auto to Manual and vice-versa.
OR
Click Next to next tab (Current and Savings/ Term Deposits/ Loans/ Liquidity
Management/ Virtual Account Management — Real Account/ Virtual Account)
OR
Click Delete to delete the Party Account Access setup.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

9. Click Account Type for which you want to edit the mapping of the accounts.

10. The cookie message displayed indicating the administrator that account mapping for
other category tabs can be viewed by visiting the respective tabs.

Party Account Access (Own Account Mapping) - Edit

Administrator Approver ATM/Branch English V'

= i@ futura bank Q= Vecome S

in
oM

Party Account Access

Test CL & CF Linked
Current & Savings | Term Deposit  Loans  Liquidity Management  Virtual Account Management - Real Account  Virtual Account
Account Number Currency Product Name Account Status
» AT30041100028 GBP - ACTIVE
» AT30041100017 GBP Regular Account ACTIVE

m sack
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Party Account Access (Linked Party Account Mapping) — Edit

= (@ futura bank Q = Welcome 5

Party Account Access

3 AT30040900029 EUR - ACTIVE
3 AT30040800040 GBP ACTIVE
> AT30040900018 GBP - ACTIVE

AT30040900038 usp Regular Account ACTIVE

-1 I
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11. To map the new accounts, select appropriate option from Map Accounts field;
Select Auto if you wish to allow access to all future Current and Savings/ Term Deposits/
Loans/ Ligquidity Management/ Virtual Account Management — Real Account/ Virtual
Account.
OR
Select Manual if you wish to allow specific access to all future Current and Savings/
Term Deposits/ Loans/ Liquidity Management/ Virtual Account Management — Real
Account/ Virtual Account.

12. Select the respective check boxes preceding the Account Number to be mapped.
OR
Select Map All Accounts, if you want to map all the account numbers.

13. Click Next. The Party Account Access - Edit screen with mapped transaction - account
appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

14. To map the transactions to the account, click s against the particular account number
to view the transaction mapping.

15. Select the respective check boxes preceding the transaction to be mapped.
OR
Select Map All Transactions, if you want to map all the transactions to all accounts.
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Party Account Access - Transaction- Account Mapping (Own Account Mapping) - Edit
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16. Click Save to save the changes.
OR
Click Cancel to cancel the transaction.
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18.

Party Account Access

OR
Click Back to navigate to the previous screen.

The Party Account Access - Review screen appears. Verify the details, and click
Confirm.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The screen with success message appears. Click OK to complete the transaction.

12.4 Party Account Access - Delete

As part of this option, own account mapping and/or linked party account mapping can be deleted.

To delete account and transaction access for the party:

1.

Navigate to the screen, account access summary page with two sections Own Account
Mapping Summary and Linked Party Account Mapping Summary appears.

Linked party account mapping will only be available if the selected party has Party to
Party Linkage maintained.

OR

Click Cancel to cancel the transaction.

If there is no mapping done for a party (own/ linked), the message No Accounts
mapped for the party with Map appears.

Click Account Type i.e. Current and Savings/ Term Deposits/ Loans/ Liquidity
Management/ Virtual Account Management — Real Account/ Virtual Account in the
summary details for the party, which will navigate to the view page.

All the accounts held by the selected party as a relationship with the bank as available in
the core banking system or respective mid office system will be fetched and displayed in
the respective categories i.e. Current and Savings, Term Deposits, Loans, Liquidity
Management, Virtual Account Management — Real Account, Virtual Account.

OR

Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.

OR

Click Back to navigate to the previous screen.

In case of mapping of linked party accounts to the parent party, select on the account
type in the linked party summary section.

Navigate to the specific category tab viz. Current and Savings, Term Deposits, Loans,
Liquidity Management, Virtual Account Management — Real Account, Virtual Account.,
the administrator can view both the accounts for which access has been provided and the
ones for which access is not provided.

Click Delete. The application prompt the administrator with a message ‘Are you sure you
want to delete Party Account Access setup for linked Party ID — Party name’ with an
option of Yes / No.

Click Yes to proceed with the deletion request.

It will navigate to confirmation page with a success message and the status.
OR

Click No if you do not wish to proceed with deletion.

The success message and the status appear.
Click OK to complete the transaction.
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Is it necessary to setup Party Account Access Management before setting up User
Account Access?

Yes. Party account access management setup must be done before the user level mapping
of accounts and transactions.

What is the significance of Auto and Manual option in ‘Map Accounts’?

This feature allows the administrator to configure access policies for accounts and
associated transactions which may get added subsequently in the future.

Auto: This option gives access to the newly added accounts and transactions of the party
as soon as the account is opened. This option can be selected whenever corporate
administrator wishes to provide access to new accounts by default

Manual: If this option is selected newly added accounts and transactions does not get
access by default. This is to ensure that access to accounts and transactions is provided
only upon receiving specific instructions from corporates

Party Account Access has not been maintained for the party for Own or Linked
party, still there is no ‘Map’ button available?

It is possible that the channel access and/or party preferences has not been maintained
for the party whose accounts needs to be provided for access to the selected party.
There will be an appropriate message provided to the user below the party details.
Before proceeding with account access, administrator can visit ‘Party Preferences’ screen
and maintain the preferences and/or channel access for the party.

Will Party Account Access — Deletion for a party (Own/Linked) lead to automatic
deletion of User Account Access?

Yes. Deletion of account access for a party will lead to automatic deletion of access for the
users of that party.

If | remove access of account(s) and transaction(s) for a party, will it lead to
automatic access removal for the users of that party

Yes. Access removal at party level for an account and/or transaction will automatically
remove access at user level of the selected party.

| have mapped/edited/deleted party account access for a party but it is not
reflecting in the system even after a successful maintenance save message?

There is a possibility that the maintenance is saved but the status is ‘Pending Approval’.
For the maintenance, if there is an approval required then the changes will reflect only once
the approver(s) approve the submitted request. If the setup does not require an approval
workflow or is self / auto approved, then the same will reflect immediately.

Home

12-21 ORACLE



User Account Access

13. User Account Access

Using this option the Corporate Administrator can set up account and transaction access for user(s)
of the corporate party. This maintenance can be done only after the Party Account Access is setup
for the party of the user(s). The user level mapping of accounts and transactions must be done in
order to provide access to the accounts for performing transactions to the specific user. If this step
is not followed, the corresponding user will not be able to view any accounts on the dashboard
screen or at the individual transactions.

Note: User Account Access is a hon-mandatory step. If the Admin does not maintain the user
account access for any of the corporate users, system will refer to the party account access rules
maintained for his associated party ID.

Pre-Requisites

e Account Access should be maintained for the corporate party of the user for which access is
to be maintained

e Account Access for the party should be maintained for linked party accounts if the user needs
access to linked party accounts.

e Party preferences should be created for the party of the user for which access is to be
maintained

e Channel Access should be enabled for party of the user for which account access is to be
maintained

e Transaction access is provided to Corporate Administrator.

e Approval rule set up for Corporate Administrator to perform the actions.

U Access are displayed along with user list Edit

Linked Party Account(s) and Delete
Corporate Transaction(s) Mapping
Administrator

Workflow
Own Account(s) and
Transaction(s) Mapping
o
\ ’ User Account 5 Party details of corporate admin |— Select User -

Features Supported In Application

The following options are available as part of this maintenance:
e User Account Access - Mapping (Own accounts and linked party accounts)
e  User Account Access — View (Own accounts and linked party accounts)
e User Account Access - Edit (Own accounts and linked party accounts)

e  User Account Access - Delete (Own Accounts and linked party accounts)
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User Account Access

How to reach here:

Corporate Administrator Dashboard > Account Access > User Account Access
OR

Administrator Dashboard > Toggle Menu > Access Management > Account Access > User Account
Access

User Account Access - Mapping (Create)

The Corporate Administrator has the list of account(s) and transactions for which access needs to
be provided to the user(s) of the corporate party. Party Id and Party Name of the Corporate
Administrator are defaulted and not allowed for input. User list of the corporate party is displayed
with details like user ID, user name and mapping details.

This option lets the Corporate Administrator to provide account access to specific users of a party.

To provide the user with account and transaction access:

1. In the User Account Access screen, click the User ID link, to navigate to Account
Access summary section with two sections Own Account Mapping Summary and
Linked Party Account Mapping Summary.

Linked party account mapping will only be available if the party to which Corporate
Administrator is associated has Party to Party Linkage maintained.

OR

Click Cancel to cancel the transaction.

User Account Access

Administrator Approver ' ATM/Branch English

= (pfutura bank Qo elcome

User Account Access

Search Results
a
Initials User Name Full Name Mapping -—
S0 weob Sweta OBCL @ Note
30 sweobel2 Sweta obel @
SC sweadminZ Sweta Corpadmin
SO sweobcl3 sweta obcl3
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Field Description
Field Name Description

Search Result

Initials Initials of the selected user.

User Name User name of the selected user.

Full Name Full name of the selected user.

Mapping Displays the whether mapping of the accounts is done or not.

) _
. C - denotes that the account mapping is done

%

- denotes that the account mapping is not done

2. Click the link of the user name for which you want to view the details. The User Account
Access — Mapping Summary screen appears.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to navigate to the previous screen.

User Account Access — Summary Page

Administrator Approver ATM/Branch English V'
= Welcome, Sweta Corpadmin
= (@futura bank Q @ L aoans o

User Account Access

Own Account Mapping Summary =
-

_ Note
Account Type otal Number of Accounts Number of Accounts Mapped

2 2 ables you to set up
3 3
-Real A t
Linked Party Account Mapping Summary
Test CL & CF
Account Type Total Number of Accounts Number of Acceunts Mapped
Current & Savings 3 3
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Field Description

Field Name Description
User ID User ID of the selected user.
User Name User name of the selected user

Own Account Mapping Summary

Account Type All account types available under the party.
The account type can be:

e Current & Savings

e Term Deposits

e Loans

e Liquidity Management

e Virtual Account Management — Real Account
e Virtual Account

Total Number of Total number of accounts available under the party.
Accounts

Number of Accounts Number of accounts mapped to the particular account type.
Mapped

Linked Party Account Mapping Summary

Click on Account Type to view the respective mapping details.

3. If there is no mapping done for the user for a party (own/ linked), there will be a message
No Accounts mapped for the party with Map.

4. If the access for the party to which the user belongs to is not done, then there will be no
Map button.

5. Click Map. The User Account Access - Create screen appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

6. All the accounts held by the selected party as a relationship with the bank as available in
the core banking system or respective mid office system will be fetched and displayed in
the respective categories i.e. Current and Savings, Term Deposits, Loans, Liquidity
Management, Virtual Account Management — Real Account, Virtual Account..

In case of mapping of linked party accounts to the user, corporate administrator will
select the parent party as part of party search section, select the user of the parent party
and click Map against the linked party of which account access is to be provided.

7. Navigate to the specific category tab viz. Current and Savings, Term Deposits, Loans,
Liquidity Management, Virtual Account Management — Real Account, Virtual Account .,
and select a global check box of Map all accounts to enable all the existing accounts
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under the selected category for channel banking (on screen, it will serve as a Select All
function).

OR

If specific accounts are required to be given access to the user, then the corporate
administrator needs to select the respective check boxes preceding the account number.

8. Select Apply Party Level Changes Automatically to automatically apply the party
changes.
The cookie message appears indicating the administrator that account mapping for other
category tabs can be done by visiting the respective tabs.

User Account Access - Account Mapping (Own Account Mapping) - Create

Administrator Approver ATM/Branch English

= (®futura bank Q= Welcome, Sweta Corpadmin «,

User Account Access

Test CL & CF Linked

Account Mapping

Current & Savings | Term Deposit ~ Loans  Liquidity Management  Virtual Account Management - Real Account  Virtual Account
Ag anges Autematically
counts
Account Number Currency Product Name Account Status
] AT30041100028 GBP - ACTIVE
] AT30041100017 GBP Regular Account ACTIVE
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User Account Access - Account Mapping (Linked Account Mapping) - Create

Administrator Approver ATM/Branch English

= WP futura bank Q A Welcor

User Account Access

Linked Party Account Mapping

B
.
L AT30040900040 GBP ACTIVE

9. Click Next. The User Account Access - Create (Transaction Mapping) screen appears.
OR

Click Back to navigate to the previous screen.
OR

Click Cancel to cancel the transaction.
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User Account Access - Transaction- Account Mapping (Own Account Mapping) — Create
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User Account Access - Transaction- Account Mapping (Linked Account)-Create
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User Account Access
Field Description

Field Name Description

Party ID The party ID searched by the Corporate Administrator. This field
appears only in cases of Own Account mapping.

Party Name The name of the party. This field appears only in cases of Own
Account mapping.

Parent Party ID The party ID of parent party. This field appears only in cases of
Linked Account mapping.

Parent Party Name The name of the parent party. This field appears only in cases of
Linked Account mapping.

Linked Party ID The party ID of parent party. This field appears only in cases of
Linked Account mapping.

Linked Party Name The name of the linked party. This field appears only in cases of
Linked Account mapping.

User ID User ID of the selected user.
User Name User name of the selected user.
Account Mapping

CASA/ Term Deposits/ Loans

Apply Party Level User will get access to accounts that are allowed/ disallowed at the
Changes party level.
Automatically

Map All Transactions Mapping all the transactions to all the existing accounts.
to All Accounts

Account Number List of account numbers present in a particular account type.
Currency Account currency.

Product Name Name of the product.

Account Status Status of the account access for the party

10. To map the transactions to the account, click s against the particular account number
to view the transaction mapping.
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11.

12.

13.

14.

15.

User Account Access

Select the respective check boxes preceding the transaction to be mapped.
OR
Select Map All Transactions, if you want to map all the transactions to all accounts.

Select Apply Party Level Changes Automatically to automatically apply the party
changes.

Click Save.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The User Account Access - Review screen appears. Verify the details, and click
Confirm.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The screen with success message appears. Click OK to complete the transaction.

13.2 User Account Access- Search

The Corporate Administrator can view the list of account(s) and transactions for which access has
been provided to the user.

Party Id and Party Name of the Corporate Administrator are defaulted and not allowed for input.
User list of the corporate party is displayed with details like user ID, user name and mapping details.

To view the account and transaction access:

1.

In the User Account Access screen, click the User ID link, to navigate to Account
Access summary section with two sections Own Account Mapping Summary and
Linked Party Account Mapping Summary.

Linked party account mapping will only be available if the party to which Corporate
Administrator is associated has Party to Party Linkage maintained.

OR

Click Cancel to cancel the transaction.

Click Account Type i.e. Current and Savings/ Term Deposits/ Loans/ Liquidity
Management/ Virtual Account Management — Real Account/ Virtual Account in the
summary details for the party, which will navigate to the view page.

OR

Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.

OR

Click Back to navigate to the previous screen.
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User Account Access

Administrator Approver

= (@ futura bank QA Welcome S

User Account Access

Search Results 7 -
Initials User Name Full Name Mapping -
SO Sweta OBCL @ Note
S0 Sweta obel ©@
sc Sweta Corpadmin U
S0 sweta obel3 By
Field Description
Field Name Description
Party ID The party ID searched by the Corporate Administrator.
Party Name The name of the party.

Search Result

Initials Initials of the selected user.
User Name User name of the selected user.
Full Name Full name of the selected user.
Mapping Displays whether mapping of the accounts is done or not.
3. Click Account Type i.e. Current and Savings/ Term Deposits/ Loans/ Liquidity

Management/ Virtual Account Management — Real Account/ Virtual Account, all the
accounts held by the selected party as a relationship with the bank as available in the
core banking system or respective mid-office system will be fetched and displayed in the
respective categories i.e. Current and Savings, Term Deposits, Loans, Liquidity
Management, Virtual Account Management — Real Account, Virtual Account.

In case of mapping of linked party accounts to the parent party, select on the account
type in the linked party summary section.

The cookie message appears indicating the administrator that account mapping for other
category tabs can be done by visiting the respective tabs.

Click Next. The User Account Access - View (Transaction Mapping) screen appears.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.
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User Account Access — View (Own Account Mapping Summary)

istrator Approver ATM/Branch

(fpfutura bank a oo

User Account Access

Account Mapping

Current & s Term Deposit Loans  Liquidity Management  Virtual Account Management - Real Account  Virtual Account
Aceount Numbe Product Name Account Status
AT30041100028 GBP - ACTIVE
AT30041100017 GBP Regular Account ACTIVE
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User Account Access — View (Linked Party Account Mapping Summary)

Administrator Approver ATM/Branch English
= =0 Corpadmin
= (@ futura bank Q o sa e zr

User Account Access
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Linked Party Account Mapping
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Field Description

Field Name Description

View

Party ID The party ID searched by the Corporate Administrator.
Party Name The name of the party.

User ID User ID of the user of selected party.

User Name User name of the user of the selected party.

Account Mapping

Current and Savings/ Term Deposits/ Loans/ Liquidity Management/ Virtual
Account Management — Real Account/ Virtual Account

Apply Party Level User will get access to accounts that are allowed/ disallowed at
Changes the party level.
Automatically

Map All Accounts Mapping all the existing accounts under the selected category to
enable for channel banking.

Account Number List of account numbers present in a particular account type.
Currency Account currency.

Product Name Name of the product.

Account Status Status of the account access for the party

6. Click Next. The User Account Access- View screen for account selected and
transactions enabled for the selected account appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.
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User Account Access - Transaction- Own Account Mapping- View

= @ futura bank @

User Account Access

st CL & CF Linked

“urrent & Savings Term Deposit  Loans  Liguidity Management  Virtual Account Management - Real Account  Virtual Account
Account Number Currenc; Product Narme Account Status
4 # AT30041100028 GBP - ACTIVE
ATy

b ¥ AT30041100017 GBP Regular Account ACTIVE
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User Account Access - Transaction- Account Mapping (Linked Account Mapping) - View

Administrator Approver ATM/Branch English

User Account Access

4 @ AT30040900029 EUR ACTIVE

;
; A

.

;

» @ AT30040900040 cep ACTIVE

» @ AT30040900018 cep ACTIVE

m =
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7. Click -* | against the particular account number to view the mapped transactions.
OR
Click Edit to update transaction mapping.
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OR
Click Cancel to cancel the transaction.

Click Edit to update the User Account Access account mapping for new accounts and
existing accounts.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

13.3 User Account Access - Edit

The Corporate Administrator gets a request with the list of account(s) and transactions for which
access details needs to be edited for a selected user of the party.

Party Id and Party Name of the Corporate Administrator are defaulted and not allowed for input.
User list of the corporate party is displayed with details like user ID, user name and mapping details.

To edit account and transaction access for the user:

1.

In the User Account Access screen, click the User ID link, to navigate to Account
Access summary section with two sections Own Account Mapping Summary and
Linked Party Account Mapping Summary.

Linked party account mapping will only be available if the party to which Corporate
Administrator is associated has Party to Party Linkage maintained.

OR

Click Cancel to cancel the transaction.

OR

Click Clear to clear the search parameters.

Click Account Type i.e. Current and Savings/ Term Deposits/ Loans/ Liquidity
Management/ Virtual Account Management — Real Account/ Virtual Account in the
summary details for the party, which will navigate to the view page.

OR

Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.

OR

Click Back to navigate to the previous screen.

In case of mapping of linked party accounts to the parent party, select on the account
type in the linked party summary section.

Navigate to the specific category tab, namely, Current and Savings, Term Deposits,
Loans, Liquidity Management, Virtual Account Management — Real Account, Virtual
Account, the administrator can view both the accounts for which access has been
provided and the ones for which access is not provided.

Click Edit. The User Account Access - Edit screen appears.

This enables the selection and de-selection option against the accounts. There is also an
option to edit check box ‘Apply Party Level Changes Automatically’ to apply/ remove
the party changes.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.
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6. Click Account Type for which you want to edit the mapping of the accounts.
The cookie message displayed indicating the administrator that account mapping for
other category tabs can be viewed by visiting the respective tabs.

User Account Access (Own Account Mapping) — Edit

= (@ futura bank Q

User Account Access

eta OBCL
Account Mapping
Current & Savings | Term Deposit  Loans  Liquidity Management  Virtual Account Management - Real Account  Virtual Account

v o o2 ALt

Accaunt Numbe Currenc Product Name \ceount Sta

@ AT30041100028 GBP - ACTIVE

v AT30041100017 GBR Regular Account ACTIVE
=
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User Account Access (Linked Party Account Mapping) — Edit

User Account Access

Linked Party Account Mapping
L AT30040900029 EUR - ACTIVE
- AT30040900040 GBP - ACTIVE
=
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7. Select the respective check boxes preceding the Account Number to be mapped.
OR
Select Map All Accounts, if you want to map all the account numbers.
Select/Unselect check box ‘Apply Party Level Changes Automatically’ to apply/remove
the party changes.
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User Account Access

Click Next. The User Account Access - Edit screen with mapped account appears.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

To map the transactions to the account, click - * ' against the particular account number
to view the transaction mapping.

Select the respective check boxes preceding the transaction to be mapped.
OR
Select Map All Transactions, if you want to map all the transactions to all accounts.
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User Account Access - Transaction- Account Mapping (Own Account Mapping) - Edit

orpadmin
Iogin 30 Apr 01:28 P8

(@ futura bank

User Account Access
Party IC A

Party Name Test CL & CF Linked

Current & Savings | Term Deposit  Loans  Liquidity Management  Virtual Account Management - Real Account  Virtual Account

ount £

ct Name

GBP - ACTIVE

@ Credit Card Paym:
C
W Create Sta i Account L @ P, Accaunt
e te Goal A t ¥ act! | A @ Fetch categerized Transact
@ Re. ant @ Gancel Standin: 3 t ® Redeer
@ Creat Aceount
- sank
@ Open Banking Payme: Banking ACCEUNt Inquirie:
@ ¥ Deposit Top-U @ New Dey
@ el aill p
B ¥ AT30041100017 GBP Regular Account ACTIVE
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User Account Access - Transaction- Account Mapping (Linked Party Account Mapping) -
Edit

User Account Access

Parent Pa > ed Party |
Parent Pa e d Party Name
current & Savings Term Deposit  Loans
< Al Accounts
Account Number en Product Name Aceount Status
4 ¥ AT30040900029 EUR - ACTIVE
@ Map 4

» ¥ AT30040900040

AT30040900018

ACTIVE
GBP -

ACTIVE
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Click Save.
OR
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13.
14.

User Account Access

Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

The User Account Access - Review screen appears. Verify the details, and click
Confirm.

OR

Click Edit to edit the transaction.

OR

Click Cancel to cancel the transaction.

The User Account Access - Confirmation screen with success message appears.

Click OK to complete the transaction.

13.4 User Account Access - Delete

The Corporate Administrator gets a request with the user information of a party for which access
details needs to be deleted. As part of this option, own account mapping and/or linked party account
mapping can be deleted for a user.

To delete account and transaction access for the user:

1.

In the User Account Access screen, click the User ID link, to navigate to Account
Access summary section with two sections Own Account Mapping Summary and
Linked Party Account Mapping Summary.

Linked party account mapping will only be available if the party to which Corporate
Administrator is associated has Party to Party Linkage maintained.

OR

Click Cancel to cancel the transaction.

OR

Click Clear to clear the search parameters.

Click Account Type i.e. Current and Savings/TD/Loan/ Liquidity Management/ Virtual
Account Management — Real Account/ Virtual Account in the summary details for the
party, which will navigate to the view page.

OR

Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.

OR

Click Back to navigate to the previous screen.

In case of mapping of linked party accounts to the parent party, select on the account
type in the linked party summary section.

Navigate to the specific category tab viz. CASA, Term Deposits, Loans etc., the
administrator can view both the accounts for which access has been provided and the
ones for which access is not provided.

Click Delete.
The application will prompt the administrator with a deletion message with an option of
Yes / No.

Click Yes to proceed with the deletion request. It will navigate to confirmation page with a
success message and the status.

OR

Click No if you do not wish to proceed with deletion.

Click OK to complete the transaction.
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Is it necessary to setup Party Account Access Management before setting up User
Account Access?

Yes, party account access management setup must be done before the user level mapping
of accounts and transactions.

User Account Access has not been maintained for the user for Own or Linked
party, still there is no ‘Map’ button available?

Itis possible that the account access maintenance has not been done for the party to which
the user belongs to. In such a case, corporate admin will need to maintain account access
for the party and only then proceed with User Account Access.

Will Party Account Access — Deletion for a party (Own/Linked) lead to automatic
deletion of User Account Access?

Yes, deletion of account access for a party will lead to automatic deletion of access for the
users of that party.

If | remove access of account(s) and transaction(s) for a party, will it lead to
automatic access removal for the users of that party?

Yes, access removal at party level for an account and/or transaction will automatically
remove access at user level of the selected party.

| am unable to see some of the account(s) and/or transaction(s) for mapping as
part of User Account Access that were available in Party Account Access for the
party of the user?

There is a possibility that these accounts and/or transactions have not been provided
access at party level of the selected user. The accounts and transactions that are
unmapped at party level will not be visible at user level of the selected party.

I have mapped/edited/deleted user account access for a party but it is not
reflecting in the system even after a successful maintenance save message?

There is a possibility that the maintenance is saved but the status is ‘Pending Approval’.
For the maintenance, if there is an approval required then the changes will reflect only once

the approver(s) approve the submitted request. If the setup does not require an approval
workflow or is self / auto approved, then the same will reflect immediately.

Home
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14. Party Resource Access

Using this maintenance, the Corporate Administrator can provide access to Virtual Account
Management Resource ‘Remitter List’.

The Party Resource Access screen lists the remitter IDs for the selected Corporate. The Corporate
administrator can select a global check box of ‘Map All Remitter List ’ to enable all the existing
remitter list under the party for channel banking. If specific remitters are required to be given access
then the user needs to select the respective check boxes preceding the remitter ID.

Pre-Requisites

o Party preferences should be created for the party for which access is to be maintained

e Channel Access should be enabled for party for which resource access is to be maintained
e Transaction access is provided to Corporate Administrator.

e  Approval rule set up for Corporate Administrator to perform the actions.

Workflow

Create

f, 3 View

Party Resource Remitter List and

U — Access |  Tranzaction(z) Mapping Lal
Edit

Corporate Administrator

Delete

Features Supported In Application

The following options are available as part of this maintenance:
e Party Resource Access - Mapping

e Party Resource Access — View

e Party Resource Access - Edit

e Party Resource Access - Delete

How to reach here:

Corporate Administrator Dashboard > Resource Access > Party Resource Access

OR

Corporate Administrator Dashboard > Toggle menu > Access Management > Resource Access >
Party Resource Access
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Party Resource Access

14.1 Party Resource Access - Mapping (Create)

The Corporate Administrator gets a request with the Virtual Account Management Remitter list for
which access needs to be provided to the party.

To provide the party with remitter’s access:

1. If there is no mapping done for a party, there will be a message No Remitter List
mapped with Map button.

Party Resource Access

Administrator Approver ATM/Branch English

weta Corpadmin
Apr02:43PM

= (@futura bank QA Welcome Sueta Corpadmir

Party Resource Access

Remitter List Mapping Summary Note

No Remitter Lists mapped. | Map ‘

Copyright © 2006, 2020, Oracle and/or its affiliates. All ights reserved. | Security Information | Terms and Conditicns

Field Description

Field Name Description

Party ID The party ID of the user.

Party Name The name of the party.

Module Name The name of the module. Only Virtual Account Management

(Remitter List) is supported.

Remitter List Mapping Summary

2. Click Map. The Party Resource Access - Create screen appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.
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Party Resource Access - Create

Administrator Approver ATM/Branch English ™

= (ipfutura bank Q

Party Resource Access

& GF Linked —)

Virtual Account Management (Remitter List) L4

o : Note

Remitter List Mapping Traneaction Maoping

Remitter List Mapping

| Map All Remitter Lists

Remitter List 1D Remitter List Name Status

L4l 2233551 MMC Active

e IoN . [
o -
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Field Description

Field Name Description

Party ID The party ID of the user.
Party Name The name of the party.
Module Name The name of the module.

Remitter List Mapping

Map All Remitter List Mapping all the existing remitter list IDs to enable for channel

banking.
Remitter List ID List of remitter IDs present for the selected party.
Remitter List Name Name of the remitter list available under the party.
Status Status of the remitter list.

14-3 ORACLE



Party Resource Access

Field Name Description
New Remitter List Mapping of the remitters.
Mapping

The options can be:

e Auto: gives default access to the all future newly added
remitter list IDs and transactions of the party

e Manual: gives specific access to future remitter list IDs.
This is to explicitly map new remitter lists and transactions
if access needs to be provided

All the Remitter List IDs of the selected party as a relationship with the bank as available
in the VAM mid-office system will be fetched and displayed.

Select a global check box of Map All Remitter List to enable all the existing remitters for
channel banking (on screen, it will serve as a Select All function).

OR

If specific remitter list IDs are required to be given access then the user needs to select
the respective check boxes preceding the remitter ID.

To map the new remitter list, select appropriate option from New Remitter List Mapping
field;

Select Auto if you wish to allow access to all future Remitter List.

OR

Select Manual if you wish to explicitly map new remitter list and transactions.

Click Next. The Party Resource Access - Create (Transaction Mapping) screen
appears.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.
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Party Resource Access - Transaction Mapping - Create

Administrator Approver ATM/Branch English

Corpadmin
0 Apr 02:43 PM

= (W futura bank Qo viecome S

Party Resource Access

e

Test CL & CF Linked —1
odule Name i A s —
o Virtual Account Management (Remitter List)

o Note

Remitter List Mapping Transaction Mapping

Transaction Mapping

~| Map All Transactions to All Remitter Lists

Remitter List ID Remitter List Name Status

4 2233551 MMC Active

+ Map All Transaction
| Virtual Identifier Maintenance
 Update Virtual Identifiers /| Virtual Identifier Inquiry
W View Virtual Identifiers List v File Upload

/| Virtual Remitters List - Upload
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7. To map the transactions to the remitter ID, click -*' against the particular remitter list ID to
view the transaction mapping.

8. Select the respective check boxes preceding the transaction to be mapped.
OR
Select Map All Transactions to All Remitter List, if you want to map all the transactions
to all remitter lists.

9. Click Save to save the changes.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

10. The Party Resource Access - Review screen appears. Verify the details, and click
Confirm.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

11. The screen with success message appears along with the reference number and status
of the transaction. Click OK to complete the transaction.
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14.2 Party Resource Access- View

The Corporate Administrator can view the remitter lists and transactions under each remitter list ID
for which access has been provided to the party.

Field Description

Field Name Description
Party ID Party ID of the corporate user.
Party Name Party name of the corporate user.

To view the remitter and transaction access:

1. Navigate to the Party Resource Access screen. The Party Resource Access -
Summary screen with Remitter List Mapping Summary appears that provides details of
the Total no. of Remitter List IDs and the number of Remitter List IDs mapped.

Party Resource Access - Summary

Administrator Approver ATM/Branch English ™

= 1rpfutura bank Q =~ Welcome, Sweta Corpadmin

Lastlogin 30 Apr 02:43 PM

Party Resource Access

Remitter List Mapping Summary Note

Resource Type Total Number of Remitter Lists Number of Remitter Lists Mapped

Remitter List

Cancel

Copyright @ 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description

Party ID The party id of the user.
Party Name The name of the party.
Module Name The name of the module.

Remitter List Mapping Summary

Click on Resource Type to view the respective mapping details.
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Field Name Description

Resource Type The resource types available under the party for the selected
module. Resource type for Virtual Account Management module is
Remitter List.

Total Number of Total number of remitter lists available under the party.
Remitter Lists

Number of Remitter Number of remitter lists mapped to the party.
Lists Mapped

2. Click the Remitter List link, which will navigate to the view page.
OR
Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.
OR
Click Back to navigate to the previous screen.

Party Resource Access — View

= (@ futura bank QA Welcome, S

Party Resource Access

Remitter List Mapping

Remitter List Mapping

MMC Active

Field Description
Field Name Description
Remitter List Mapping

Map All Remitter List  Mapping all the remitters of the VAM module to enable for channel
banking.
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Field Name
Remitter List ID
Remitter List Name
Status

New Remitter List
Mapping

Party Resource Access

Description

List of remitter IDs present in a particular resource type.
Name of the remitter list available under the party.
Status of the remitter list.

Mapping of the remitters.
The options can be:

e Auto: gives default access to the all future newly added
remitter lists and transactions of the party

e Manual: gives specific access to future remitter lists. This
is to explicitly map new remitter lists and transactions if
access needs to be provided

Click Next. The Party Resource Access- View screen to view the selected remitter lists

and transactions enabled for the selected remitter lists appears.

OR

Click Edit to modify the remitter list mapping.

OR

Click Delete to delete the Party Resource Access setup.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.
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Party Resource Access - Transaction Mapping- View

= @ futura bank QoA Welcome

Party Resource Access

virtual Identifier Inquiry
View Virtual Identifiers List File Upload

Vvirtual Remitters List - Upload
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Click -* against the particular Remitter List to view the mapped transactions.
OR

Click Edit to update transaction mapping.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

14.3 Party Resource Access - Edit

The Corporate Administrator gets a request with the list of remitter lists and transactions under
each Remitter List for which access details needs to be edited for the party.

To edit remitter lists and transaction access for the party:

1.
2.

Navigate to the Party Resource Access - Summary screen.

If there is no mapping done for a party, the message No Resource mapped for the
party with Map option appears.

Click the Remitter Type link to view/ edit the details. The Party Resource Access- View
screen appears.

Click Edit. The Party Resource Access - Edit screen appears.

This enables the selection and de-selection option against the Remitter List IDs and
allows changing the map remitters from Auto to Manual and vice-versa.

OR

Click Next to go to the next tab (Transaction Mapping).

OR
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Click Delete to delete the Party Resource Access setup.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

Party Resource Access - Remitter List Mapping - Edit

= (@ futura bank G, | RS ecorve BMtA DA

Party Resource Access

Remiter List Mapy

Remitter List Mapping

| Map All Remitter List

5. To map the new resources (remitter lists), select appropriate option from New Remitter
List Mapping field;
Select Auto if you wish to allow access to all future remitter list.
OR
Select Manual if you wish to allow specific access to all future remitter list.

6. Select the respective check boxes preceding the Remitter List ID to be mapped.
OR
Select Map All Remitter List, if you want to map all the remitters.

7. Click Next. The Party Resource Access - Edit screen with mapped transaction - to the
remitter appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.
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Party Resource Access

Party Resource Access - Transaction Mapping - Edit

10.

11.

12.

= ip futura bank

Transaction Mapping

~| Map All Transactions to All Remitter Lists

ATM/Branch

English

Party Resource Access

Virtual Account Management (Remitter List)

©)] { 2 ]

emitter List Mappir Transaction Mapping

Remitter List 1D Remitter List Name Status

2233551 MMC Active

«| Map All Transaction

/| Virtual identifier Maintenance
| Update virtual identifiers /| Virtual identifier Inquiry
| View Virtual Identifiers List | File Upload

| Virtual Remitters List - Upload

B -
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To map the transactions to the Remitter lists, click -*' against the particular remitter list ID
to view the transaction mapping.

Select the respective check boxes preceding the transaction to be mapped.

OR

Select Map All Transactions, if you want to map all the transactions to all remitter list
IDs.

Click Save to save the changes.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The Party Resource Access - Review screen appears. Verify the details, and click
Confirm.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The screen with success message appears along with the reference number and status
of the transaction. Click OK to complete the transaction.

Party Resource Access - Delete

As part of this option, remitter list mapping and /transaction mapping can be deleted.

To delete remitter list and transaction access for the party:

1.

Navigate to the Party Resource Access - Summary screen.
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If there is no mapping done for a party (own/ linked), the message No Remitters
mapped for the party with Map option appears.

Click the Remitter List link to view/ delete the details. The Party Resource Access -
View screen appears.

Click Delete. The application prompt the administrator with a message 'Are you sure you
want to delete Remitter List Mapping setup for Party ID — Party name' with an option of
Yes / No.

Click Yes to proceed with the deletion request.

It will navigate to confirmation page with a success message and the status.
OR

Click No if you do not wish to proceed with deletion.

The success message and the status appears.
Click OK to complete the transaction.
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15. User Resource Access

Using this option the Corporate Administrator can set up remitter list mapping and transaction
access for user(s) of the corporate party. This maintenance can be done only after the Party
Resource Access is setup for the party of the user(s).

Pre-Requisites

e Resource Access should be maintained for the party of the user for which access is to be
maintained

o Party preferences should be created for the party of the user for which access is to be
maintained

e Channel Access should be enabled for party of the user for which resource access is to be
maintained

e  Transaction access is provided to Corporate Administrator.

e Approval rule set up for Corporate Administrator to perform the actions.

Workflow

Create

ﬂ\ 3 Wiew
User Resource o| Remitter List Mapping and >
U Access Select User ™| Transaction Mapping

Corporate Administrator

¥

Delete

Features Supported In Application

The following options are available as part of this maintenance:
e  User Resource Access - Mapping

e User Resource Access — View

e  User Resource Access - Edit

° User Resource Access - Delete

How to reach here:

Corporate Administrator Dashboard > Resource Access > User Resource Access

OR

Corporate Administrator Dashboard > Toggle menu > Access Management > Resource Access >
User Resource Access
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15.1 User Resource Access - Mapping (Create)

This option allows the Corporate administrator to provide access to specific users of a party.

To provide the user with account and transaction access:

1. In the User Resource Access screen, click the User Name link, to navigate to Account
Access summary screen.
OR
Click Cancel to cancel the transaction.

User Resource Access

= {Pfuture bank QA Ve Susta TRt
User Resource Access
It -
Note
Initial Jser Name Full Name
@ Wayne Rooney
@ Psd checker
o sonal Agarwal
@ Psd Maker
@ i Aditya Ramnathkar
o Aditya Ramnathkar
@ T cfpm checker
[1]= 45 ¢
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Field Description
Field Name Description
Party ID The party ID of the user.
Party Name The name of the party.
Search Result
Initials Initials of the user.
User Name User name of the user
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Field Name Description

Full Name Full name of the user.

2. Click the User Name link against the user record for which you want to create the
mapping. The User Resource Access — Mapping Summary screen appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

3. If there is no mapping done for the user for a party, there will be a message No Remitter
List mapped with Map button.

4. If the access for the party to which the user belongs to is not done, then there will be no
Map button.

User Resource Access — Summary Page

Administrator Approver % ATM/Branch English %

= ffutura bank QoD Weeome Suete Tawr

User Resource Access

Remitter List Mapping Summary

Resource Type Total Number of Remitter Lists Number of Remitter Lists Mapped

Remitter List 1 1

Cancel Back
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Field Description

Field Name Description

Party ID The party ID of the corporate administrator.

Party Name The name of the party.

User ID User ID of the selected user.

User Name User name of the selected user

Module Name The name of the module. Only Virtual Account Management

(Remitter List) is available.
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Field Name Description

Remitter List Mapping Summary

5. Click Map. The User Resource Access - Create screen appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

User Resource Access - Create

English

= @ futura bank Q D Welcor 1a Thakur

Last Apr04:45 PR

User Resource Access

Remitter List Mapping Transaction Mapping

Remitter List Mapping
| Apply Party Level Ghanges Automatically

| Map All Remitter Lists

Remitter List ID Remitter List Name Status
L4 2233551 MMC Active
=
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Field Description

Field Name Description

Party ID The party ID of the corporate administrator.
Party Name The name of the party.

User ID User ID of the selected user.

User Name User name of the selected user

Module Name The name of the module.

Remitter List Mapping
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Field Name

Apply Party Level
Changes
Automatically

Map All Remitter List

Remitter List ID
Remitter List Name

Status

User Resource Access

Description

User will get access to remitter lists that are allowed/ disallowed at
the party level.

Mapping all the remitters lists to the user that are allowed at the
party level.

Remitter List Identifier.
Name of the remitter list available under the party.

Status of the remitter access for the party

6. All the remitters held by the selected party as a relationship with the bank as available in
the core banking system will be fetched and displayed.

7. Select a global check box of Map All Remitter List to enable all the existing remitters for
channel banking (on screen, it will serve as a Select All function).

OR

If specific remitter is required to be given access to the user, then the Corporate
administrator needs to select the respective check boxes preceding the remitter ID.

changes.

Select Apply Party Level Changes Automatically to automatically apply the party

9. Click Next. The User Resource Access - Create (Transaction Mapping) screen

appears.
OR

Click Back to navigate to the previous screen.

OR

Click Cancel to cancel the transaction.
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User Resource Access - Transaction Mapping - Create

= @ futura bank 2
User Resource Access

Virtual Account Management (Remitter List)

©
Transaction Mapping
“ Gancel '
Field Description
Field Name Description
Party ID The party ID searched of the Corporate Administrator.
Party Name The name of the party.
User ID User ID of the selected user.
User Name User name of the selected user
Module Name The name of the module.

Transaction Mapping

Map All Transactions Mapping all the transactions to all the remitter list.
to All Remitter List

Remitter List ID List of remitter IDs present in a particular resource type.
Remitter List Name Name of the remitter list available under the party.

Status Status of the remitter access for the party

10. To map the transactions to the account, click - against the particular remitter ID to view
the transaction mapping.
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User Resource Access - Transaction Mapping (Map Transaction) - Create

= (@ futura bank QD wel c

User Resource Access

11. Select the respective check boxes preceding the transaction to be mapped.
OR
Select Map All Transactions, if you want to map all the transactions to all accounts.

12. Select Apply Party Level Changes Automatically to automatically apply the party
changes.

13. Click Save.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

14. The User Resource Access - Review screen appears. Verify the details, and click
Confirm.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

15. The screen with success message appears along with the reference number and status
of the transaction. Click OK to complete the transaction.

15.2 User Resource Access- Search

The Corporate Administrator can view the list of remitter(s) and transactions for which access has
been provided to the user.

To view the remitter and transaction access:

1. Navigate to the User Resource Access screen. The list of users displayed with
information like user ID, full name of the user and initials of the user.
OR
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Click Cancel to cancel the transaction.

OR

Click Clear to clear the search parameters.

User Resource Access - Search Result

= (Pfutura bank

User Resource Access

v D

Search Results

Initials User Name
® -
("1 pmeorp
- "
@ -
0
o -

©
©
Page 1 of6

Field Description
Field Name
Party 1D
Party Name
Search Result
Initials
User Name

Full Name

User Resource Access

Administrator Approver ATM/Branch English

Wayne Rooney
Psd checker

Sonal Agarwal
Aditya R

Psd Maker

Aditya Ramnathkar
Aditya Ramnathkar
cfpm checker
facility manager

cfpm corp

[1]J23456 5

Copyright © 2006, 2020, Oracle and/or fts affiliates. Al rights reserved. | Security Information | Terms and Conditions

Description

The party ID of the user.

The name of the party.

Initials of the user.
User name of the user

Full name of the user.

Q=D Welcome, Sweta Thakur

Lastlogin 30 Apr 04:45 PM

Note

15-8
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2. Click the User Name link against the user record for which you want to view the detalils.
The User Resource Access — Mapping Summary screen appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

User Resource Access — Summary Page

Administrator Approver ATM/Branch English '

= (@ futura bank Q oA Weome Susta Thalwr

User Resource Access

Remitter List Mapping Summary

Resource Type Total Number of Remitter Lists Number of Remitter Lists Mapped

Remitter List 1 1

Copyright © 2006, 2020, Oracle and/or fts affiiates. All rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description

Party ID The party ID of the user.

Party Name The name of the party.

User ID User ID of the selected user.
User Name User name of the selected user
Module Name The name of the module.

Remitter List Mapping Summary

Resource Type The resource types available under the party. The resource type
can be:

e Remitter List

Total Number of Total number of remitter lists available under the party.
Remitter Lists
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Field Name Description

Number of Remitter Number of remitter lists mapped to the particular resource type.
Lists Mapped

3. Click the Remitter List link to view the remitter mapping. The User Resource Access —
View screen, displaying remitter list mapping appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

User Resource Access — View

Administrator Approver ATM/Branch English

= (P futura bank Q

User Resource Access

odule Name virtual Account Management (Remitter List)

o ®

Remitter List Mapping

Remitter List Mapping

Remitter List ID Remitter List Name Status

2233551 MMC Active

-F-1-- 7
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Field Description

Field Name Description

Party ID The party ID of the user.

Party Name The name of the party.

User ID User ID of the selected user.
User Name User name of the selected user
Module Name The name of the module.
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Field Name Description

Remitter List Mapping

Apply Party Level User will get access to remitters that are allowed/ disallowed at the
Changes party level.
Automatically

Map All Remitter List Mapping all the remitters of the VAM module to the existing
resource.

Remitter List ID List of remitter IDs present in a particular resource type.
Remitter List Name Name of the remitter list available under the party.

Status Status of the remitter access for the party

4. Click Next. The User Resource Access — View (Transaction Mapping) screen
appears.
OR
Click Edit to modify the remitter list mapping.
OR
Click Delete to delete the User Resource Access setup.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

User Resource Access - Transaction Mapping - View

= (pfutura bank Q

User Resource Access

Virtual Account Management (Remitter List)

ist Mapping Transaction Mapping

Transaction Mapping

Map All Transactions to All Remitter Lists
Remitter List 1D Remitter List Name Status

> 2233551 MMC Active

Copyright @ 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions
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5. Click \* against the particular Remitter List to view the mapped transactions.
OR
Click Edit to update transaction mapping.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

User Resource Access - Transaction Mapping - View Mapping

Administrator Approver ™ ATM/Branch English ™

come, Sweta Thakur

= (pfutura bank @ () Weicome Sweta Thakuts

User Resource Access

Virtual Account Management (Remitter List)

o

nitter List Mapping Transaction Mapping

Transaction Mapping

Remitter List ID Remitter List Name Status

4 2233551 MMC Active

Update Virtual Identifiers Virtual Identifier Inquiry

View Virtual |

s List File Upload

Virtual Remitters List - Upload

i m

Capyright ® 2006, 2020, Oracle and/or its affiliates. All rights reserved, | Security

6. Click Edit to update the User Resource Access mapping.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

15.3 User Resource Access - Edit

The Corporate Administrator gets a request with the list of remitter lists and transactions for which
access details needs to be edited for a selected user of the party.

To edit remitter list and transaction access for the user:
1. Navigate to the User Resource Access screen.

2. Click the User Name link against the user record for which you want to edit the details.
The User Resource Access — Mapping Summary screen appears.
OR
Click Cancel to cancel the transaction.
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OR
Click Back to navigate to the previous screen.

Click the Remitter List link. The User Resource Access — View screen, displaying
remitter list mapping appears.

Click Edit. The User Resource Access - Edit screen appears.
This enables the selection and de-selection option against the remitter list. There is also
an option to edit check box Apply Party Level Changes Automatically to apply/ remove

the party changes.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

User Resource Access — Edit

ATM/Branch English

= @futura bank

Virtual Account Management (Remi

Remitter List Mapping Transaction Mapping

Remitter List Mapping
| Apply Party Level Changes Automatically
| Map All Remiftter Lists

Remitter List 1D

v 2233551

m

Copyright ® 2006, 2020, Oracle

tter List)

Remitter List Name

BNa/or Its MIITEs. All IgNts réserved. | Security Information | Terms and Conaitions

5. Select the respective check boxes preceding the Remitter List ID to be mapped.

OR

Select Map All Remitter List, if you want to map all the Remitter Lists available.
Select/ De-select check box Apply Party Level Changes Automatically to
apply/remove the party changes.

Click Next. The User Resource Access - Edit screen with mapped remitter list appears.
OR

Click Back to navigate to the previous screen.

OR

Click Cancel to cancel the transaction.

To map the transactions to the remitter lists, click % against the particular Remitter List
ID to view the transaction mapping.
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User Resource Access - Transaction- Resource Mapping - Edit

= (@ futura bank Q

Administrator Approver ™ ATM/Branch English

User Resource Access

Transaction Mapping

Virtual Account Management (Remitter List)

tm ) Transaction Mapping
| Map All Transactions to Al Remitter List
Remitter List ID Remitter List Name Status
2233551 MMC Active
v| Map All Transaction
v Virtual Identifier Maintenance
v Update Virtual Identifiers v/ Virtual Identifier Inquiry
v View Virtual Identifiers List v File Upload

10.

11.

/| Virtual Remitters List - Upload

o

Copyright ® 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Select the respective check boxes preceding the transaction to be mapped.
OR
Select Map All Transactions, if you want to map all the transactions to all Remitter Lists.

Click Save.

OR

Click Back to navigate to the previous screen.
OR

Click Cancel to cancel the transaction.

The User Resource Access - Review screen appears. Verify the details, and click
Confirm.

OR

Click Edit to edit the transaction.

OR

Click Cancel to cancel the transaction.

The User Resource Access - Confirmation screen with success message appears
along with the reference number and status of the transaction.
Click OK to complete the transaction.
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15.4 User Resource Access - Delete

The Corporate Administrator gets a request with the user information of a party for which access
details needs to be deleted. As part of this option, remitter list mapping can be deleted for a user.

To delete remitter and transaction access for the user:

1.
2.

Navigate to the User Resource Access screen.

Click the User Name link against the user record for which you want to delete the details.
The User Resource Access — Mapping Summary screen appears.

Click the Remitter List link. The User Resource Access — View screen, displaying
remitter list mapping appears.

Click Delete. The application will prompt the administrator with a deletion message with
an option of Yes / No.

OR

Click Edit to modify the remitter list mapping.

OR

Click Next to go to the next screen. The User Resource Access — View (Transaction
Mapping) screen appears.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

Click Yes to proceed with the deletion request. It will navigate to confirmation page with a
success message and the status.

OR

Click No if you do not wish to proceed with deletion.

Click OK to complete the transaction.

Home
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16. File Upload Maintenance

File Uploads facilitates processing of multiple transactions through a single file. This is a faster way
of processing transactions than entering transactions one after another. Salary payments, fund
transfers, vendor payments are few examples of financial transactions that can be supported
through file upload. A non-financial transaction to facilitate upload of multiple payee details, at a
single instance, is also possible through file upload.

The File Upload functionality enables users to process:
e Internal payments (within the bank)

e  Domestic payments (within the country)

e International payments (cross border)

e  Mixed payments

e Create Payees / Beneficiaries

e  Create Virtual Accounts, Structure & Identifiers

Oracle Banking Digital Experience File Upload module enables Corporates to process files of
payments according to agreed operational and business rules and save time. File Uploads facility
is simple to use, has daily transaction limits and comes with the security of dual / multi signatory
approvals.

File Upload set up enables the corporate administrator to create file identifiers for its party, and
map users to file identifiers.
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17.1

17. File Identifier Maintenance

Corporate Administrator can create file identifiers (FI) for his party. This enables the corporate to
process file uploads. A File Identifier is always mapped to a specific single file template. It permits
configuration of corporate preferences like approval type (file level/ record level) for a particular
type of file.

Prerequisites

e  Party Preferences is maintained for Corporate

e Party and Account access has been set for corporate and its users

e  Approval Rules are setup for the corporate

Workflow
qu Create File Approve
— =l Identifiers for its Maintenance (if
U Party applicable)
Corporate Administrator

Features Supported In Application
e View File Identifier

e  Create File Identifier

e  Edit File Identifier

How to reach here:

Corporate Administrator Dashboard > Quick Links > File Upload > File Identifier Maintenance
OR
Corporate Administrator Dashboard > Toggle Menu > File Upload > File Identifier Maintenance

File Identifier Maintenance - Summary

Once the logged in user navigates to File Identifier Maintenance screen, user will be able to view
the File Identifiers already created for his party.

To view the file identifiers:

1. View File Identifier Maintenance screen with FI's mapped to the users.
OR
Click Cancel to cancel the transaction.

17-1 ORACLE



File Identifier Maintenance - Summary

= (@futura bank

File Identifier Maintenance

0w

308

Sunrise Coffee

File Identifiers

Sr. no. File Identifier

Bhavns

~

InternalFTDelSDMC

InternalFTMDMC

Field Description

ransaction Type

Internal Funds Transfer

Internal Funds Transfer

Internal Funds Transfer

Approval Type
File
File

Recard

File Identifier Maintenance

Administrator Approver ATM/Branch English '

Q & Welcome Macs Admin
Last login 12 May 06:38 PM

Copyright © 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Field Name Description
Party ID Party ID of the corporate.
Party Name Party name corresponding to the party ID.

File Identifiers

Sr. No. Serial number of the record.

File Identifier Unique code/ name assigned for the party preferences for handling
of payment files.

Description File name / code description corresponding to the file upload code.
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Field Name Description

Transaction Type Type of transaction:

The Transaction type can be:

Internal funds Transfer
Domestic Funds Transfer
International Funds Transfer
Mixed Transfer

Internal Payee

Domestic Payee
International Payee

Mixed Payee

Demand Draft Payee
Create Virtual Accounts
Create Virtual Account Structure
Create Virtual Identifiers
Delete Virtual Accounts
Mixed Payments

Create Invoices

Approval Type The approval type is at file level or record level.

2. Click the file identifier record, for which you want to view the details.
The File Identifier Maintenance - View screen appears.
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File Identifier Maintenance - View

= «ffutura bank

Administrator Approver ATM/Branch English '

ome, Macs Admin
st login 12 May 06:38 PM

Q & W

File Identifier Maintenance

Details

Field Description
Field Name
Party ID

Party Name
Details

File Identifier

Description

308

Sunrise Coffee

InternalFTD&ISDMC

InternalFTDelSDMC

Internal Funds Transfer Delimited SDMC

100

Internal Funds Transfer
Single Debit Multiple Credit
DELIMITED

CSVXMLXLSXLSX

Record Level  EESIEYIENY]

Copyright © 2006, 2020, Oracle and/or fts affiliates. Al rights reserved. | Security Information | Terms and Conditions

Description

Party ID of the corporate.

Party name corresponding to the party ID.

Unigue code assigned to the uploaded file.

Descriptions corresponding to the file upload code.
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Field Name

File Template

Maximum No of
Records

Partial Processing
Tolerance (%)

Debit Account
Number

Transaction Type

File Type

Format Type

Description

Predefined file templates.
Few examples of file templates are:
¢ Internal funds Transfer
e Domestic Funds Transfer
e International Funds Transfer
e Mixed Transfer
e Internal Payee
e Domestic Payee
e International Payee
¢ Mixed Payee
o Demand Draft Payee
e Create Virtual Accounts
e Create Virtual Accounts Structure
e Create Virtual Identifier

e Create Invoices

Maximum number of records in the uploaded file.

File Identifier Maintenance

The partial processing tolerance for a file (in percentage terms).
Suppose, the user sets this value at 60% - this implies that if 60%
or more, of the records in a file clear the validation stage, then the
file can go for further processing. If less than 60% of the records in
a file clear the validation stage, then the file is rejected.

This field is applicable only when approval is Record Type and for
certain file formats — namely when accounting type is a) Single Debit

Single Credit or b) Multi Debit Multi Credit.

Debit account number.

This field appears only for file templates having Account ID defined

at Fl level.
Type of transaction.
The file type - delimited or fixed length.

The format in which file is uploaded.

The format could be CSV, XML, XLS, XLSX.
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Field Name Description

Approval Type The approval type is at file level or record level.

e File Level - The approver accepts or rejects the entire file,
and all records are either processed or rejected en-masse.

e Record Level - The approver could approve some records,
and rejects others. Payments are processed only for
approved records.

3.  Click Edit to modify the file identifier.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

17.2 File Identifier Maintenance - Create

Using this option corporate administrator can create a file identifier.

To create a file identifier:

1. In the File Identifier Maintenance screen, click Create. The File Identifier Maintenance
- Create screen appears.

File Identifier Maintenance - Create

Administrator Approver ATM/Branch English

= (fpfutura bank Q ©

ne, Macs Admin
qin 12 May 06:38 PM

File Identifier Maintenance

. =308

[ Sunrise Coffee [ a

Descripton Account Details

File Template Create Virtual Accounts

Virtual Account

Fle Type DELIMITED

[ CSVXMLXLS XLSX

Approval Tyne Record Level [N
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Field Description
Field Name
Party ID

Party Name
Details

File Identifier
Description

File Template

Maximum No of
Records

Partial Processing
Tolerance (%)

File Identifier Maintenance

Description

Party ID of the corporate.

Party name corresponding to the party ID.

Unique code assign to the uploaded file.

Descriptions corresponding to the file upload code.

Predefined file templates.

Few examples of file templates are:

Internal funds Transfer
Domestic Funds Transfer
International Funds Transfer
Mixed Transfer

Internal Payee

Domestic Payee
International Payee

Mixed Payee

Demand Draft Payee
Create Virtual Accounts
Create Virtual Accounts Structure
Create Virtual Identifier

Create Invoices

Maximum number of records in the uploaded file.

The partial processing tolerance for a file (in percentage terms).

Suppose, the user sets this value at 60% - this implies that if 60%
or more, of the records in a file clear the Validation stage, then the
file can go for further processing. If less than 60% of the records in
a file clear the validation stage, then the file is rejected.

This field will be displayed only when approval is Record Type and
for certain file formats — namely when accounting type is a) Single
Debit Single Credit or b) Multi Debit Multi Credit.
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Field Name Description

Debit Account Account number of the account to be debited.

Number This field appears only for file templates having Account ID defined
at Fl level.

Transaction Type Type of transaction:

The transaction type can be:
¢ Internal funds Transfer
e Domestic Funds Transfer
e International Funds Transfer
e Mixed Transfer
e Internal Payee
o Domestic Payee
e International Payee
¢ Mixed Payee
o Demand Draft Payee
e Create Virtual Accounts
e Create Virtual Account Structure
e Create Virtual Identifiers
e Delete Virtual Accounts
e Mixed Payments
e Create Invoices

File Type The file type - delimited or fixed length.

Format Type The format in which file is uploaded.

The format could be CSV, XML, XLS, XLSX.

Approval Type The approval type is at file level or record level.

o File Level - The approver accepts or rejects the entire file,
and all records are either processed or rejected en-masse

e Record Level - The approver could approve some records,
and rejects others. Payments are processed only for
approved records

2. In the File Identifier field, enter the code of the file to be uploaded.
In the Description field, enter the file description corresponding to the file code.
From the File Template list, select the file template.

a. If you select a file templates having Account ID defined at FI level, enter the Debit
Account Number.
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Select the appropriate Approval Type.

Click Save.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The Review screen appears. Verify the details and click Confirm.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR

Click Back to navigate to the previous screen.

The success message appears along with the transaction reference number and status.
Click OK to complete the transaction and navigate back to ‘Dashboard’.

17.3 File Identifier Maintenance - Edit

Using this option corporate administrator can edit and update a file identifier.

To edit file identifier:

1.

In the File Identifier Maintenance screen, click the file identifier record, for which you
want to view the details.
The File Identifier Maintenance - View screen appears.

Click Edit to edit the file identifier mapping.
The File Identifier Maintenance - Edit screen appears.

File Identifier Maintenance - Edit

= (i futura bank

Administrator Approver

File Identifier Maintenance

o File Level
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Field Description
Field Name
Party ID

Party Name
Details

File Identifier
Description

File Template

Maximum No of
Records

Partial Processing
Tolerance (%)

Debit Account
Number

File Identifier Maintenance

Description
Party ID of the file identifier is displayed.

Party name corresponding to the party ID is displayed.

Unique code assign to the uploaded file is displayed.
Descriptions corresponding to the file upload code.
Predefined file templates is displayed.

Maximum number of records in the uploaded file.

The partial processing tolerance for a file (in percentage terms).

Suppose, the user sets this value at 60% - this implies that if 60%
or more, of the records in a file clear the Validation stage, then the
file can go for further processing. If less than 60% of the records in
a file clear the validation stage, then the file is rejected.

This field will be displayed only when approval is Record Type and
for certain file formats — namely when accounting type is a) Single
Debit Single Credit or b) Multi Debit Multi Credit.

Account number of the account to be debited is displayed.

This field appears only for file templates having Account ID defined
at Fl level.
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Field Name Description

Transaction Type Type of transaction is displayed.
The Transaction type can be:
¢ Internal funds Transfer
e Domestic Funds Transfer
e International Funds Transfer
e Mixed Payments
e Internal Payee
e Domestic Payee
e International Payee
¢ Mixed Payee
o Demand Draft Payee
e Create Virtual Accounts
e Create Virtual Accounts Structure
e Create Virtual Identifier
e Delete Virtual Accounts

e Create Invoices
File Type The file type is displayed.

Format Type The format in which file is uploaded is displayed.
The format could be CSV, XML, XLS, XLSX.

Approval Type The approval type is at file level or record level is displayed.

o File Level - The approver accepts or rejects the entire file,
and all records are either processed or rejected en-masse.

e Record Level - The approver could approve some records,
and rejects others. Payments are processed only for
approved records.

3. Edit the required file identifiers. e.g. Description, Maximum Number of Records, and
Partial Processing Tolerance — if required.

4, Click Save to save the modified details.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to previous screen

5. The File Identifier Maintenance — Edit - Review screen appears. Verify the details, and
click Confirm.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
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File Identifier Maintenance

Click Back to navigate to previous screen

6. The success message of saving the file identifier modification appears along with the
transaction reference number and status.
Click OK to complete the transaction and navigate back to ‘Dashboard’.

FAQ

1. What are the different types of transaction types, accounting types, and file

formats supported?

The following table details the different transaction types, accounting types, and file formats
supported. A file template supports each of the combination.

Sr No. Parameter

1 Transaction Type
2 Accounting Type
3 Approval Type

4 Format Type

Types

Internal funds Transfer
Domestic Funds Transfer
International Funds Transfer
Mixed Transfer

Payee Files

Create Virtual Accounts, Structure,
Identifier

Create Invoices

Single Debit, Single Credit (SDSC)
Single Debit, Multi Credit (SDMC)
Multi Debit, Multi Credit (MDMC)

File Level

Record Level

CSV, XML, XLS, XLSX

2. What is the business rationale of having different accounting types?

Find below the accounting types catered through file templates, and business examples:
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Sr No. Accounting Type Business Example Approval
Type
1 Single Debit, Single A corporate may want to makeRecord Type
Credit (SDSC) monthly payments to its various or File Type

vendors from one central
account. So though the debit
account is the same across all
records, the credit accounts are
different and the debit
accounting entry is  not
consolidated.

2 Single Debit, Multi A corporate may want to make File Type
Credit (SDMC) monthly salary payments to all
its employees. A single
consolidated debit entry is
passed, against multiple credits
to different accounts.

3 Multi  Debit,  Multi This file format caters to a lot of Record Type
Credit (MDMC) one to one transfers between
two parties for various
payments. Organizations that
are brokers or intermediaries in
trade contracts, may find this
format more suitable for their
business needs.

3. What is the business rationale of having different approval types?
A record type approval, gives more flexibility to the corporate user — in the sense, that even
if some records are not validated, the file could still be processed (only those records that

have passed validations) and file type approval, gives more control to the corporate user.
Since all records in the file have to pass validations, before a file is processed.

4. What is the role of an administrator in file upload?

The administrator is from the corporate side, who creates file identifiers, for his party.

5. What is a 'File Upload Template'?

A template that is used to upload a file, distinguishes one file from another, depending on the
transaction type of the payment, format of the file to be uploaded, approval type set-up for
the file, and accounting type of a payment file is known as 'File Upload Template.

Home
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18.1

18. User File Identifier Mapping

This option enables the corporate administrator to map the desired file identifiers to the corporate
users. This mapping enables corporate users to upload and view specific bulk files.

Prerequisites

e Party Preferences is maintained for Corporate

e Party and Account access has been set for corporate and its users
e  Set-up Transaction and account access

e  Approval Rules are setup for the corporate File Identifier Maintenance is done

Workflow
F’ Map File Identifiers Approve
— toits users Maintenance (if
U applicable)

Corporate Administrator

Features Supported In Application

This option allows the corporate administrator to:
e  View User File Identifier Mapping

e  Create User File Identifier Mapping

e  Edit User File Identifier Mapping

How to reach here:

Corporate Administrator Dashboard > Quick Links > File Upload > User File Identifier Mapping
OR
Corporate Administrator Dashboard > Toggle Menu > File Upload > User File Identifier Mapping

User File Identifier Mapping - Details

Using this option the corporate administrator can view the file identifiers mapped to its users.
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User File Identifier Mapping - Details

= ([Pfutura bank

User File Identifier Mapping

)

Users List

Initials User Details

S S
o g
S
S

Field Description
Field Name
Party 1D

Party Name
Users List
Initials

User Details
Contact Details

Mapping

Administrator Approver ATM/Branch English

Q =~ Welcome, Sweta Corpadmin
Last login 30 Apr 04:44 PM

est CL & CF Linked

Contact Details Mapping

sweta.a.thakur@oracle.com 9999999999

sweta.a.thakur@oracle.com 9999999999

sweta.a.thakur@oracle.com 9999999999

& F FH &

sweta.a.thakur@oracle.com 9999999999
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Description

Party ID of the corporate.

Party name corresponding to the party ID.

The initials of the user id.
The details of the user like user name or user id.
Contact number of the user.

Displays whether the file identifier is mapped to the user.

@.

. - denotes that the file identifier is mapped to the user.

. @@ - denotes that the file identifier is not mapped to the
user.

1. Click the file identifier record for which you want to view the details. The User File
Identifier Mapping - View screen appears.
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User File Identifier Mapping - View

= (ifutura bank

User File Identifier Mapping

Administrator Approver ATM/Branch English V'

Q © Welcome, Macs Admin
Last login 12 May 06:38 PM

Amit Jadhav

trmakerd308 f a

Mapping Summary

Header Check Box File Identifier Transaction Type Approval Type
Bhavns-Bhavns Internal Funds Transfer File
InternalF TDelSDMC-InternalFTDelSDMC Internal Funds Transfer File
InternalF TMDMC-IntermnalFTMDMC Internal Funds Transfer Record

= -

Field Description
Field Name

User Name

User Id

Mapping Summary
File Identifier

Transaction Type

Copyright ® 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Description
User name of the corporate user

User ID of the user.

Unigue code assigned to the uploaded file.

Type of transaction:
The Transaction type can be:
e Internal funds Transfer,
e Domestic Funds Transfer,
e International Funds Transfer,
e Mixed Transfer
e Internal / Domestic / International / Mixed Payees
e Create Virtual Accounts
e Create Virtual Accounts Structure

e Create Virtual Identifier
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Field Name Description

Approval Type The approval type is at file level or record level.

e File Level - The approver accepts or rejects the entire file,
and all records are either processed or rejected.

e Record Level - The approver could approve some records,
and rejects others. Payments are processed only for
approved records.

Sensitive Data Check If selected, the users are barred from viewing the contents of the

file.

2. Click Edit to modify the user file identifier mapping.

OR

Click Back to navigate to the previous screen.
OR

Click Cancel to cancel the transaction.

18.2 User File Identifier Mapping - Create

Using this option corporate administrator can map the file identifiers to a user.

To

map a user to a file identifier:

1. Go to the User File Identifier Mapping - View screen.

2. Click % of file identifier record, for which you want to map the user. The User File

Identifier Mapping - Create screen appears.

User File Identifier Mapping - Create

Administrator Approver V' ATM/Branch English /'

ira bank Q oD we

reta Thakur
0 Apr 04:45 PM

fut

( L
Prut

=\

User File Identifier Mapping

Wayne Rooney

WayneR a

Mapping Summary

Header Gheck Bo File Identifier ransaction Type Approval Type Sensitive Data Check

v AddBillerFile-Add Biller File Level Admin Biller File

vl AddBillerRec-Add Biller Record Level Admin Biller Record

FiBiller-File Identifier Biller Admin Biller File

utilitybiller-Utility Biller Admin Biller Record

-]
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Field Description
Field Name

User Name

User Id

Mapping Summary
File Identifier

Transaction Type

Approval Type

Sensitive Data Check

User File Identifier Mapping

Description

User name of the corporate user.

User ID of the user.

Unique code assigned to the uploaded file.

Type of transaction:
The Transaction type can be:
e Internal funds Transfer,
e Domestic Funds Transfer,
e International Funds Transfer,
e Mixed Transfer
e Internal / Domestic / International / Mixed Payees
e Create Virtual Accounts
e Create Virtual Accounts Structure
e Create Virtual Identifier

e Create Invoices

The approval type is at file level or record level.

o File Level - The approver accepts or rejects the entire file,
and all records are either processed or rejected.

e Record Level - The approver could approve some records,
and rejects others. Payments are processed only for
approved records.

If selected, the users are barred from viewing the contents of the
file.

3. In the Mapping Summary section, select the file identifier which you want to map to the
user.

4, Click Save.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

5. The User File Identifier Mapping — Create - Review screen appears. Verify the details
and click Confirm.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
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OR
Click Back to navigate to the previous screen.

6. The success message of submitting the File Identifier Mapping appears along with the
transaction reference number and status.
Click OK to complete the transaction and navigate back to ‘Dashboard’.

18.3 User File Identifier Mapping — Edit

Using this option bank or corporate administrator can edit and update a user file identifier
mapping.

To edit a file identifier:

1. Go to the User File Identifier Mapping — View screen.

2. Click S of file identifier record, for which you want to edit the mapping. The User File
Identifier Mapping - Edit screen appears.

User File Identifier Mapping — Edit

Administrator Approver ATM/Branch English
= Afitiira hanlk Q A Welcome, Sweta Thakur
— (prtutura bank Last login 30 Apr 04:45 PM

User File Identifier Mapping
ayne Roone!
ayneR g a
-
Mapping Summary
Header Gheck Bo File Identifier Transaction Type Approval Type Sensitive Data Check
v AddsillerFile-Add Biller File Level Admin Biller File
o AddBillerRec-Add Biller Record Level Admin Biller Record
FiBiller-File Identifier Biller Admin Biller File
Utilitybiller-Utility Biller Admin Biller Record
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Field Description

Field Name Description
User Name User name of the corporate user.
User ID User ID of the user.

Mapping Summary

File Identifier Unique code assigned to the uploaded file.
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Field Name Description

Transaction Type Type of transaction:
The Transaction type can be:
¢ Internal funds Transfer,
e Domestic Funds Transfer,
e International Funds Transfer,
e Mixed Transfer
e Internal / Domestic / International / Mixed Payees
e Create Virtual Accounts
e Create Virtual Accounts Structure
e Create Virtual Identifier

e Create Invoice

Approval Type The approval type is at file level or record level.

o File Level - The approver accepts or rejects the entire file,
and all records are either processed or rejected.

e Record Level - The approver could approve some records,
and rejects others. Payments are processed only for
approved records.

Sensitive Data Check If selected, the users are barred from viewing the contents of the
file.

View the details of File Identifier mapping already saved.

Select the check box to map / un-map a File Identifier to a user and to enable or disable
the Sensitive Data Check, select the check box.

5. Click Save to save the modified details.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to previous screen.

6.  The User File Identifier Mapping — Edit — Review screen appears. Verify the detalils,
and click Confirm.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to previous screen.

7. The success message of submitting the File Identifier Mapping appears along with the
transaction reference number and status.
Click OK to complete the transaction and navigate back to ‘Dashboard’.
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Can all users of a particular corporate access all file types, mapped to the
corporate?

No, only users who are mapped to particular File Identifier's can access those files. For
example, only the Human Resource Department of a corporate may have access to
upload / view and enquire status of salary files.

Mapping File Identifier's to users thus enables access of certain types of file, to certain
users.

If a user is mapped to a File Identifier, and he has uploaded a file — but post this, he
is no longer mapped to the File Identifier — can he view the status of the file?

No the user will not be able to view the status of the file, if he is not mapped to it, at the
point in time when he is checking for the status.

Home
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19. Reports

Using this option, Corporate Administrators can generate various adhoc and schedule banking
reports. Application provides an option to generate and schedule reports using Oracle Analytics
Publisher and also by using an internal application. The adoption of Oracle Analytics Publisher

provides a simple and easy tool for the Operational and MIS reports

Prerequisites:

e  Transaction access is provided to Corporate Administrator.

e Approval rule set up for Corporate Administrator to perform the actions.

e  Oracle Analytics Publisher is configured.

Workflow

Access Report

Select Report
and Generate

‘_13 Generation
\

Corporate Administrator Reports Search Report i

View Report
Details

Access User

Report Mapping

Search User
Report Mapping

Create User
Report Mapping

Edit User
Report Mapping

Features supported in application

Report module allows Corporate Administrator to:

e  Generate and schedule Customer and Administrative Reports

e View/ Download generated Reports

e  View User Report Mapping

° Create User Report Mapping
e  Edit User Report Mapping

e  View Scheduled Report

ORACLE
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20. Report Generation

Corporate Administrator logs into the system and navigates to Report Generation screen. On
accessing ‘Report Generation menu, Corporate Administrator has to select an option if an adhoc
report is to be generated or report needs to be scheduled.

Reports generation is categorized as:
e  Adhoc Reports: When a report needs to be generated immediately on a need basis.

e  Schedule Reports: When report generation needs to be scheduled at fixed intervals e.g. daily,
weekly, monthly etc.

After selecting the report generation category, user has to select a type of a report which needs to
be generated. Other reports parameters with respect to each report are displayed on the screen as
input fields so that report can be requested with specific data.

Note: If 2 factor authentication is enabled, the reports get generated only after successful
authentication.

Corporate Administrator can also view all the reports that are scheduled and can view and edit the
parameters of the scheduled reports, as per requirement. The changes made will be effective from
next report generation cycle. Corporate Administrator approver can approve or reject the
maintenance initiated for updating existing report schedule.

How to reach here:

Corporate Administrator Dashboard > Toggle menu > Reports > Report Generation

Report Generation

Administrator Approver ATM/Branch

= (P futura bank Q8 Welcome S

Reports

Schedule

canatoport Il carce |
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Field Description
Field Name Description

Report Name Select the type of report to be generated.
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20.1 Adhoc Reports

Adhoc reports are generated on demand or on request. Reports can be requested from the
'Reports' screen. Generated adhoc reports can be viewed using 'My Reports' screen.

Adhoc Reports

Administrator Approver ATM/Branch English

Q & Welcome Macs Admin
Last login 13 May 10:10 AM

= (ipfutura bank

Reports

Schedule

_— N P

File Identifier wise Party User Ma

w308 Darty Name Sunrise Coffee

p——
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Field Description

Field Name Description
Report Name Select the type of report to be generated.
Report Format Select the format in which the report is to be generated.

The options with Oracle Analytics Publisher are:

e PDF
e XLS

The options with Internal Reporting Application are:
e PDF
e CSV

Note: Other reports parameters with respect to each report are displayed on the screen as input
fields except party ID and party name (party ID and party name gets defaulted for the corporate)
so that report can be requested with specific data. The input fields for each reports are mentioned
under specific reports section.
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20.2 Schedule Reports

The reports that are generated in specific time frame such as daily, weekly, monthly, quarterly, and
annually are categorized under scheduled reports.

Schedule Reports

= ({pfutura bank

Reports

=
Report Name File Identifier wise Party User Ma T

PDF
DAILY

13/2010:2
P *308

Field Description

Field Name
Report Name

Report Format

Select Frequency

Administrator Approver ATM/Branch English

Q ™ Welcome, Macs Admin «
Last login 13 May 10:10 AM

B  stop Generating 05/27/20 10:25 50

Sunrise Coffee
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Description
Select the type of report to be generated.

Select the format in which the report is to be generated.

The options with Oracle Analytics Publisher are:

e PDF
e XLS
The options with Internal Reporting Application are:
e PDF
e CSV

Select the frequency at which the report is to be generated.

The options are:

e Once
e Daily
o  Weekly
e Monthly
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Field Name Description

Start Generating Start date of the date range from which you want to generate the
report.

Stop Generating End date of the date range up-to which you want to generate the
report.

View Scheduled Link to view all the reports that are scheduled under a party mapped

Report to the logged in user.

20.2.1 View Scheduled Reports

Using this option, Corporate Administrator can view all the reports and its details that are scheduled
under a party mapped to the user.
To view the scheduled reports:

1. Click the Scheduled tab. The scheduled report generation screen appears.

2. Click the View Scheduled Reports link.
The Scheduled Reports screen appears.

Scheduled Reports

System Administrator ATM/Branch English ™' UBS 14.3 AT3 Branch

= Welcome, Sweta Thak
= (@futura bank QD Weisame Sueta Thakur

Scheduled Reports

cleer

Report Name Report Id Schedule Frequency Start Date End Date

Biller Registration Report 300424390012 DAILY 2020-04-30T19:25:00 2020-05-31719:25:00

Copyright ® 2006, 2020, Oracle and/or ts affiliates. All rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description

Search
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Field Name

Report Name
Search Results
Report Name

Report ID

Schedule Frequency

Start Date

End Date

Report Generation

Description

Name of the scheduled reports.

Name of the scheduled reports.
IDs of the reports that are scheduled.
The frequency at which the report is scheduled.

Date from which the report will be generated as per the frequency
defined.

Date till which the report will be generated as per the frequency
defined.

3. Click on desired Report ID to view the details of the scheduled report. The View Reports
Schedule screen appears.

OR

Click on the

you want to view.

icon against the Report ID, to select the Report from the list, which
The searched report appears in the search result section.

Click the Report ID to view the details of the scheduled report.

View Reports Schedule

Stop Date

Scheduled By superadmin

m Back

28 Jun 2018 12:00:00 AM

Administrator Approver ATM/Branch English

—_ . . . . O D wel
= @Tutura pank Q o=
View Report Schedule
Report Name File Identifier wise Party User Mapping Report NP
Report Id 060622740473 =
Report Format PDF I
Report Frequency ONCE Tins

duled Reports link
provided on the same page.
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Field Description

Field Name Description

Report Name Name of the scheduled report.

Report ID ID of the scheduled report.

Report Format The report format of the scheduled report.

Report Frequency The frequency at which the reports are scheduled to run.

Start Date Date from which the report will be generated as per the frequency
defined.

Stop Date Date till which the report will be generated as per the frequency
defined.

Scheduled By User ID of the user who scheduled the report generation.

20.2.2 Edit Scheduled Reports

Using this option, Corporate Administrator can edit the parameters defined for scheduled reports.
These changes are applied to generate the reports of next scheduled cycle.

To edit the scheduled reports:

1.
2.

Click the Schedule tab. The scheduled report generation screen appears.

Click the View Scheduled Reports link.
The Scheduled Reports screen appears.

Click on desired Report ID to edit the details of the scheduled report. The View Report
Schedule screen appears.

Click Edit to modify the report schedule. The Edit Report Schedule screen appears.
8I§:k Delete to delete the report schedule.

8I§:k Cancel to cancel the transaction.

8I|i-\:;k Back to navigate to the previous screen.
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Edit Reports Schedule

= (i@ futura bank

Edit Report Schedule

Administrator Approver

ATM/Branch

File Identifier wise Party User Mapping Report

English

Field Description
Field Name

Report Name

Report ID

Report Format

Report Frequency

Start Generating

Stop Generating

Scheduled By

060622740473 [=]
PDF v I
Repor ONCE o Tips
Start Generating 06/28/18 ]
lled By superadmin
-1 =
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Description

Name of the scheduled reports.

Name of the report will be displayed in non-editable form.

ID of the reports that are scheduled.

This is a non-editable field.
The report format of the scheduled report.

The frequency of the scheduled report.

The options are:

e Once
o Daily
o Weekly
e Monthly

The start date of the scheduled report.

This field can be edited only if the date and time is in future.
The date till which the report is to be generated.

User ID of the user who scheduled the report generation.

20-7
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Modify the details, if required. You can modify the Report Format, Report Frequency Start
generation date and time (if future date) and Stop Generating date and time.

Click Save to save the changes. The Confirm Edit Report Schedule screen appears.
OR

Click Back to navigate to the previous screen.

OR

Click Cancel to cancel the transaction.

Click Confirm.

The user will be navigated back to the create screen.
OR

Click Cancel to cancel the transaction.

The success message of goal category creation appears.
Click Ok to close the screen and navigate to the dashboard.

20.2.3 Delete Scheduled Reports

The Corporate Administrator can delete the scheduled reports which are no longer required.

To delete account and transaction access for the user:

1.

In the Reports screen, click the Schedule tab. The scheduled report generation screen
appears.

Click the View Scheduled Reports link.
The Scheduled Reports screen appears.

Click on desired Report ID to delete the scheduled report. The View Report Schedule
screen appears.

Click Delete.
The application will prompt the administrator with a deletion message.
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Delete Reports Schedule

Delete Scheduled Report Request

Are you sure want to delete the scheduled of the Report Id - 060622740473 2

Delete Cancel

5. Click Confirm to proceed with the deletion request. It will navigate to confirmation page
with a success message and the status.

6. Click Ok to close the screen and navigate to the dashboard.

20.3 List of Reports

Below are the list of reports that the corporate admin can schedule for generation or can download
on an adhoc basis

e  File Identifier wise Party User Mapping Report
e  Party User wise File Identifiers Mapping Report
e  Party wise File Identifiers Mapping Report

e Party wise Payee Maintenance Report

e  Party wise User Groups Report

e  Party wise Workflows Report

e  Party wise Approval Rules Report
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20.4 File Identifier wise Party User Mapping Report

File Identifiers wise Party User Mapping report provides the summary of user IDs mapped to each
file identifiers under party ID associated to the corporate.

User has to select a format in which the report needs to be generated. The generation of both
Adhoc and Scheduled reports are supported.

How to reach here:

Corporate Administrator Dashboard > Toggle menu > Report > Report Generation

20.4.1 File Identifier wise Party User Mapping - Adhoc Report

File Identifier wise Party User Mapping Adhoc reports are generated on demand or on request.
Generated reports can be viewed using ‘My Reports’ screen.
To generate the File Identifier wise Party User Mapping adhoc report:

1. Click the Adhoc tab.

2. From the Report Name list, select the appropriate report to be generated.
The receptive report generation screen appears.

File Identifier wise Party User Mapping - Adhoc Report

Administrator Approver ATM/Branch English

= (futura bank Q ) wecame as Aoy

Reports

*k308 Party Name Sunrise Coffee

—
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Field Description

Field Name Description

Report Name Select the type of report to be generated.
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Field Name Description

Report Format Select the format in which the report is to be generated.
The options with Oracle Analytics Publisher are:
e PDF

The options with Internal Reporting Application are:

e PDF

e CSV
Party ID Party ID of the corporate.
Party Name Party name of the corporate.

From the Report Format list, select the format in which the report is to be generated.

Click Generate Report to view and generate the report.
OR

Click Cancel to cancel the transaction.

OR

Click Clear to reset the search parameters.

5. The success message along with the reference number, status and Report Request Id
appears. Click Ok to close the screen and navigate to the dashboard.
OR
Click on the View Reports link to download the report. The user is directed to the My
Reports screen. The list of reports appears.
OR
Click Generate another report to generate another report.

6. In the My Reports screen, click on desired Report Sub ID to view and download the
generated report. A report will be generated in the format specified at the time of
scheduling or generating an adhoc report.

Note: You can also download the requested report from Administrator Dashboard > Toggle
Menu > Reports > My Reports.
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For reference, a specimen of the report generated is given below:

File Identifier wise Party User Mapping i futura bank
Party Id: 000981 | Party Name: Raytheon Incorporation
File Identifier  FiSalary Transaction Type - International Funds Transfer Approval Type: FILE LEVEL
(Code:
Sr No User Name User Id
1 May Jones risemakert
1 Reportgenerated by | 26 Dec 2017, 07:04

Field Description

Field Name Description

Report Parameters

Party ID The party ID of the corporate.
Party Name Party name of the corporate.

File Identifier Code The file identifier code mapped to the users.

Transaction Type The transaction type associated with the file identifier code.
Approval Type Approval type for the file - either Record or File.

Sr. No Serial number of the records.

User Name Name of the user to whom the file identifiers are mapped.
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Field Name

User ID

Report Generation

Description

ID of the user.

20.4.2 File Identifier wise Party User Mapping - Schedule Report

The reports that are generated in specific time frame such as daily, weekly, monthly, quarterly, and

annually are categorized under schedule reports.

To generate the File Identifier wise Party User Mapping schedule report:

1. Click the Schedule tab.

2. From the Report Name list, select the appropriate report to be generated.

The receptive report generation screen appears.

File Identifier wise Party User Mapping

= (ipfutura bank

Administrator Approver ™ ATM/Branch English

Welcome, Macs Admin «
Last login 13 May 10110 AM

Q ™

Reports

Adhoc Schedule

e EEKLY
5/13/20 10:3
308

Field Description

Field Name

Report Name

File Identifier wise Party User Ma

&

05/28/2010:35

&

Sunrise Coffee
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Description

Select the type of report to be generated.
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Field Name Description

Report Format Select the format in which the report is to be generated.

The options with Oracle Analytics Publisher are:
e PDF

The options with Internal Reporting Application are:

e PDF
e CSV
Select Frequency Select the frequency at which the report is to be generated.

The options are:

e Once
e Daily
o Weekly
¢ Monthly
Start Generating Date from which the report is to be generated as per the frequency
defined.
Stop Generating Date till which the report is to be generated as per the frequency
defined.
Party ID Party ID of the corporate.
Party Name Party name of the corporate.
View Scheduled Link to view all the reports that are scheduled.
Report
3. From the Report Format list, select the format in which the report is to be generated.
4. From the Select Frequency list, select the appropriate option.
5. From the Start Generating and Stop Generating list, select the appropriate duration.
6. Click Schedule Report to view and generate the report.

OR

Click Cancel to cancel the transaction.

OR

Click Clear to reset the search parameters.

OR

Click the View Scheduled Reports link to view all the scheduled reports. The Scheduled
Reports screen appears.

The success message along with the reference number, status and Report Request Id
appears. Click Ok to close the screen and navigate to the dashboard.

OR

Click on the View Reports link to download the report. The user is directed to the My
Reports screen. The list of reports appears.
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OR
Click Schedule another Report to generate another report.

8. In the My Reports screen, click on desired Report Sub ID to view and download the
generated report. A report will be generated in the format specified at the time of
scheduling or generating an adhoc report.

Note: You can also download the requested report from Administrator Dashboard > Toggle
Menu > Reports > My Reports > Scheduled Reports.

20.5 Party wise File Identifiers Mapping Report

Party wise file identifier mapping report provides summary of file identifiers mapped to party ID of
the corporate.

User has to select a format in which the report needs to be generated. The generation of both
Adhoc and Scheduled reports are supported.

How to reach here:

Corporate Administrator Dashboard > Toggle menu > Reports > Report Generation

20.5.1 Party wise File Identifiers Mapping - Adhoc Report

Party wise File Identifiers Mapping Adhoc reports are generated on demand or on request.
Generated reports can be viewed using ‘My Reports’ screen.
To generate the Party wise File Identifiers Mapping adhoc report:

1. Click the Adhoc tab.

2. From the Report Name list, select the appropriate report to be generated.
The receptive report generation screen appears.

20-15 ORACLE



Report Generation

Party wise File Identifiers Mapping - Adhoc Report

Administrator Approver % ATM/Branch
= Wpfutura bank Q & Welcome

Reports

rty wise File Identifiers Mappin

308 Party Name Sunrise Coffee

Generate Report Cancel
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Field Description

Field Name Description
Report Name Select the type of report to be generated.
Report Format Select the format in which the report is to be generated..

The options with Oracle Analytics Publisher are:
e PDF

The options with Internal Reporting Application are:

e PDF

e CSV
Party ID Party ID of the corporate.
Party Name Party name of the corporate.

From the Report Format list, select the format in which the report is to be generated.

Click Generate Report to view and generate the report.
OR

Click Cancel to cancel the transaction.

OR

Click Clear to reset the search parameters.

5. The success message along with the reference number, status and Report Request Id
appears. Click Ok to close the screen and navigate to the dashboard.
OR
Click on the View Reports link to download the report. The user is directed to the My
Reports screen. The list of reports appears.
OR
Click Generate another report to generate another report.
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6. In the My Reports screen, click on desired Report Sub ID to view and download the
generated report. A report will be generated in the format specified at the time of
scheduling or generating an adhoc report.

Note: You can also download the requested report from Administrator Dashboard > Toggle
Menu > Reports > My Reports.

For reference, a specimen of the report generated is given below:

Party wise File Identifiers Mapping (@ futura bank
Party Id : 000981 | Party Name : Raytheon Incorporation

Sr  File Identifier Description File Type Transaction Type Accounting Type Approval Type File Template Format Type
No  Code
1 FlSalary Fl Salary DELIMITED International SDMC FILE LEVEL InterationalFTS CSY
Funds Transfer
1 26 Dec 2017, 0707

Field Description

Field Name Description

Report Parameters

Party ID Party ID of the corporate.
Party Name Party name of the corporate.
Sr. No Serial number of the records.

File Identifier Code The file identifier codes mapped to the specific party.
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Description Description of file identifiers mapped to the party.

File Type File type of file identifiers mapped to the party.
Transaction Type Transaction type of file identifiers mapped to the party.
Accounting Type The accounting type of file identifiers mapped to the party.
Approval Type Approval type of file identifiers mapped to the party.

File Template File template of file identifiers mapped to the party.
Format Type Format type of file identifiers mapped to the party.

20.5.2 Party wise File Identifiers Mapping - Schedule Reports

The reports that are generated in specific time frame such as daily, weekly, monthly, quarterly, and
annually are categorized under schedule reports.
To generate the Party wise File Identifiers Mapping schedule report:

1. Click the Schedule tab.

2. From the Report Name list, select the appropriate report to be generated.
The receptive report generation screen appears.

Party wise File Identifiers Mapping - Schedule Report

Administrator Approver > ATM/Branch English ™

= (@futura bank Q © Welcome Macs Admin \,

Last login 13 May 10:10 AM

Reports

05/13/20 1045 B  ston Generating 05/31/20 10:45 &

Sunrise Coffee

Schedule Report Clear provided on tl
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Field Description

Field Name Description
Report Name Select the type of report to be generated.
Report Format Select the format in which the report is to be generated.

The options with Oracle Analytics Publisher are:
e PDF

The options with Internal Reporting Application are:

e PDF
e CSV
Select Frequency Select the frequency at which the report is to be generated.

The options are:

e Once
e Daily
o Weekly
e Monthly
Start Generating Date from which the report is to be generated as per the frequency
defined.
Stop Generating Date till which the report is to be generated as per the frequency
defined.
Party ID Party ID of the corporate.
Party Name Party name of the corporate.
View Scheduled Link to view all the reports that are scheduled.
Reports
3 From the Report Format list, select the format in which the report is to be generated.
4, From the Select Frequency list, select the appropriate option.
5 From the Start Generating and Stop Generating list, select the appropriate duration.
6 Click Schedule Report to view and generate the report.

OR

Click Cancel to cancel the transaction.

OR

Click Clear to reset the search parameters.

OR

Click the View Scheduled Reports link to view all the scheduled reports. The Scheduled
Reports screen appears.
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7. The success message along with the reference number, status and Report Request Id
appears. Click Ok to close the screen and navigate to the dashboard.
OR
Click on the View Reports link to download the report. The user is directed to the My
Reports screen. The list of reports appears.
OR
Click Schedule another Report to generate another report.

8. In the My Reports screen, click on desired Report Sub ID to view and download the
generated report. A report will be generated in the format specified at the time of
scheduling or generating an adhoc report.

Note: You can also download the requested report from Administrator Dashboard > Toggle
Menu > Reports > My Reports > Scheduled Reports.

20.6 Party User wise File Identifiers Mapping Report

Party User wise File Identifiers Mapping Report provides a summary of file identifiers mapped to
each user of a specific party.

User has to select a format in which the report needs to be generated. The generation of both
Adhoc and Scheduled reports are supported.
How to reach here:

Corporate Administrator Dashboard > Toggle menu > Reports > Report Generation

20.6.1 Party User wise File Identifiers Mapping - Adhoc Report

Party User wise File Identifiers Mapping Adhoc reports are generated on demand or on request.
Generated reports can be viewed using ‘My Reports’ screen.

To generate the Party User wise File Identifiers Mapping adhoc report:
1. Click the Adhoc tab.

2. From the Report Name list, select the appropriate report to be generated.
The receptive report generation screen appears.
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Party User wise File Identifiers Mapping - Adhoc Reports

Administrator Approver

= (@ futura bank

Reports

Schedule

Party User wise File Identifiers M

k308 Party Name Sunrise Coffee

Field Description

Q @

Report Generation

ATM/Branch English V"

Welcome, Macs Admin
Last login 13 May 10:10 AM

Field Name Description
Report Name Select the type of report to be generated.
Report Format Select the format in which the report is to be generated..

The options with Oracle Analytics Publisher are:

« PDF

The options with Internal Reporting Application are:

e PDF
Party ID Party ID of the corporate.
Party Name Party name of the corporate.

From the Report Format list, select the format in which the report is to be generated.

4. Click Generate Report to view and generate the report.
OR
Click Cancel to cancel the transaction.
OR
Click Clear to reset the search parameters.

5. The success message along with the reference number, status and Report Request Id
appears. Click Ok to close the screen and navigate to the dashboard.

OR

Click on the View Reports link to download the report. The user is directed to the My

Reports screen. The list of reports appears.
OR
Click Generate another report to generate another report.
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6. In the My Reports screen, click on desired Report Sub ID to view and download the
generated report. A report will be generated in the format specified at the time of
scheduling or generating an adhoc report.

Note: You can also download the requested report from Administrator Dashboard > Toggle

Menu > Reports > My Reports.

For reference, a specimen of the report generated is given below:

Party User wise File Identifiers Mapping Ii’nfutura bank
Party Id : 000981 | Party Name : Raytheon Incorporation

User Name - May Jones UserId - risemaker1

File Identifier Code Description File Type Transaction Type Accounting Type Approval Type File Template Format Type
FlSalary Fl Salary DELIMITED International SDMC FILE level InternationalFTS C3SV
Funds Transfer DMC

jenerated by | 26 Dec 2017, 07:06

Field Description

Field Name Description

Report Parameters

Party ID Party ID of the corporate.

Party Name Party name of the corporate
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Field Name

User Name

User ID

File Identifier Code
Description

File Type
Transaction Type
Accounting Type
Approval Type
File Template

Format Type

Report Generation

Description

Name of the users to whom the file identifiers are mapped.
User ID of the user.

The file identifier code mapped to the users.

Description of the file identifier mapped to the user.

File type of the file identifier mapped to the user.
Transaction type of the file identifier mapped to the user
The accounting type of the file identifier mapped to the user.
Approval type of the file identifier mapped to the user

File template of the file identifier mapped to the user.

Format type of the file identifier mapped to the user.

20.6.2 Party User wise File Identifiers Mapping - Schedule Report

The reports that are generated in specific time frame such as daily, weekly, monthly, quarterly, and
annually are categorized under schedule reports.

To generate the Party User wise File Identifiers Mapping schedule report:
1. Click the Schedule tab.

2. From the Report Name list, select the appropriate report to be generated.
The receptive report generation screen appears.
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Party User wise File Identifiers Mapping - Schedule Report

Administrator Approver ATM/Branch English

= tl'Dfqura bank Q & ~eLao”rnge”r1"’:chrln‘ v

Reports

Adhoc Schedule

Party User wise File Identifiers M

POF

WEEKLY

05/13/20 10:40 g 05/28/20 10:40 B

#5308

—

Sunrise Coffee
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Field Description

Field Name Description
Report Name Select the type of report to be generated.
Report Format Select the format in which the report is to be generated.

The options with Oracle Analytics Publisher are:
e PDF

The options with Internal Reporting Application are:
e PDF

Select Frequency Select the frequency at which the report is to be generated.

The options are:

e Once
e Daily
o Weekly
e Monthly
Start Generating Date from which the report is to be generated as per the frequency
defined.
Stop Generating Date till which the report is to be generated as per the frequency
defined.
Party ID Party ID of the corporate.
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Field Name Description

Party Name Party name of the corporate.

View Scheduled Link to view all the reports that are scheduled.
Reports

From the Report Format list, select the format in which the report is to be generated.

3

4. From the Select Frequency list, select the appropriate option.

5 From the Start Generating and Stop Generating list, select the appropriate duration.
6

Click Schedule Report to view and generate the report.

8I§:k Cancel to cancel the transaction.

8I§:k Clear to reset the search parameters.

8I§:k the View Scheduled Reports link to view all the scheduled reports. The Scheduled
Reports screen appears.

7. The success message along with the reference number, status and Report Request Id
appears. Click Ok to close the screen and navigate to the dashboard.
OR
Click on the View Reports link to download the report. The user is directed to the My
Reports screen. The list of reports appears.
OR
Click Schedule another Report to generate another report.

8. In the My Reports screen, click on desired Report Sub ID to view and download the
generated report. A report will be generated in the format specified at the time of
scheduling or generating an adhoc report.

Note: You can also download the requested report from Administrator Dashboard > Toggle
Menu > Reports > My Reports > Scheduled Reports.

Party wise Payee Maintenance Report

Party wise Payee Maintenance Report provides summary of account and draft payees maintained
under a specific party ID.

User has to select a format in which the report needs to be generated. The Corporate administrator
can generate reports under the following two categories. The generation of both Adhoc and
Scheduled reports are supported.

How to reach here:

Corporate Administrator Dashboard > Toggle menu > Reports > Report Generation

20.7.1 Party wise Payee Maintenance Report - Adhoc Report

Party wise Payee Maintenance Adhoc reports are generated on demand or on request. Generated
reports can be viewed using ‘My Reports’ screen.

To generate the Party wise Payee Maintenance adhoc report:
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1. Click the Adhoc tab.

2. From the Report Name list, select the appropriate report to be generated.
The receptive report generation screen appears.

Party wise Payee Maintenance - Adhoc Reports

Administrator Approver ATM/Branch English VvV

Q & Welcome Macs Admin
Last login 13 May 10:10 AM

= (@ futura bank

Reports

——— N

**308 Party Name Sunrise Coffee

re
Generate Report Cancel Clear N
which
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Field Description

Field Name Description
Report Name Select the type of report to be generated.
Report Format Select the format in which the report is to be generated..

The options with Oracle Analytics Publisher are:
e PDF

The options with Internal Reporting Application are:

e PDF
Party ID Party ID of the corporate.
Party Name Party name of the corporate.

3. From the Report Format list, select the format in which the report is to be generated.

Click Generate Report to view and generate the report.
OR

Click Cancel to cancel the transaction.

OR

Click Clear to reset the search parameters.

5. The success message along with the reference number, status and Report Request Id
appears. Click Ok to close the screen and navigate to the dashboard.
OR

20-26 ORACLE



Report Generation

Click on the View Reports link to download the report. The user is directed to the My
Reports screen. The list of reports appears.

OR

Click Generate another report to generate another report.

6. In the My Reports screen, click on desired Report Sub ID to view and download the
generated report. A report will be generated in the format specified at the time of
scheduling or generating an adhoc report.

Note: You can also download the requested report from Administrator Dashboard > Toggle
Menu > Reports > My Reports.
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For reference, a specimen of the report generated is given below:

Party wise Payee Maintenance
Parly Id - 001164 | Party Name : Exxon Mobil

Report Generation

i futura bank

Account Payees

Payee-Biller Name Account Type Account Details NickName Created By Access Type
DoMichael? DOMESTIC 9823u40joo MichaelDomNick rkcorpusert Private
HDFC Bank Lid
DomRihnna DOMESTIC 0234002009 RihanaDomNick rkcorpuserd Private
HDFC Bank Lid
DomRiyal DOMESTIC UYDYID34703 RiyaDomNick1 rkcorpusert Private
HDFC Bank Lid
DomRiya2 DOMESTIC UYDYID34703 RiyaDomNick2 rkcorpusert Private
HDFC Bank Lid
DomRiya3 DOMESTIC UYDYID34703 RiyaDomNick3 rkcorpuserd Private
HDFC Bank Lid
DomSuhanat DOMESTIC 78409TCFTUOFO DomSuhanaNick1 rkcorpusert Public
HDFC Bank Lid
DomsSuhanati DOMESTIC 78409TCFTUOFO DomSuhanaNick11 rkcorpusert Public
HDFC Bank Lid
[TJack1 INTERNATIONAL CKICUTT878 ITJackNick1 rkcorpusert Private
BANK OF CYPRUS
[TJack2 INTERNATIONAL CKICUTT878 ITJackNick2 tkcorpusert Private
BANK OF CYPRUS
ITJack3 INTERNATIONAL CKICUT77878 ITJackNick3 rkcorpusert Private
BANK OF CYPRUS
[TSparow1 INTERNATIONAL IC47TJCGITATT ITSparowNick1 rkcorpusert Private
ANGLO IRISH BANK
CORPORATION PLC
LucyIT1 INTERNATIONAL 190100183 LosDelRIDD 1Nick1 rkcorpusert Public
Bank of Bahrain

1 Report generated by Corp User1 | D6 Nov 2017, 12:04

Field Description

Field Name

Description

Report Parameters

Party ID

Party Name

Party ID of the corporate.

Party name of the corporate.
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Field Name

Report Parameters

Report Generation

Description

Below field appears for Account type payee

Payee Name
Account Type

Account Details

Nickname

Created By

Access Type

Report Parameters

Name of the payee.
Type of account associated with the payee.

The details of the account i.e. the account number of the payee’s
account.

Account nickname of the payee to identify the account for fund
transfer.

ID of the corporate user who created a payee.

The access type of the payee.
The options are:
e Public

e Private

Below field appears for Demand Draft type payee.

Payee Name

Draft Type

Draft Favouring
Created By

Access Type

Name of the payee.

Type of draft associated with the Payee.
The type can be:

e Domestic

e International

Draft favouring details.
ID of the corporate user who created a payee.

The access type for payee.
The options are:
e Public

e Private
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20.7.2 Party wise Payee Maintenance - Schedule Report

The reports that are generated in specific time frame such as daily, weekly, monthly, quarterly, and
annually are categorized under schedule reports.
To generate the Party wise Payee Maintenance schedule report:

1. Click the Schedule tab.

2. From the Report Name list, select the appropriate report to be generated.
The receptive report generation screen appears.

Party wise Payee Maintenance - Schedule Report

Administrator Approver ATM/Branch English

= (@futura bank Q ™ euo(r“ugehral-’s Hglm V)

Reports

DAILY
05/13/20 10:50 B  stop Generating 05/28/20 1050 [
*308 Sunrise Coffee
on

Schedule Report Clea provided on the s:

Field Description

Field Name Description
Report Name Select the type of report to be generated.
Report Format Select the format in which the report is to be generated.

The options with Oracle Analytics Publisher are:
e PDF

The options with Internal Reporting Application are:
e PDF
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Field Name Description

Select Frequency Select the frequency at which the report is to be generated.

The options are:

e Once
o Daily
e Weekly
e Monthly
Start Generating Date from which the report is to be generated as per the frequency
defined.
Stop Generating Date till which the report is to be generated as per the frequency
defined.
Party ID Party ID of the corporate.
Party Name Party name of the corporate.
View Scheduled Link to view all the reports that are scheduled.
Reports
3. From the Report Format list, select the format in which the report is to be generated.
4. From the Select Frequency list, select the appropriate option.
5. From the Start Generating and Stop Generating list, select the appropriate duration.
6. Click Schedule Report to view and generate the report.

OR

Click Cancel to cancel the transaction.

OR

Click Clear to reset the search parameters.

OR

Click the View Scheduled Reports link to view all the scheduled reports. The Scheduled
Reports screen appears.

The success message along with the reference number, status and Report Request Id
appears. Click Ok to close the screen and navigate to the dashboard.

OR

Click on the View Reports link to download the report. The user is directed to the My
Reports screen. The list of reports appears.

OR

Click Schedule another Report to generate another report.

In the My Reports screen, click on desired Report Sub ID to view and download the
generated report. A report will be generated in the format specified at the time of
scheduling or generating an adhoc report.

Note: You can also download the requested report from Administrator Dashboard > Toggle

Menu > Reports > My Reports > Scheduled Reports.
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20.8 Party wise Approval Rules Report

Party wise Approval Rules Report provides a summary of transaction pending for approval under
a specific party ID.

User has to select a format in which the report needs to be generated. The generation of both
Adhoc and Scheduled reports are supported.
How to reach here:

Corporate Administrator Dashboard > Toggle menu > Reports > Report Generation

20.8.1 Party wise Approval Rules - Adhoc Report

Party wise Approval Rules Adhoc reports are generated on demand or on request. Generated
reports can be viewed using ‘My Reports’ screen.

To generate the Party wise Approval Rules adhoc report:
1. Click the Adhoc tab.

2. From the Report Name list, select the appropriate report to be generated.
The receptive report generation screen appears.

Party wise Approval Rules - Adhoc Report

System Administrator % ATM/Branch English UBS 14.3 AT3 Branch %'
= Welcome, Sweta Thakur
= ifpfutura bank o D e v

Last login 30 Apr 05:40 PM

Reports

Party wise Approval Rules Report

308 Party Mame Sunrise Coffee

JR—— m
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Field Description
Field Name Description

Report Name Select the type of report to be generated.
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Field Name Description

Report Format Select the format in which the report is to be generated.
The options with Oracle Analytics Publisher are:
e PDF

The options with Internal Reporting Application are:

e PDF

e CSV
Party ID Party ID of the corporate.
Party Name Party name of the corporate.

From the Report Format list, select the format in which the report is to be generated.

Click Generate Report to view and generate the report.
OR

Click Cancel to cancel the transaction.

OR

Click Clear to reset the search parameters.

5. The success message along with the reference number, status and Report Request Id
appears. Click Ok to close the screen and navigate to the dashboard.
OR
Click on the View Reports link to download the report. The user is directed to the My
Reports screen. The list of reports appears.
OR
Click Generate another report to generate another report.

6. In the My Reports screen, click on desired Report Sub ID to view and download the
generated report. A report will be generated in the format specified at the time of
scheduling or generating an adhoc report.

Note: You can also download the requested report from Administrator Dashboard > Toggle
Menu > Reports > My Reports.
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For reference, a specimen of the report generated is given below:

([ futura bank

Party wise Approvals Rules
Party Id: 000841 | Party Name : EMI Music Publishing Ltd

JACCOUNT FINANCIAL-

Transaction Date Description Account Details  Amount Initiated By Reference NumberStatus

[ACCOUNT NON FINANCIAL-

Transaction Date Description Account Defails  Amount Initiated By Reference NumberStatus

PAYMENTS-
Transaction Date Description From Account Amount Payee Account  Initiated By Reference Status
Details Number

[BULK FILE-
Transaction Date Description Transaction Type File Name File Amount Initiated By Reference Status
Number

BULK RECORD-
Transaction Date Description Debit Account Amount Payee Account  Initiated By Reference Status
Number Details Number

PAYEE AND BILLER-

Transaction Date Payee-Biller Name Payee fype Category Initiated By Reference NumberStatus

erated by Admin Auto | 28 Sep 2017, 13:53
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Field Description
Field Name Description
Report Parameters- Account Financial and Non-Financial
Party ID Party ID of the corporate.
Party Name Party name of the corporate.

Accounts Financial/ Accounts Non Financial

Transaction Date Date of transaction initiation.

Description Description of the transaction.

Account Details Accounts details of transaction.

Amount Amount for transaction.

Initiated By Name of the user who has initiated the transaction.
Reference Number Reference number of transaction.

Status Status of the transaction.

Report Parameters- Payments

Transaction Date Date of the transaction initiation.

Description Description of the transaction.

From Account The account from which the funds are to be debited
Amount Transactions amount.

Payee Account Name and account details of the payee.

Details

Initiated By Name of the user who has initiated the transaction.
Reference Number Reference number of transaction.

Status Status of the transaction.

Report Parameters- Bulk File

Transaction Date Date of the transaction initiation.
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Field Name
Description
Transaction Type
File Name

File Amount
Initiated By
Reference Number

Status

Report Generation

Description

Description of the transaction.

Transaction Type.

File name of the bulk file uploaded by the user.
File amount.

Name of the user who has initiated the transaction.
Reference number of transaction.

Status of the transaction.

Report Parameters- Bulk Record

Transaction Date
Description

Debit Account
Number

Amount

Payee Account
Details

Initiated By
Reference Number

Status

Date of the transaction initiation.
Description of the transaction.

The account from which the funds are to be debited.

The amount of the transaction.

Name and account details of the payee.

Name of the user who has initiated the transaction.
Reference number of transaction.

Status of the transaction.

Report Parameters- Payee and Biller

Transaction Date
Payee-Biller Name
Payee Type
Category

Initiated By

Date of the transaction initiation.
Payee/ biller name.

Payee Type.

Payee Category.

Name of the user who has initiated the transaction.
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Field Name Description
Reference Number Reference number of transaction.
Status Status of the transaction.

20.8.2 Party wise Approval Rules - Schedule Reports

The reports that are generated in specific time frame such as daily, weekly, monthly, quarterly, and
annually are categorized under schedule reports.

To generate the Party wise Approval Rules schedule report:
1. Click the Schedule tab.
2. From the Report Name list, select the appropriate report to be generated.
The receptive report generation screen appears.

Party wise Approval Rules - Schedule Report

System Administrator ' ATM/Branch English ' UBS 14.3 AT3 Branch '
- Welcome, Sv Thakur
= 1r9futura bank Q N@ Last login 30 Apr 05:40 PM v
Reports
Adhoc Schedule
sy
[=!
Report Name Party wise Approval Rules Repart I;
Besart Farmat POF
Tips
Select Frequen WEEKLY
04/30/20 20:00 o 04/01/21 20:00 8
=308 Sunrise Coffee

Schedule Report Clea
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Field Description

Field Name Description
Report Name Select the type of report to be generated.
Report Format Select the format in which the report is to be generated.

The options with Oracle Analytics Publisher are:
e PDF

The options with Internal Reporting Application are:

e PDF
e CSV
Select Frequency Select the frequency at which the report is to be generated.

The options are:

e Once
e Daily
o Weekly
e Monthly
Start Generating Date from which the report is to be generated as per the frequency
defined.
Stop Generating Date till which the report is to be generated as per the frequency
defined.
Party ID Party ID of the corporate.
Party Name Party name of the corporate.
View Scheduled Link to view all the reports that are scheduled.
Reports
3 From the Report Format list, select the format in which the report is to be generated.
4, From the Select Frequency list, select the appropriate option.
5 From the Start Generating and Stop Generating list, select the appropriate duration.
6 Click Schedule Report to view and generate the report.

OR

Click Cancel to cancel the transaction.

OR

Click Clear to reset the search parameters.

OR

Click the View Scheduled Reports link to view all the scheduled reports. The Scheduled
Reports screen appears.
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7. The success message along with the reference number, status and Report Request Id
appears. Click Ok to close the screen and navigate to the dashboard.
OR
Click on the View Reports link to download the report. The user is directed to the My
Reports screen. The list of reports appears.
OR
Click Schedule another Report to generate another report.

8. In the My Reports screen, click on desired Report Sub ID to view and download the
generated report. A report will be generated in the format specified at the time of
scheduling or generating an adhoc report.

Note: You can also download the requested report from Administrator Dashboard > Toggle
Menu > Reports > My Reports > Scheduled Reports.

Party wise User Groups Report

Party wise User Group Report provides a summary of User Groups created under a specific party
ID.

User has to select a format in which the report needs to be generated. The generation of both
Adhoc and Scheduled reports are supported.

How to reach here:

Corporate Administrator Dashboard > Toggle menu > Reports > Report Generation

20.9.1 Party wise User Groups - Adhoc Report

Party wise User Groups Adhoc reports are generated on demand or on request. Generated reports
can be viewed using ‘My Reports’ screen.
To generate the Party wise User Groups adhoc report:

1. Click the Adhoc tab.

2. From the Report Name list, select the appropriate report to be generated.
The receptive report generation screen appears.
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Party wise User Groups - Adhoc Reports

Administrator Approver ATM/Branch English

= Mfutura bank Q@ Ve ey

Reports

Party wise User Groups Report

308 Rarty Name Sunrise Coffee

Generate Report Cancel Clear
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Field Description

Field Name Description
Report Name Select the type of report to be generated.
Report Format Select the format in which the report is to be generated.

The options with Oracle Analytics Publisher are:
e PDF

The options with Internal Reporting Application are:

e PDF
Party ID Party ID of the corporate.
Party Name Party name of the corporate.

From the Report Format list, select the format in which the report is to be generated.

Click Generate Report to view and generate the report.
OR

Click Cancel to cancel the transaction.

OR

Click Clear to reset the search parameters.

5. The success message along with the reference number, status and Report Request Id
appears. Click Ok to close the screen and navigate to the dashboard.
OR
Click on the View Reports link to download the report. The user is directed to the My
Reports screen. The list of reports appears.
OR
Click Generate another report to generate another report.
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6. In the My Reports screen, click on desired Report Sub ID to view and download the
generated report. A report will be generated in the format specified at the time of
scheduling or generating an adhoc report.

Note: You can also download the requested report from Administrator Dashboard > Toggle
Menu > Reports > My Reports.

For reference, a specimen of the report generated is given below:

Party wise User Group 'erUtUI‘a bank

Party Id : 001164 | Party Name : Exxon Mobil

. rkcorpuseri Group Description: Number of Users:
SrNo User Mame User Id
1 Corp User1 rkcorpuseri

Group Code: rkcorpadmint Group Description: Number of Users:
SrNo User Mame User Id
1 Rahul Kamble rkeorpadmini

: rkcorpadmin Group Description: Number of Users:
SrNo User Name User Id
1 Rahul Kamble rkeorpadmin

. rkautocorp Group Description: Number of Users:
SrNo User Name User Id
1 Auto Auth rkautocorp

. corpiniti Group Description: Number of Users:
SrNo User Mame User Id
1 Corp Initd «corpiniti
1 Report generated by Mustufa Gari | 27 Oct 2017, 07:00
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Field Description
Field Name
Report Parameters
Party ID

Party Name

Group Code
Group Description
Number of Users
Sr. No

User Name

User ID

Report Generation

Description

Party ID of the corporate.

Party name of the corporate.

The group code of the user groups available under a party.

The group description of the user groups available under a party.
Count of the users available in a group.

Serial number of the records.

Name of the users available in a user group.

User ID of the users available in a group.

20.9.2 Party wise User Groups - Schedule Report

The reports that are generated in specific time frame such as daily, weekly, monthly, quarterly, and
annually are categorized under schedule reports.

To generate the Party wise User Groups schedule report:
1. Click the Schedule tab.

2. From the Report Name list, select the appropriate report to be generated.
The receptive report generation screen appears.
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Party wise User Groups — Schedule Report

= (@futura bank

Reports

PDF

WEEKLY

05/13/2011:05

308

Field Description
Field Name
Report Name

Report Format

Select Frequency

Start Generating

Stop Generating

Party 1D

Administrator Approver ATM/Branch English

=
Party wise User Groups Report T

B sopcenemng  05/29/201105 &

Sunrise Coffee

provided on the
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Description

Select the type of report to be generated.

Select the format in which the report is to be generated.
The options with Oracle Analytics Publisher are:

e PDF
The options with Internal Reporting Application are:

e PDF

Select the frequency at which the report is to be generated.

The options are:

e Once
e Daily
o Weekly
e Monthly

Date from which the report is to be generated as per the frequency
defined.

Date till which the report is to be generated as per the frequency
defined.

Party ID of the corporate.
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Field Name Description

Party Name Party name of the corporate.

View Scheduled Link to view all the reports that are scheduled.

Reports
3 From the Report Format list, select the format in which the report is to be generated.
4. From the Select Frequency list, select the appropriate option.
5 From the Start Generating and Stop Generating list, select the appropriate duration.
6 Click Schedule Report to view and generate the report.

OR

Click Cancel to cancel the transaction.

OR

Click Clear to reset the search parameters.

OR

Click the View Scheduled Reports link to view all the scheduled reports. The Scheduled
Reports screen appears.

The success message along with the reference number, status and Report Request Id
appears. Click Ok to close the screen and navigate to the dashboard.

OR

Click on the View Reports link to download the report. The user is directed to the My
Reports screen. The list of reports appears.

OR

Click Schedule another Report to generate another report.

In the My Reports screen, click on desired Report Sub ID to view and download the
generated report. A report will be generated in the format specified at the time of
scheduling or generating an adhoc report.

Note: You can also download the requested report from Administrator Dashboard > Toggle
Menu > Reports > My Reports > Scheduled Reports.
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20.10Party wise Workflows Report

Party wise workflows Report provides a summary of approval workflows created under a specific
party ID.

User has to select a format in which the report needs to be generated. The generation of both
Adhoc and Scheduled reports are supported.

How to reach here:

Corporate Administrator Dashboard > Toggle menu > Reports > Report Generation

20.10.1 Party wise Workflows - Adhoc Report

Party wise Workflows Adhoc reports are generated on demand or on request. Generated reports
can be viewed using ‘My Reports’ screen.

To generate the Party wise Workflows adhoc report:
1. Click the Adhoc tab.

2. From the Report Name list, select the appropriate report to be generated.
The receptive report generation screen appears.

Party wise Workflows - Adhoc Reports

Administrator Approver ATM/Branch English %

= Wiutura bank Qe

Reports

308 Party Name Sunrise Coffee

oeeteepon. il carat |

Copyright © 2006, 2020, Oracle andjor its affiliates. Allrights reserved. | Security Information | Terms and Conditions

20-45 ORACLE



Report Generation

Field Description

Field Name Description
Report Name Select the type of report to be generated.
Report Format Select the format in which the report is to be generated..

The options with Oracle Analytics Publisher are:
e PDF

The options with Internal Reporting Application are:
e PDF

Party ID Party ID of the corporate.

Party Name Party name of the corporate.

3.

From the Report Format list, select the format in which the report is to be generated.

Click Generate Report to view and generate the report.
OR

Click Cancel to cancel the transaction.

OR

Click Clear to reset the search parameters.

The success message along with the reference number, status and Report Request Id
appears. Click Ok to close the screen and navigate to the dashboard.

OR

Click on the View Reports link to download the report. The user is directed to the My
Reports screen. The list of reports appears.

OR

Click Generate another report to generate another report.

In the My Reports screen, click on desired Report Sub ID to view and download the
generated report. A report will be generated in the format specified at the time of
scheduling or generating an adhoc report.

Note: You can also download the requested report from Administrator Dashboard > Toggle

Menu > Reports > My Reports.
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For reference, a specimen of the report generated is given below:

Party wise Workflows

Party Id : 001164 | Party Name : Exxon Mobil

(@ futura bank

Report Generation

Workflow Code:  rkcorpadmint Workflow Description: rkcorpadmini
Approval Levels User Group/User MName
1 rkecorpadmin

Waorkflow Code:  SingleLevelAppWF Workflow Description: Single Level approval WF
Approval Levels User Group/User Mame
1 rkeorpuser1

1 Report generated by Mustufa Gan | 27 Oct 2017, 09:39

Field Description

Field Name Description

Report Parameters

Party ID Party ID of the corporate.
Party Name Party name of the corporate.
Workflow Code Code of the approval workflows maintained under specified party.

Workflow Description Description of the already maintained approval workflow.
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Field Name Description
Approval levels Number of approval levels in each workflow.
User Group/Name User name /group name of the user maintained under a group.

20.10.2 Party wise Workflows — Schedule Report

The reports that are generated in specific time frame such as daily, weekly, monthly, quarterly, and
annually are categorized under schedule reports.

To generate the Party wise Workflows schedule report:
1. Click the Schedule tab.
2. From the Report Name list, select the appropriate report to be generated.
The receptive report generation screen appears.

Party wise Workflows - Schedule Report

Administrator Approver ATM/Branch English ™
= Welcome, Macs Admin
= (pfutura bank Q& e

Reports
Adho: Schedule
she
(=]
Rep: Par lows Repo T
Penort P POF
Tips
s o WEEKLY With this eptio edule reports
ed to customers
o 05/13/2011:05 B  stop Generating 05/28/20 1105 &
Party ID **308 Party Name Sunrise Coffee
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Field Description

Field Name Description
Report Name Select the type of report to be generated.
Report Format Select the format in which the report is to be generated.

The options with Oracle Analytics Publisher are:
e PDF

The options with Internal Reporting Application are:
e PDF

Select Frequency Select the frequency at which the report is to be generated.

The options are:

e Once
e Daily
o Weekly
¢ Monthly
Start Generating Date from which the report is to be generated as per the frequency
defined.
Stop Generating Date till which the report is to be generated as per the frequency
defined.
Party ID Party ID of the corporate.
Party Name Party name of the corporate.
View Scheduled Link to view all the reports that are scheduled.
Report
3. From the Report Format list, select the format in which the report is to be generated.
4. From the Select Frequency list, select the appropriate option.
5. From the Start Generating and Stop Generating lists, select the appropriate duration.
6. Click Schedule Report to view and generate the report.

OR

Click Cancel to cancel the transaction.

OR

Click Clear to reset the search parameters.

OR

Click the View Scheduled Report link to view all the scheduled reports. The Scheduled
Reports screen appears.

The success message along with the reference number, status and Report Request Id
appears. Click Ok to close the screen and navigate to the dashboard.
OR
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Click on the View Reports link to download the report. The user is directed to the My
Reports screen. The list of reports appears.

OR

Click Schedule another Report to generate another report.

8. In the My Reports screen, click on desired Report Sub ID to view and download the
generated report. A report will be generated in the format specified at the time of
scheduling or generating an adhoc report.

Note: You can also download the requested report from Administrator Dashboard > Toggle
Menu > Reports > My Reports > Scheduled Reports.

Home
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21.1

21. My Reports

This option enables the Corporate Administrator to download the generated reports.

Corporate Administrator logs into the system and navigates to My Reports screen. On accessing
‘My Reports’ menu, last 10 reports which generated for a party are listed with the respective report
status. User can choose to search the specific report using the search criteria or can opt to view/
download detailed report.

Reports are categorized as:
e  Adhoc Reports
e  Scheduled Reports

How to reach here:

Corporate Administrator Dashboard > Toggle menu > Reports > My Reports

My Reports - Adhoc

Adhoc reports are generated on demand or on request. Reports can be requested from the
'Reports' screen. Adhoc reports can be viewed using '‘My Reports' screen.

To view and download the generated adhoc reports:

My Reports - Adhoc

System Administrator ATM/Branch English ™ UBS 14.3 AT3 Branch

= (@ futura bank Q

My Reports

Adhoc Scheduled

Report Name Report Sub 1d Generation Date and Time Status

File Identifier wise Party User Mapping Report 2020-04-30T14:11:33 PROCESSED
Bill Payment Pay Later Report 2020-04-30T13:54:10 PROCESSED
Date wise User creation Report 2020-04-29T11:43:04 PROCESSED
API Consumption Report 2020-04-29T11:36:53 PROCESSED
Date wise User creation Report 2020-04-20T09:51:32 PROCESSED
Date wise User creation Report 2020-04-29T09:28:33 PROCESSED
API Consumption Report 2020-04-29T06:49:04 PROCESSED
API Consumption Report 2020-04-29T06:49:04 PROCESSED
Date wise User creation Report 2020-04-28T09:54:37 PROCESSED
API Consumption Report 2020-04-28T09:53:09 PROCESSED

Copyright © 2006, 2020, Oracle andor its affiliates. Al rights reserved. | Security Information | Terms and Conditions
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Field Description

Field Name Description

Search

Report ID Report ID to search specific report. All the report IDs will be listed.
Report Name Report Name to search specific report. All the reports with the

names will be listed.

Generation Date To search generated reports between specific date ranges.

e From date — to specify the date from which the generated
reports to be searched.

e To date — to specify the date till which the generated
reports to be searched.

Report List

Report Name Report Name to search specific report. All the reports with the
names will be listed.

Report Sub ID Links of view the specific report.

Generation Date and  Report generation time and date.

Time
Status Status of generated reported.
The status can be:
e Processed
¢ Pending
e Error
l:_\'
1. Click search icon | to search the reports with given search criteria. The search results

matching to the search criteria are shown on the same screen.

Click on Report Sub ID hyperlink to view the detailed report. (Refer specimen provided
for each report)
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21.2 My Reports - Scheduled

The reports that gets generated on a specific frequency such as daily, weekly, monthly, quarterly,
and annually are categorized under scheduled reports.
To view and download the generated scheduled reports:

1. Click the Scheduled tab. The list of scheduled reports appears.
OR

Click search icon | to search the reports with given search criteria. The search results
matching to the search criteria are shown on the same screen.

My Reports - Scheduled

System Administrator ATM/Branch English UBS 14.3 AT3 Branch

= (P futura bank Q

My Reports

Report Name Report Sub Id seneration Date and Time status
Biller Registration Report 42439 2020-04-30T19:30:02 PROCESSED
Date wise User creation Report L 2020-02-25T16:16:49 PROCESSED
Date wise User creation Report 2020-02-18T16:01:13 PROCESSED
Date wise User creation Report © 2020-02-11T15:46:21 PROCESSED
Date wise User creation Report d 2020-02-04T01:00:07 PROCESSED
File Identifier wise Party User Mapping Report 4 2020-01-11T00:01:36 PROCESSED
Biller Reconciliation Report 2019-05-20T17:45.06 PROCESSED
L]

E=n
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Field Description

Field Name Description

Search

Report ID Report ID to search specific report. All the report IDs will be listed.
Report Name Report Name to search specific report. All the reports with the

names will be listed.
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Field Name

Generation Date

Report List

Report Name

Report ID

Generation Date and
Time

Status

My Reports

Description

To search generated reports between specific date ranges.

e From date — to specify the date from which the generated
reports to be searched.

e To date — to specify the date till which the generated
reports to be searched.

Report Name to search specific report. All the reports with the
names will be listed.

Links of view the specific report.

Report generation time and date.

Status of generated reported.
The status can be:

e Processed

e Pending

e Error

2. Click on Report ID hyperlink to view the detailed report. (Refer specimen provided for

each report)

FAQ

1. Canlchoose aformat in which areport is to be downloaded from My Reports screen?

A report can be downloaded in a format selected while generating a report.

2. lcan view and download a report which is generated by other administrator users?

Yes, you can view and download the reports which are generated by other administrator users
of the same party using My Reports screen.

Home
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22.1

22. User Report Mapping

The user report mapping maintenance allows the Corporate Administrators to map the report or set
of reports to a specific corporate user. The corporate users can generate and view the reports of
which they have an access to.

Corporate Administrator can view the reports mapped to him, he can also un-map the reports from
specific corporate user so that access of the specific report/ s can be removed to that corporate
user.

The Corporate Administrator can also map the accounts of primary and linked parties for which the
reports can be generated by a corporate user, so that corporate user can generate the report only
for the accounts mapped to him.

Features Supported In Application

This option allows the corporate administrator to:

e  View User Report Mapping

e Create User Report Mapping

e  Edit User Report Mapping

How to reach here:

Corporate Administrator Dashboard > Toggle menu > Reports > User Report Mapping

User Report Mapping - View

Using this option Corporate Administrator can view the reports mapped to the user.

To view the reports mapping:

1. Navigate to the User Report Mapping screen.
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User Report Mapping - View

= ({pfutura bank

User Report Mapping

Initials. User Detalls
WR WayneR

PC Psdchecker
SA sonalcfpmeorp
AR adicorp4308
PM Psdmaker
AR adiRCorp308
AR adiCorp308
MA pmgeorpadmin
MT pmgmaker01
cC ajcorparminchecker43082
1B indrajeet

TL tyrinlan

AD ascorpm

JsS usergrouptest
JJ useroitest

Field Description
Field Name
Party 1D

Party Name
Users List
Initials

User Details

Contact Details

User Details

Wayne Rooney

Psd checker

Sonal Agarwal

Aditya R

Psd Maker

Aditya Ramnathkar

Aditya Ramnathkar

Macs Admin

Mack Thomas

CorpAdmin Checker

indrajeet bhalla

tyrian lanister

amey dasd

Jack Sparrow

1]

Description

Party ID of the corporate.

Party name of the corporate.

The initials of the user.

Mapping

FF PP FFEEOE O FEE PP

Administrator Approver

User Report Mapping

ATM/Branch English

Q @ Welcome, Macs Admin
Last login 1 lay 10:10 AM
f—" )
| 4
-
Info

s, link it with t

parameters and sa
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The details of the user like user name or user id.

Contact number or Email ID of the user.

ve your changes
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Field Name

Mapping

User Report Mapping

Description
Displays whether the file identifier is mapped to the user.

\‘_/fl
. C - denotes that the report is mapped to the user

° % - denotes that the report is not mapped to the user.

2. Click © against the user record for which you want to view the details. The User
Report Mapping - View screen appears.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

User Report Mapping - View

= (ipfutura bank

User Report Mapping

Mapping Summary

Report Id
u3
u2

ua

oe -

Field Description
Field Name

User Name

User ID

Mapping Summary
Report ID
Description

Formats

Administrator Approver ATM/Branch English

Q& Welcome Macs Admin \,
Last login 13 May 10:10 AM

Psd Maker
Psdmaker

Description Formats

Daily Balance Position Report PDF

Party wise Payee Maintenance Report PDF

Transaction Summary Report PDF
Copyright ® 2006, 2020, Oracle and/or ts affiliates. All rights reserved. | Security Information | Terms and Cnditions

Name of the corporate user.

User ID of the corporate user.

Unique ID assigned to the mapped report.
Description of the report.

Formats in which a reports can be generated.
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3. Click Edit to modify the user report mapping.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to navigate to the previous screen.

22.2 User Report Mapping - Create

Using this option Corporate Administrator can map the reports to a specific corporate user.

To map the reports to a user:

1. Click % of user record, for which you want to map the report/ s. The User Report Mapping
screen to create the report mapping appears.

User Report Mapping - Create

= @ futura bank Qa =@ Vv

User Report Mapping

vayneR
Mapping Summary
Report Ic Descriptior Fi
Cd Az API Consumption Report FOF
=/ AD2 Bill Payment Pay Later Report PDF.CSY
@ A0S Biller Reconciliation Report PDFCSV
AD1 Biller Registration Report PDF.CSV
Al Date wise User creation Report PDFCSV
A6 EPI Payment reconciliation Report PDFCSV
A17 FATCA & CRS Declaration Report csv
AN fier wise Party User Mapping Report PDFCSV
A2 Party User wise File Identifiers Mapping Report PDF
A7 Party wise Approval Rules Report PDEXLSX
A9 Party wise File Identifiers 1g Repor PDFCSV
A10 Party wise Payee Maintenance Report PDF
A13 Party wise User Groups Report PDF
Ala Party wise Workflows Report PDFCSV

£ Al8 User Segment Summary Report PDEXLSX
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Field Description
Field Name
User Name
User Id

Mapping Summary

User Report Mapping

Description
Name of the corporate user.

User ID of the corporate user.

Report ID Unique ID assigned to a report.
Description Description of the report.
Formats The format in which the report is to be generated.
The format could be PDF, XLSX.
2. In tEe Mapping Summary section, select the report id of the report that you want to map
to the user.

3. Click Save to save the mapping.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

OR

Click Back to navigate to the previous screen.

4, The User Report Mapping - Review screen appears. Verify the details and click

Confirm.
OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

OR

Click Back to navigate to the previous screen.

5. The success message appears along with the transaction reference number and status
of the transaction.
Click OK to complete the transaction and navigate back to ‘Dashboard’.

22.3 User Report Mapping - Edit

Using this option Corporate Administrator can edit the mapping or un-map the reports from specific

corporate user.

To edit a User Report Mapping:

=
)
1. Click CJ against the file identifier record for which you want to view the details. The
User Report Mapping - View screen appears.

2. Click Edit. The User Report Mapping - Edit screen appears.
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User Report Mapping - Edit

Administrator Approver ATM/Branch English ™
= pfutura bank Q g Vecome Mecs ddmin .,
User Report Mapping
Wayne Rooney
WayneR
Mapping Summary
Report Id Description Formats
=) Az API Consumption Report PDF
v AD2 Bill Payment Pay Later Report PDRCSV
v AD3 Biller Reconciliation Report PDF.CSV
A0 PDFCSV
Al Date wise User creation Report PDFCSV
A6 EPI Payment reconciliation Report PDFCSV
A7 FATCA & CRS Declaration Repart csv
Al File Identifier wise Party User Mapping Report PDF.CSV
Al2 Party User wise File Identifiers Mapping Report PDF
A7 Party wise Approval Rules Report PDFXLSX
Ag Party wise File Identifiers Mapping Report PDFCSV
A10 Party wise Payee Maintenance Report PDF
A13 Party wise User Groups Report PDF
Al4 Party wise Workflows Report PDFCSV
@ A8 User Segment Summary Report PDEXLSX
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3. View the details of report mapping already saved. Select or de-select the report id record
to map / un-map a report to a user.

4. Click Save to save the modified details.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to navigate to the previous screen.

5. The User Report Mapping - Review screen appears. Verify the details, and click
Confirm.
OR
Click Cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to navigate to the previous screen.

6. The success message appears along with the transaction reference number and status
of the transaction.
Click OK to complete the transaction and navigate back to ‘Dashboard’.

Home

22-6 ORACLE



User Group Management

23.1

23. User Group Management

User group is a set created with multiple users to perform certain tasks/actions.

Using this option, Corporate Administrator can maintain the user groups. Only the users of party ID
mapped to a Corporate Administrator can be clubbed together in the user group. User groups
maintained by administrators are used while creating approval workflows and approval rules.

Prerequisites:

e Party preference is maintained and is active.

e  Corporate Administrator is maintained for a party.

e Transaction access is provided to Corporate Administrator.
e Multiple corporate users are maintained under a party.

e Approval rule set up for Corporate Administrator to perform the actions.

Workflow

| Create User Groups |

p’ Access User
— > Groups
U %l View User Groups H Edit User Groups

Corporate Administrator

Features supported in application

User Group Management allows Corporate Administrator to:
e  Create User Group

e  View User Group

e Edit User Group

How to reach here:

Corporate Administrator Dashboard > Toggle menu > Others > User Groups Management

Note: User Groups can also be maintained for Non Customer Corporates (for which the party id is
not maintained in UBS or in Core banking system). For such cases i.e. non customer corporate
(counterparties on boarded by Corporates) the system will look for the party ID in OBSCF/OBCMS.

User Groups — Summary

Once the logged in Corporate Administrator navigates to User Group Management screen, user
groups maintained (if any) under the party mapped to the user are displayed on the screen. User
can opt to view the details of existing user groups or can create new user group using this screen.
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User Group Management

= (fpfutura bank

User Groups

ATM/Branch English

Administrator Approver ™'

Q, & Welcome MacsAdmin
Lastlogin 13 May 10:10 AM

Sunnse Coffee p a

Field Description

Field Name

Party ID

Party Name

Group Code

Group Description

Users

=m
-—

User Groups

Group D
Grpsun

Grpsun

GroupCorporate 5
GrpSec dese 1
ugge desc

test1 desc

(SN

DtechTestReviewScreen
ugge desc

User group of corporate checkers
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Description

Party Id mapped to the logged in Corporate Administrator.

Note: For Non Customer Corporate (counterparties on
boarded by Corporates) the system will look for the party
ID in OBSCF/OBCMS.

Party name of Party ID mapped to the logged in Corporate
Administrator.

User group code.

(This field will be displayed only if there are existing user groups
available under a party).

Description provided to the user group.

(This field will be displayed only if there are existing user groups
available under a party).

Number of users available in each user group.

(This field will be displayed only if there are existing user groups
available under a party).

1. Click Create to create new User Group.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
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OR
Click the Group Code link to view details of the selected User Group.

23.2 User Groups - Create

Corporate Administrator can create a new User Group for the mapped Party ID by using this option.
Only the users of party ID mapped to a Corporate Administrator can be clubbed together in a User

Group.

Administrator can create multiple user groups and one user can be part of multiple user groups,
whereas creating a user group without any user is not allowed.

To create the user groups:
1. Click Create. The User Groups - Create screen appears.

User Groups - Create

System Administrator ATM/Branch English UBS 14.3 AT3 Branch V'

QD Welcome, Sweta Thakur
Last login 08 May 10:45 AM

= @ futura bank

User Groups

Group Corp User Groups

User Information

Copyright © 2006, 2020, Oracle and/or its affiliates. Al rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description

Party ID Party ID mapped to the logged in Corporate Administrator is
displayed.

Party Name Party name of Party ID mapped to the logged in Corporate

Administrator is displayed.
Group Code Specify User Group code.

Group Description Specify User Group description.
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Field Name Description
User Information Details of users which has to be added. It comprises of User Name
and User ID.

User name and ID list to select and add a user to the user group.

Only the users belongs to the party will be listed.

Add Click to add more users to the list.

2. In the Group Code field, enter the name of the group that is to be created.

3. In the Group Description field, enter the user group description.

4, From the Add list, select the appropriate user.

5. Click Add to add the selected user in the User Group. A row displaying the details of the
selected user appears in the User Name field.
Once added, the user name will be removed from the user drop-down to avoid
duplication of users.
Click ™" to remove a user from the User Group.

6. Click Save to save the User Group. The User Group-Create - Review screen post
necessary validations appear.
OR
Click Back to navigate to previous screen.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

7. Verify the details, and click Confirm. The User Group-Create — Confirmation screen
appears.
OR
Click Edit to modify the changes if any.
The User Group-Create screen with values in editable form appears.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

8. The success message of user group creation appears along with the transaction

reference number. Click OK to complete the transaction and navigate back to ‘User
Groups’ screen.
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23.3 User Groups - View

On accessing ‘User Group Management’ menu option, summarized view of all the user groups
created (if any) for the Party mapped to the Corporate Administrator is displayed on the screen.
Further drill down is given on the each user group to view the details of the users who are the part
of user group.

To view the user groups:

1. In the User Groups screen, click the Group Code link of the record whose details you
want to view. The User Groups - View screen appears.

User Groups - View

System Administrator ATM/Branch

= «pfutura bank Q

User Groups

inrise Coffee —
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Field Description

Field Name Description

Party ID Party ID mapped to the logged in Corporate Administrator is
displayed.

Party Name Party name of Party ID mapped to the logged in Corporate

Administrator is displayed.
Group Code User Group code is displayed.
Group Description User Group description is displayed.
User Information

User ID User IDs of the user who is a part of the user group are displayed.
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Field Name Description

User Name User names of the user who is a part of the user group are
displayed.

Mobile Number Mobile number of the user who is a part of the user group are
displayed.

2. Click the User ID link to view the user name and mobile number of the user.
OR
Click Edit to edit the user group. The User Groups - Edit screen with values in editable
form appears.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to previous screen.

User Groups - View User Information

= (i futura bank Q

User Groups

se Coffee . -
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23.4 User Group — Edit

This function enables the Corporate Administrator to edit the description of existing user groups.
Corporate Administrator can also add new users and remove existing users of the user group as
part of this function.

A check is performed on minimum and maximum number of users allowed as a part of user group
while adding or removing the users from the user group.
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To edit or update a user group:

1. In the User Groups screen, click the Group Code link of the record whose details you
want to view. The User Groups - View screen appears.

2. Click Edit. The User Group - Edit screen appears.

User Group Edit

System Administrator ATM/Branch English ™ UBS 14.3 AT3 Branch

me, Sweta Thakur
Last login 08 May 10:45 AM

= futura bank Q o we

User Groups

User Groups

User Information

=

N obile Number
dipesh rane 8879565756

]

]

]

]

b

]

b

]

b
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Field Description

Field Name Description

Party ID Party ID mapped to the logged in Corporate Administrator is
displayed.

Party Name Party name of Party ID mapped to the logged in Corporate

Administrator is displayed.

Group Code User Group code is displayed.
Group Description User Group description is displayed.
User ID User IDs of the user who is a part of the user group are displayed.
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Field Name Description

User Name User names of the user who is a part of the user group are

displayed.

Mobile Number Mobile number of the user who is a part of the user group are

Add

displayed.

Select the users to add more users to the list.

In the Group Description field, enter the user group description.
From the User to Add list, select the appropriate user.

Click Add to add the selected user in the User Group. A row displaying the details of the
selected user appears in the User Name field.

Once added, the user name will be removed from the user drop-down to avoid
duplication of users.

Click ™ to remove a user from the User Group.

Click Save to save the User Group. The User Group - Edit - Review screen appears
post necessary validations.

OR

Click Back to go back to previous screen.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

Verify the details, and click Confirm.

OR

Click Edit to modify the details if any.

The User Group-Edit screen with values in editable form appears.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

The success message of user group creation appears along with the transaction
reference number. Click OK to complete the transaction and navigate back to
‘Dashboard’.

23-8 ORACLE



Audit Log

24.1

24. Audit Log

Audit log has records providing information about who has accessed the system and what
operations he or she has performed during a given period of time.

Audit logs are useful both for maintaining security and for auditing any disputed transaction.

As part of this function, the Corporate Administrator can view details about the transactions and
maintenances performed by different user(s) of the corporate party to which he/she is associated.

The Corporate Administrator can search records by providing specific search parameters and
system will display matching records for the search criteria.

Transactions carried out by corporate users can be audited if required by the Corporate
Administrator.

Prerequisites
e  Transaction access is provided to corporate administrator.

e Transactions are available under respective users to check audit log.

How to reach here:

Corporate Administrator Dashboard > Toggle Menu > Others > Audit Log

Search Audit Details

To view audit log:
1. From the Date and Time list, select the period for which you want to view the audit log.

2. Enter required search criteria. Click Search.
OR
Click Cancel to cancel the transaction and navigate the user back to Dashboard.
OR
Click Clear to reset the details.
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Audit Log - Search

c

Date / Time

08 May 2020 05:05:41
AM

08 May 2020 05:05:42
AM
08 May 2020 05:06:23
AM
08 May 2020 05:06:23
AM
08 May 2020 05:22:29
AM
08 May 2020 05:22:29
AM
08 May 2020 07:54:06
08 May 2020 07:54:07

08 May 2020 08:51:55
AM

08 May 2020 08:51:56
AM

Cancel

@ futura bank

Audit Log Maintenance

User ID / Name

sweobcl2 Sweta obcl

2 Sweta obcl

bel2 Sweta obcl

sweobcl2 Sweta obel

2 Sweta obcl

sweobcl2 Sweta obcl
sweobcl2 Sweta obcl
sweobcl2 Sweta obcl

bel2 Sweta obel

bel2 Sweta obcl

Field Description

Field Name

Date and Time

Start Date & Time

Party ID / Name

000411 Test CL & CF Linked

000411 Test CL & CF Linked

000411 Test CL & CF Linked

000411 Test CL & CF Linked

000411 Test CL & CF Linked

000411 Test CL & CF Linked

000411 Test CL & CF Linked

000411 Test CL & CF Linked

000411 Test CL & CF Linked

000411 Test CL & CF Linked

User Type

Corporate User

Corporate User

Corporate User

Corporate User

Corporate User

Corporate User

Corporate User

Corporate User

Corporate User

Corporate User

Event
List

Invoices

List
Invoices

List
Invoices

List
Invoices

List
Invoices
List
Invoices

List
Invoices

List
Invoices

List
Invoices

List
Invoices

Administrator Approver

Action

Enquired

Enquired

Enquired

Enquired

Enquired

Enquired

Enquired

Enquired

Enquired

Enquired

Copyright © 2006, 2020, Oracle and/or its affiliates. All ights reserved. | Security Information | Terms and Conditions

Description

Q =0

ce Number

2020086002667727

2020086002667730

2020086002668918

2020086002668917

2020086002689842

2020086002689849

ATM/Branch

a Corpadmin «

N
Last login 06 May 06:01 PM

Status

SUCCESS

SUCCESS

SUCCESS

SUCCESS

SUCCESS

SUCCESS

SUCCESS

SUCCESS

SUCCESS

SUCCESS

The date and time from which audit log is to be generated.

The options are:

e Today

e Yesterday

e Last 3 days

e Date Range

Start date & time of the request processing.

Audit Log

This field appears if you select Date Range option from the Date

and Time list.

24-2
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Field Name Description

End Date & Time End date & time of the request processing.

This field appears if you select Date Range option from the Date
and Time list.

Activity Select specific transaction or maintenance from the list.
Party ID Party ID of the logged in user for which audit details are logged.
User ID User ID of the corporate. Corporate administrator can view the audit

log only for his party.

More Search Options

Click on the More Search Options link to view the following search fields.

User ID User Name for which audit details are to be searched.

This field appears if you click on Search User.

Action Type of action.
The options are:

e I|nitiated: To be selected if only initiated transactions are
to be searched

e Approved: To be selected if only
transactions/maintenances in approved state are to be
searched.

e Enquired: To be selected if only maintenances which
were enquired are to be searched

e Edited: To be selected if only maintenances which were
edited are to be searched

e Created: To be selected if only maintenances which were
created are to be searched

e Deleted: To be selected if only maintenances which were
deleted
Status Status of the transaction.
The options are:

e  Successful

e Failed
User Type Corporate user type is defaulted here.
Reference Number Search based on Reference number of the transaction.
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Field Name Description
Search Result
Date / Time The date and time of the activity i.e. transaction/maintenance.

User ID/ Name User id and name of the user who performed the transaction or
carried out the maintenance.

Click the hyperlink available on the User ID to view the
Request/response details of the transaction/maintenance in json
format.

Party Id/ Name Party Id and party name for which the maintenance or transaction
was carried out.

User Type User type for which audit details of transaction are logged. User type
of the user who performed an activity i.e. maintenance/transaction.
This is defaulted to corporate.

Event Name of transaction/ maintenance for which audit details of
transaction are logged.

Action Name of transaction action.

e Enquired

e Initiated

e Created

° Edited

e Deleted

e Approved
Reference Number Reference number of the transaction/maintenance.
Status Status of the transaction.

The options are:
e Success

e Failure

3. Click the User ID/ Name link to view the Request/ response details of the
transaction/maintenance in json format.
The Audit Log Maintenance screen appears.

Audit Log Maintenance
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Administrator Approver ATM/Branch English

aQ @

me. ta Corpadmin
Last login 06 May 06:01 PM

= (i@futura bank
Audit Log Maintenance

nvoices
Re

4 statu
result: SUCCESSFUL

s

referenceNumber - 2020086002t

4 criteria
40 context|D : 005dHjmumuRFw0OHByvnZ6G0001zK0000zK,0
operand : associgtedParty.role
ENUM INFO
4 value
0:8
4
operand : paymentStatus
IN
4 value
0:OVERDUE
1 - PART_PAID
2 UNPAID
a2
operand : invoiceStatus
currency
Back
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4, Click 4 to view the status and message details.

OR
Click Back to go back to the previous screen.
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FAQ

1. Do I need to enter all the parameters to search?

No, you need to enter at least the date and time criteria to proceed with audit search. Rest
of the search parameters are optional and can be entered if the search results are to be
narrowed down.

2. As part of input search criterion/parameters, in the action field there are certain
options disabled. Is there a specific reason?

If you select any maintenance in the activity field, ‘Initiated’ as an action will not be available.
If you select any transaction in the activity field, ‘Created’, ‘Edited’ or ‘Deleted’ as actions will
not be available.

Home
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User Alerts Subscription

25.1

25. User Alerts Subscription

Using this option Corporate Administrator can subscribe alerts for a user for selected events. The
Corporate Administrator subscribes users to alerts, delivered through Email, SMS, through push
notification or in their on-screen mailbox.

Note that this functionality is for non-mandatory alerts.
The subscribed alert types are:

e User Level Alerts

e  Customer Level Alerts

e  Account Level Alerts

Prerequisites
e  Set-up Transaction access
e  Set-up Approval Rules

e Maintain Alerts, so that these are available for subscription

Workflow

\H’ Subscribe to alerts,
— on behalf of its
users

Corporate Administrator

\ 3 Receive alerts through
_ —— mobile, Email,
Onscreen

Corporate User

Features Supported In Application
e  Search Subscribe Alerts

e Update Subscription

How to reach here:

Corporate Administrator Dashboard > Toggle menu > Others > User Alert Subscription

User Alerts Subscription - Search

Using this option, administrator can search and view the details of alerts subscribed. All the alerts
subscribed for a party users will be displayed in the respective categories viz. Current and Savings,
Term Deposits, Loans etc. in a table.
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fTo view subscribed alerts for a User:

User Alerts Subscription

From the User Name list, select the appropriate option whose alerts you wish to view.

2. Inthe User Name field, enter the user name.

3. Click Search.

The search result appears based on the search criteria.

OR

Click Back to go back to previous step.

= (fpfuturabank seach

User Alerts Subscription

Party ID
000462

Searc

Initials Vv

SD

NJ

SD

SD

GA

MG

GA

RC

User Name Vv

SDVAMVWR

nehcorpl

SDVAMMAK

nikitaChecker

SDVAMAUTH

walterchecker

detectchecker

waltermaker

rosecorp_4

rosecorp_5

(21-30 of 39 items)

Party Name
ABZ Solutions

FullName Vv

Shashodhar Dutta
nehal joshi

Sam Dworthy
Nikita

Shashank Damodar

Gavara Abh\shek

Mason Greenwood

Gavara Abhishek

rose corp5

<124>

Administrator Approver

a
-—
Note

ATM/Branch  English v/

L, Welcome, JiaNN

Lastlogin 08 Aug 08:35 PM

The function enables you to set up account and
transaction access rules for a corporate customer.
You can decide the account(s) along with
transaction(s) for each of the selected account that
needs to be provided access for the corporate

customer Accounts of the parer
linked party (if any) will be avail
definition.

Copyright ® 2006, 2020, Oracle and/or its affiliates. All rights reserved.|Securitylnformation|Terms and Conditions
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Field Description
Field Name
Party ID

Party Name

Search User

Search Result
Initials
User Name

Full Name

User Alerts Subscription

Description
Display Party ID
Display Party name

Enter user name maintained in the core banking application for corporate
users.

Display Initials of the User
Display User Name

Display Corporate users Full name

Note: For the users whose alerts subscription is completed will be
displayed with an indicator as alert subscription is done.

4. For the detailed view, click on User Name field. The tabs for all modules CASA/ Term
Deposit/ Loans / Profile that the user has access to with the respective account numbers

appears.

5. Select the particular account number to view alert type and delivery mode, for each CASA
(Current and Savings Accounts) / TD (Term Deposits) / Loans account.

Note: View the 0 icon on the delivery mode against the alert, if the user has subscribed to any

alerts for that.
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Alerts Subscription - Update Subscription - Detailed View

= (fpfuturabank s

Party ID
000462

Select Module
Current And Savings
Loan
Party

Term Deposits

User Alerts Subscription

Party Name
ABZ Solutions

Select Account

[0 select All Accounts

HEL0046200013 |

HEL0046200024
[0 HEL0046200057
[J HEL0046200046

[J HEL0046200035

Page 1 oft
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System Administrator % ATM/Branch

User Name

corpchecker3

Subscribe Alert Modes

Map All Modes

O pusH O sMms O SECURE
NOTIFICATION MAIL BOX

Account Status Changed

LD Push Notification {:) SMS

Account Statement Generated

Eﬂ Push Notification {:) SMS

ATM Cash Withdrawal

[ Push Notification (PsMs

Account Balance Changed

[ Push Notification (2 sMs

Bill Payment Debited

Lﬂ Push Notification {:) SMS

Cash Deposited

ED Push Notification {9 SMS

Cash Refund Credited

[ Push Notification (=)5Ms

Cheque Clearance Credited

LD Push Notification {:) SMS

Cheque Clearance Debited

[ Push Notification (PsMs

Debit Card Payment

[ Push Notification (2 sMs

Page 1 of 3

(1-10 of 27 items)

O EMAIL

[;5 On Screen ) Email

£} On Screen [ Email

£} 0n Screen [~ Email

£ On Screen ) Email

[;5 On Screen ) Ermail

£ On Screen ] Email

L) On Screen ) Email

[;5 On Screen ) Email

£} 0n Screen [~ Email

£ On Screen ) Email

User Alerts Subscription

English v UBS OBPM 144 HEL Branch v

[y Welcome, Jack Nikon
Last login 13 Aug 0318 BM

1. Click Save to subscribe/ unsubscribe alerts by saving the changes.

OR

Click Cancel to cancel the transaction.

25-4
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User Alerts Subscription

OR
Click Back to navigate to previous screen.

25.2 User Alert Subscription — Update Subscription

Using this option, Corporate Administrator can subscribe / unsubscribe to alerts, on behalf of the
user.

To subscribe / unsubscribe alerts:
From the User Name list, select the appropriate option whose alerts you wish to view.

Lo

In the User Name field, enter the user name.

3. Click Search.
The search result appears based on the search criteria.

OR
Click Clear to clear the search parameters.

OR
Click Cancel to cancel the transaction.

4, View the list of all alerts subscribed.

5. Click against the particular account number to view the alerts subscribed.
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Alerts Subscription - Update Subscription - Subscribe / Unsubscribe

Systemn Administrator ATM/Branch English UBS OBPM 14.4 HEL Branch
= ll'nfutura bank Q [, Welcome, Jack Nikon « ,
- Lestlogin 13 Aug 0318 #M
User Alerts Subscription
Party ID Party Name User Name
000462 ABZ Solutions corpchecker3
Select Module Select Account Subscribe Alert Modes
Current And Savings Searc O\\ Mzp All Modes
[ Select All Accounts 0 PUsH O sMs [ SECURE O EMAIL
Loan NOTIFICATION MAIL BOX
Party HEL004620001 | Account Status Changed
Term Depasits HEL0046200024 Eﬂ Push Notification 9 SMS [:5 On Screen [~ Email
[J HEL0046200057 Account Statement Generated

[ Push Notification =) SMS "\, On Screen [~ Email
[ HEL0046200046 I° C] A

O ATM Cash Withdrawal
HEL0046200035
Lﬂ Push Notification @ SMS [;5 On Screen ] Email

Page 1 ofl
Account Balance Changed

Eﬂ Push Notification 9 SMS [:5 On Screen [~ Email

Bill Payment Debited

EL‘! Push Notification @ SMS [;_L, On Screen ] Email

Cash Deposited

[ Push Notification (=) sMs £ On Screen [~ Email

Cash Refund Credited

Lﬂ Push Notification @ SMS [;5 On Screen [~ Email

Cheque Clearance Credited

EL‘! Push Notification @ SMS [;_L, On Screen ] Email

Cheque Clearance Debited

[ Push Notification (S sms L) On Screen [~] Email

Debit Card Payment

Lﬂ Push Notification @ SMS [;5 On Screen [~ Email

Page 1 of 3 (1-10 of 27 items)

(o I e
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User Alerts Subscription
Field Description
Field Name  Description
Party ID Party Id of the user..
Party Name  Party Name of The user.
User Name User name maintained in the core banking application for corporate users.

Module Name Name of the module to which alerts is maintained.

The options can be:

e CASA
e Loan
e TD

e Profile

e Payments

Account Account number for which the user is viewing/ updating the alert subscription.

Number Note:

e Corporate Admin will be allowed to select and setup alert subscription for
multiple or all accounts in single maintenance.

e Once the subscription is done for an account that account will be shown with
a ‘Subscribed’ tag.

e Corporate admin will be able to quick search account number from search
panel for the alert subscription

CASA /TD/ Loans/ Payments

Subscribed alerts displayed in tabs for all modules that the user has access to with the respective
account numbers.

Alert Name The alert type mostly in the form of an event for which an alert is to send to a user.
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Field Name Description

Sgnd Alert The delivery mode through which the alert is to be sent.
Via The options are:
e Email: alert is to be sent as an emalil
e SMS: alert is to be sent as an SMS on the user’'s mobile number
¢ On screen Mailbox: on screen, alert sent to as an email to user’s mailbox

e Push Notification: notifications are sent as a banner or pop-up message on
the user’s mobile number

Note: The selected mode has a icon against it.

Corporate Admin will be allowed to map all modes of alerts subscription for all
the transactions in one go for the selected account

6. Click against the particular account number to update the details.

a. Click E to send alert as an email.
OR

Click ‘-CLto send alert as a mail to secure mailbox.
OR

Click @ to send alert as SMS on the user’s mobile number.
OR

Click ED to send alert via push notifications. Push notification appears as a banner or
pop-up message on the user’'s mobile number.

Note: The selected mode has 0 icon against it.

7. Click Save to save the Alert Subscription.

8. The User Alert Subscription - Edit -Review screen appears post necessary validations.
Verify the details, and click Confirm.
OR
Click Cancel to cancel the transaction.
OR
Click Back to cancel the operation and to go back to the previous screen.

9. The success message of Alert Subscription appears along with the transaction reference
number. Click OK to complete the transaction and navigate back to ‘Dashboard’.
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1. Which alerts customer can subscribe or unsubscribe, for the retail or corporate
user?

The alerts which are not mandatory can be subscribed or unsubscribed, by the Corporate
Administrator for the retail/corporate user.
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Mailbox

26.1

26. Mailbox

Corporate administrator can view all the alerts which are auto generated by the Bank on various
events/transactions performed by logged in user. User can view the alert details but is not allowed
reply to the alerts received in his mailbox —Alerts section. Count of unread alerts if any is displayed
on the screen.

Pre-Requisites

e Alerts, notifications and the mails to be sent are configured by the bank on various events.

Features supported in Application:
e View summary of Alerts, Mails, Notifications triggered
e  View specific Alerts, mails, naotification details

° Delete Alerts, mails, notifications

How to reach here:

Corporate Administrator Dashboard > Click =D > View All
OR
Corporate Administrator Dashboard >Toggle Menu > Mailbox

Mailbox — Mails

Administrator Approver ™ ATM/Branch English ™
= Welcome, Macs Admin
= (pfutura bank QB e svaionoa

Mailbox

=

& Inbox (3) w <~
» From Subject Received
< sentMail
— Symond Wills Block Debit / ATM card 09 May 2020 07:27:43 PM
Tl Deleted Mail
Administrator User Re :Block Debit / ATh card 07 May 2020 03:36:54 PM

m Vikram Gupta Block Debit / ATM card 07 May 2020 03:29:51 PM
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26-1 ORACLE



Mailbox

26.2 Mailbox — Alerts (Summary and Details)

Corporate administrator logs into the system and navigates to the Mailbox-Alerts screen. System
lists the summary of all alerts received by logged in user in his mailbox. User can view the details
of each alert. User can delete single or multiple alerts using this screen.

How to reach here:

Corporate Administrator Dashboard > Click =€ > Alerts> View All
OR
Corporate Administrator Dashboard >Toggle Menu > Mailbox > Alerts

To view the alerts:

1. Click the Alerts tab. The alert section displays list all alerts.

Alerts

Administrator Approver ATM/Branch English

= (@ futura bank Q  AD Welcome, Sweta Corpadmin

Lest login 12 May 06:43 PM

Alerts

S

12 May 2020 06:16:28 PM
12 May 2020 06:02:15 PM
12 May 2020 03:54:05 PM
11 May 2020 06:08:31 PM
11 May 2020 05:56:09 PM
11 May 2020 05:49:03 PM
11 May 2020 05:48:59 PM
11 May 2020 05:43:50 PM

11 May 2020 05:29:32 PM

23 Apr 2020 05:52:23 PM

[1]2 >
Field Description
Field Name Description
Subject Subject of the alert.
Received Date and time on which the alert was received.

2. Click individual alert to view the details. The details appear depending upon the type of
alert being generated.

"
3. Click =~ to refresh the alert inbox.
OR

=

i

Select message and click to delete the message.
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Alerts Details

Administrator Approver ATM/Branch English

= @ futura bank Q=D Welcom

Alerts

12 May 2020 06:16:28 PM

scription initigted by you has been auto approved. The reference number for this transaction is 1205E3F19A90,

Customer Service - ZIG BANK

Copyright @ 2008, 2020, Oracle and/or its affillates. All rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description

Alerts Details

Received Date and time on which the alert was received.

Message Message body of the Alert.

4, Click Back to navigate to the previous page.
OR
Click Delete to delete the alert. The delete warning message appears.
Post deletion confirmation, the alert(s) gets deleted from user’s mailbox.
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26.3 Notifications

This section lists all the natifications sent to the logged in user will be displayed. The user can view
the detailed notifications but cannot reply to these notifications. Number of unread naotification count
if any will be shown in this section.

How to reach here:

Corporate Administrator Dashboard > Click =~ > Notifications > View All
OR

Corporate Administrator Dashboard >Toggle Menu > Mailbox > Notifications
To view the notifications:

1. Click the Notifications tab. The notifications section displays list all notifications.

Notifications

Administrator Approver ATM/Branch

= (pfutura bank

Notifications

L Testmai 24 Dec 2019 12:00:00 AM

£ estMai 23 Dec 2019 12:00:00 AM

Copyright @ 2006, 2020, Oracle and/or its aMiiates, Al rights reserved, | Security Information | Terms and Conditions

Field Description
Field Name Description

Subject Subject of the notification.

The L icon against the record denotes that the notification is sent
at low priority.

Received Date and time on which the notification was received.
I
2. Click =/ to refresh the notifications.
OR
Click to delete the notification.

Note: For multiple naotification deletion, select the check box (s) against the notification, and click
()
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3. Click individual notification to view the details. The details appear depend upon the type
of natification being received.

Notifications Details

Administrator Approve ATM/Branch

= (@ futura bank @

Notifications

24 Dec 2019 12:00:00 AM

Dear Sir/Madam,

As a valusble customer we are providing you a personal loan upto 5 Lakh Rupees without any Interest Rate. The Only offer you have ever Dreamt of.
Avall for this offer and you can also win a Yamaha Fascino.

Yours Sincerely,

Managing Director - John Smith

Futura Bank

Copyright © 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Gonditions

Field Description

Field Name Description

Subject Subject of the notification.

Received Date and time on which the notification was received.
Message Message body of the notification.

4. Click Back to navigate to the previous page.
OR
Click Delete to delete the natification.

FAQ

1. Can corporate administrator reply to the alerts received in his mailbox?

No, corporate administrator are not allowed to reply to the alerts received in their mailbox.

2. Can corporate administrator initiate a fresh mail?
No, corporate administrator cannot initiate fresh mails using secured mailbox.

Home
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27. My Profile

Using this option, the Corporate Administrator can view his profile details. Details that can be
viewed include user name, last login time, email id, phone number, and date of birth and address
of the user.

Pre-requisites
User must have a valid Login credentials.

Features Supported In Application

e View the profile details of Corporate Administrator user

How to reach here:

Corporate Administrator Dashboard > Toggle Menu > My Profile
OR
User Name icon (top right corner of the screen) > My Profile

My Profile

Administrator Approver ATM/Branch English ™

= (@ futura bank Q @ Viekome,

My Profile

e Sweta Corpadmin

2,

Personal Information

Contact Information

don, GB, 40001
&
Field Description
Field Name Description
User Name First name and last name of the logged in user
Personal Information
Date of Birth Date of birth of the user.

Contact Information
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Field Name Description

Communication Address of the user.

Address

Email Email id of the user, in masked format.

Phone Number The mobile number of the user, in masked format.

1. Click OK to navigate to the previous screen.
OR

Click I to download the user detalils.

EFAQ

1. Can the Corporate Administrator user edit his profile information?

No, the Corporate Administrator user cannot edit his profile information; he / she can only
view the profile details.
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Session Summary

28. Session Summary

The option used by the user to check the log of transactions and login details for the previous five
logins. The Corporate Administrator can view the entire session summary of the previous five
logins, login and logoff date and time for each session, channel in which transactions are carried
out in each session along with the IP address of the channel.

How to reach here:

Corporate Administrator Dashboard > Toggle Menu > Session Summary

Session Summary

Administrator Approver ™ ATM/Branch English V'

E l@futura bank Q \a Welcome, S Corpadmin

Last login 08 May 06:18 PM

Session Summary

Start Date & Time End Date & Time Channel P Address

» 08 May 2020 06:28:22 PM 08 May 2020 06:28:22 PM 10.166.177.114
» 08 May 2020 06:18:42 PM 08 May 2020 06:18:42 PM 10.166.177.114
» 08 May 2020 05:58:46 PM 08 May 2020 06:18:10 PM 10.166.177.114
» 06 May 2020 06:01:40 PM 06 May 2020 07:09:03 PM 10.166.190.6

» 06 May 2020 04:09:18 AM 06 May 2020 04:57:44 AM 10.191.193.42

e 1 of -5 of Sitems |:|
o I oo
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Field Description

Field Name Description

Start Date & Time The start date and time of the session.

End Date & Time The end date and time of the session.

Channel The channel of access for the session (Desktop Browser / Mobile /

Application etc.)

IP Address IP address of the channel.

1. Click * against a specific record to view the details of that session. The session details
appear.
OR
Click OK to navigate to the Dashboard screen.
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Session Summary - Details

= (ipfutura bank

Session Summary

Start Date & Time

4 08 May 2020 06:28:22 PM

08 May 2020 06:18:42 PM

08 May 2020 05:58:46 PM

06 May 2020 06:01:40 PM

06 May 2020 04:09:18 AM

ae

Field Description
Field Name

Start Date & Time
End Date & Time

Channel

IP Address

Administrator Approver ATM/Branch English

Q 8 Welcome, Sweta Corpadmin
Lest login 08 May 06:15 PM

End Date & Time Channel |P Address

08 May 2020 06:28:22 PM 10.166.177.114
Status Transzction Date & Time

08 May 2020 06:18:42 PM 10.166.177.114

08 May 2020 06:18:10 PM 10.166.177.114

06 May 2020 07:09:03 PM 10.166.190.6

06 May 2020 04:57:44 AM 10.191.193.42
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Description
The start date and time of the session.
The end date and time of the session.

The channel of access for the session (Desktop Browser / Mobile /
Application etc.).

IP address of the channel.

Session Summary - Details

Transaction Name

Status

Transaction Date &

Time

Name of the transaction, performed in the session.
Status of the transaction.

The date and time of the transaction.
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29.1

29. Security Settings

Security settings includes changing of password and setting of security questions for the user.

Pre-requisites
e User must have a valid Login credentials
e  Transaction access is provided to Corporate Administrator

e Approval rule set up for Corporate Administrator to perform the actions

Workflow
Change Password | Enter Current Password | »| submit
Enter New Password
ﬁ’ Re-enter New Password
\L)_. Access Security Setings
Corporate Access Security Question  fmil Select Security Questions f—pd Save Answers to Security  |_l View and Edit Security
Adm'\::'nslramr I Question Question & Answers

Features supported in application

The Security Settings maintenance allow the Corporate Administrator to:
e  Changing of old password to hew Password

e  Set Security Questions

e  View Security Questions

e Edit Security Questions

How to reach here:

Corporate Administrator Dashboard > Toggle Menu > Security Settings

Set Security Questions

Security Questions are the second layer of authentication mode set by the Bank to complete
various transactions.

This feature allows the administrator user to set up the answers of the security questions, which
will then be used as another layer of security (Over and above the Login credentials).

User will be asked to answer these security questions to complete the transactions for which bank
would have set Security Question as the second factor authentication.

How to reach here:

Corporate Administrator Dashboard > Toggle Menu > Security Settings > Set Security Question
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Set Security Questions

Administrator Approver ATM/Branch English
= Welcome, Sweta Corpadmin
= futura bank Q oo e i

Last login 08 May 06:18 PM

Security Settings

Set Security Question Change Password

cult for others to

& not answered on
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To set up security questions:

Note: Since security questions have not been set-up by the user, message will be displayed
"Security Questions are not set up yet".

1. Click Set up now to set-up security questions. The User Security Question screen
appears.

User Security Question

Administrator Approver ATM/Branch English

= (@futura bank Q8 Welcome, Sweta Corpadmin

Lest login 08 May 08:18 PM

Security Question Maintenance

User Security Questions

What is the brand of your first mob

1 what county were you born?

rite teacher's na

t you like most?

Copyright 2008, 2020, Oracle and/or its affliates. All rights reserved. | Security Information | Terms and Cenditions
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Field Description
Field Name Description
User Security Questions
Security Question Questions available for selection to add to the set.

Answer The answers corresponding to the security question.

2. From the Security Questions list, select the appropriate security question to be added in
set.

In the Answers field, enter the answers corresponding to the security question.

4, Click Save to save the changes made.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back tom previous screen.

5. The User Security Question — Review screen appears. Verify the details, and click
Confirm.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to make the changes if any.
The User Security Question — Edit screen with values in editable form screen appears.

6. The success message appears along with the status of transaction.
Click OK to complete the transaction and navigate back to ‘Dashboard’.
29.1.1 View Security Questions

On accessing ‘Manage Security Questions’ option, system displays the existing security questions
already maintained if any.

To view the existing t security questions maintenance:

1. Navigate to Set Security Questions screen, Set Security Question- View screen
appears.
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User security questions - View

Administrator Approver
= =) Welcome, Sweta Corpadmin
= dptfutura bank Q Cotloan o3t e 18P0

Security Settings

Set Security Question Change Password

Copyright ® 2006, 2020, Oracle and/or its affiiates. Al rights reserved. | Security Information | Terms and Conditions

Field Description
Field Name Description
User Security Questions - View

Security Questions The list of security question, which is the existing set, for the user.

2. Click Edit to make the changes if any. The User Security Question — Edit screen with
values in editable form appears.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to previous screen.

29.1.2 User Security Question - Edit

Corporate Administrator can modify existing maintenance for security questions. Corporate
Administrator is allowed to add security questions but cannot delete the existing questions.

To edit the security questions set:

1. Click View to view the security questions already set. The User Security Questions —
View screen appears.

2. Click Edit. The User Security Questions - Edit screen with values in editable form
screen appears.
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User Security Questions - Edit

Administrator Approver ATM/Branch English

= (futura bank Q o Vielcoms Suieta Coroaamin

Security Question Maintenance

User Security Questions

What is the brand of your first mob:

Apple -—

re you born?
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Field Description

Field Name Description

User Security Questions- Edit

Questions  The list of security question, which is the existing set, for the user.

Answer The answers will appear as blank for security reasons.

3. From the Security Questions list, view the existing questions. Modify if required.
In the Answers field, enter the answers corresponding to the security question.

5. Click Save to save the changes made.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to the previous screen.

6. The User Security Question — Review screen appears. Verify the details, and click
Confirm.
OR
Click Back to make the changes if any.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
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7. The User Security Question — Edit screen with values in editable form appears.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

8. The success message of security question setup appears along with the transaction
reference number.
Click OK to complete the transaction and navigate back to ‘Dashboard’.

29.2 Change Password

This feature allows the Corporate Administrator to change their password.

How to reach here:

Corporate Administrator Dashboard > Toggle Menu > Security Settings > Change Password

Change Password

Administrator Approver ATM/Branch English

orpadmin

= (@futura bank Q o Wecome s

Security Settings

finimum 1 mandatory)

Ainimum 1 man

”
<
T
5
2
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Field Description

Field Name Description

Current Password Old password for channel access.
New Password New password for channel access.
Re-enter Password Re-enter the new password to confirm.
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To reset the password:

1.

In the Current Password field, enter the password.
OR

Click icon to enter the password using the virtual keyboard.

In the New Password field, enter the password.
OR

Click icon to enter the new password using the virtual keyboard.
(See Password Condition section on the application screen to view the policy of setting a
new password.)

In the Re-enter Password field, re-enter the password.

OR

Click icon to re-enter the password using the virtual keyboard.
Click Submit.

OR

Click Back to go back to previous screen.
The success message of changing the password appears.

As the login user changed his password using ‘Change Password’ option, system will
logout the user and user will be shown a confirmation message of password change
along with an option to login again. Click Login on confirmation screen to log in to the
application.

Note: Password Conditions gets highlighted in green if the user's password is meeting the
Password Policy criteria and similarly in Red if the password is not as per the Password Policy
maintained.

FAQ

1.

Can | modify the security questions already set by me?

Yes, answer to security questions can be modified.
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30. Forgot Password

The login password is the password using which the user can log into the internet banking platform.
The user cannot access his bank accounts without this password. The Forgot Password feature
enables users to reset their login password.

The user is required to enter his User ID and Date of Birth. Post successful validation of the user’s
details, user is asked to enter the second factor authentication details (as per the authentication
mode maintained by the Bank).

Once the user is authenticated, user will receive a link to generate the new password, on his
registered email ID.

Pre-requisites
e The user must have valid login credentials to access the digital banking platform.

e The system administrator must have setup 2 factor authentication for Forgot Password.

Features Supported In the Application
e User Verification

e New Password Creation

How to reach here:

Portal > Forgot Password

To reset the password:

1. In the Login page, click Forgot Password. The Forgot Password screen appears.

Forgot Password - User Verification

ATM/Branch English UBS 14.3 AT3 Branch ™'

= (@ futura bank

Forgot Password

Forgot your internet banking
password?

Copyright © 2006, 2020, Oracle and/or its affilistes. All rights reserved. | Security Information | Terms and Conditions
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Field Description

Field Name Description
Username Enter your login username.
Date of birth Enter your date of birth.

In the Username field, enter your login username.
3. In Date of birth field, enter your date of birth.

Click Continue.
OR
Click Cancel to cancel the transaction.

5. The Verification screen appears. The user has to enter the 2factor authentication, before
he can proceed. 2 factor authentication (OTP/Security question/Soft Token) will be
displayed as per the setup done by the system administrator.

A Confirmation screen appears, along with a message stating that the link to reset
password has been sent to user’s registered email.

Forgot Password — New Password Creation

ATM/Branch English ™ UBS 14.3 AT3 Branch V'

= (fpfutura bank

Forgot Username

SUCCESSFUL
© (mpd Login to your bank account
Username sent successfully on your email address / mobile number.

Copyright @ 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

6. Click the link received in your email to reset the password. The Reset Password screen
appears.
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Reset Password — New Password Creation

ATM/Branch English UBS 14.3 AT3 Branch

= dpfutura bank
Reset Password

s enter your new passward

L}
|}

m
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Field Description

Field Name Description

Please enter your new password

Password Enter a new password for channel access.

Re-enter Password Re-enter the new password to confirm the same.

7. In the Password field, enter a new password.

OR

Click icon to enter a new password using the virtual keyboard.
8. In the Re-enter Password field, re-enter the new password.

OR

Click icon to re-enter the new password using the virtual keyboard.

9. Click Submit.
OR
Click Cancel to cancel the transaction.

10. A message confirming the successful reset of the password appears. Click Login to log
in to the application.

Home
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31. Forgot Username

Using this feature user can retrieve his channel banking Username, in case he has forgotten the
same.

Pre-requisites
e The user must have valid login credentials to access the digital banking platform.

e The system administrator must have setup 2 factor authentication for Forgot Username.

How to reach here:

Portal > Forgot Username

To reset the username:

1. In the Login page, click Forgot Username. The Forgot Username screen appears.

Forgot Username - User Verification

ATM/Branch English V' UBS 14.3 AT3 Branch ™

= (@futura bank

Forgot Username

nick thomas@futurabank cam

01 Jan 1990
Not able to recall your Futura Bank
User Name?
Copyright © 2006, 2020, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Field Description
Field Name Description
Email Enter your email ID that is registered with the bank.
Date of birth Enter your date of birth.

2. In the Email field, enter your email ID that is registered with the bank.

3. In Date of birth field, enter your date of birth.
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4, Click Submit.
OR
Click Cancel to cancel the transaction.

5. The verification screen appears if the transaction is configured for 2 Factor
Authentication.

6. Enter the details required for second factor authentication.
The Forgot Username confirmation screen appears.

7. A message stating that the username has been sent to your registered email address
appears. Click the Click here link to log in to the application.

Note: If a user has more than one user ID with the same email ID and DOB, then he/she will not
be able to retrieve his/her User ID using the above function. In that case, the user will have to
contact the bank for retrieving his/her user ID.

31-2 ORACLE



